**ČESTNÉ VYHLÁSENIE O DODANÍ DIELA V SÚLADE**

**S PLATNOU LEGISLATÍVOU SLOVENSKEJ REPUBLIKY**

[doplniť názov uchádzača], zastúpený [doplniť meno a priezvisko štatutárneho zástupcu] na základe zmluvy [doplniť číslo z CRZ]

**týmto ČESTNE VYHLASUJEM,** že

dielo [doplniť názov] je vytvorené a dodané v súlade s platnou legislatívou Slovenskej republiky vrátane platných a účinných vykonávacích právnych predpisov v Slovenskej republike (vrátane vyhlášok, výnosov, opatrení, nariadení vlády a pod.) ako aj legislatívnych predpisov (vrátane výkladov, pokynov, usmernení (ďalej len „***legislatíva***“) súvisiacich s danou problematikou vzťahujúcich sa na dielo.

Zoznam legislatívy, s ktorou je dodávané a odovzdávané dielo v súlade, je uvedené v **Prílohe č.1,**  ktorá je neoddeliteľnou súčasťou čestného vyhlásenia.

V prípade, ak dodatočne dôjde k zisteniu nesúladu diela s platnou a účinnou legislatívou v čase preberania/akceptácie diela, dodávateľ je povinný tento nesúlad do odstrániť **v lehote 30 kalendárnych dní** odo dňa, kedy k zisteniu došlo. **Ak v 30 dňovej lehote** nepríde k odstráneniu nesúladu, **objednávateľ má právo neuhradiť dodávateľovi žiadne platby** až do úplného odstránenia nesúladu s legislatívnou.

V Bratislave dd.mm.yy V Bratislave dd.mm.yy

|  |  |  |
| --- | --- | --- |
|  |  |  |
| XY  **zástupca objednávateľa**  (štatutárny zástupca XXX) |  | XY  **zástupca dodávateľa**  (štatutárny zástupca) |

**Príloha č. 1 Zoznam základnej legislatívy**

|  |
| --- |
| **LEGISLATÍVNA OBLASŤ a NÁZOV DOKUMENTU** |
| **ŠTANDARDY pre eGOVERNMENT** |
| Zákon o ITVS č. 95/2019 Z.z. |
| Zákon o eGovernmente č. 305/2013 Z.z., o elektronickej podobe výkonu pôsobnosti orgánov verejnej moci |
| Vyhláška č. 85/2020 Z.z. o riadení projektov |
| Vyhláška č. 78/2020 Z.z. štandardoch pre informačné technológie verejnej správy |
| Zákon proti byrokracii č. 177/2018 Z.z. o niektorých opatreniach na znižovanie administratívnej záťaže využívaním ISVS |
| Zákon o ochrane osobných údajov č. 18/2018 Z.z. |
| Metodické usmernenie nariadeniu (GDPR) k spracúvaniu osobných údajov (prostredníctvom web stránok) v súlade s požiadavkami Nariadenia Rady EÚ č. 2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takýchto údajov |
| Vyhláška č. 438/2019 o výkone ustanovení zákona o e-Governmente (eDesk modul) |
| Vyhláška č. 331/2018 Z. z., o zaručenej konverzii |
| Vyhláška č. 29/2017 Z. z., o alternatívnom autentifikátore |
| Vyhláška č. 85/2018 Z. z., o spôsobe vyhotovenia listinného rovnopisu elektronického úradného dokumentu |
| Vyhláška č. 25/2014 Z. z., o IOM |
| **ŠTANDARDY pre KYBERNETICKÚ a INFORMAČNÚ BEZPEČNOSŤ** |
| Zákon o Kybernetickej bezpečnosti č. 69/2018 Z.z. |
| Zákon o Kritickej infraštruktúre č. 45/2011 Z.z. |
| Trestný zákon č. 300/2005 Z.z. (trestné činy páchané pomocou elektronických prostriedkov a v elektronickom prostredí) |
| Zákon elektronických komunikáciách č. 351/2011 Z.z. (ochrana súkromia a osobných údajov, ochrana sietí a zariadení) |
| Zákon o dôveryhodných službách (elektronický podpis) č. 272/2016 Z.z. o dôveryhodných službách pre elektronické transakcie na vnútornom trhum (EiDAS) |
| Vyhláška č. 179/2020 Z.z. ktorou sa upravuje spôsob kategorizácie a obsah bezpečnostných opatrení ITVS |
| Vyhláška NBU č. 166/2018 Z.z., o podrobnostiach o technickom, technologickom a personálnom vybavení jednotky pre riešenie kybernetických bezpečnostných incidentov |
| Vyhláška NBU č. 164/2018 Z.z., ktorou sa určujú identifikačné kritériá prevádzkovanej služby (kritériá základnej služby) |
| Vyhláška NBU č. 362/2018 Z.z., ktorou sa ustanovuje obsah bezpečnostných opatrení, obsah a štruktúra bezpečnostnej dokumentácie a rozsah všeobecných bezpečnostných opatrení |
| Vyhláška NBU č. 436/2019 Z.z., o audite kybernetickej bezpečnosti a znalostnom štandarde audítora |
| Smernica č. 7/2019 o riešení Bezpečnostných incidentov Vládnou jednotkou CSIRT |
| Metodika pre Systematické zabezpečenie organizácií verejnej správy v oblasti informačnej bezpečnosti (CSIRT) |
| **ŠTANDARDY pre VLÁDNY CLOUD** |
| Katalóg služieb a požiadavky na realizáciu služieb Vládneho Cloudu |
| Metodické usmernenie pre proces zaradenia cloudovej služby do katalógu č. 4542/2019/oSAEG-1 |
| Usmernenie na aktualizáciu plánu migrácie IKT rezortu do dátového centra štátu |
| **ŠTANDARDY pre RIADENIE PROJEKTU a PROGRAMU** |
| Metodický pokyn k spracovaniu: \_Štúdie uskutočniteľnost (ŠÚ) \_Finančnej analýzy projektu \_Analýzy nákladov a prínosov projektu (CBA) \_Finančnej analýzy žiadateľa o NFP \_Celkových nákladov na vlastníctvo v programovom období 2014 – 2020 |
| Metodický pokyn UPVII č. 3425/2019/oPK-1 na rozpočtovanie nákupu IT v rámci medzirezortného programu 0EK Informačné technológie financované zo štátneho rozpočtu |
| Metodické usmernenie o postupe pri príprave investícií a koncesií podliehajúcich hodnoteniu MFSR |
| Rámec na hodnotenie verejných investičných projektov v SR |
| Použivatelská priručka MetaIS |
| Použivatelská príručka MetaIS Confluence |
| Informatizácia 2.0 - revízia výdavkov |
| **ŠTANDARDY pre RIADENIE ARCHITEKTÚRY** |
| Používateľská príručka MetaIS č. 3642/2018/oSAEG-1 |
| Metodický pokyn ÚPVII č. 514/2017-313 z 10.1.2017 na aktualizáciu obsahu centrálneho metainformačného systému verejnej správy povinnými osobami v znení neskorších predpisov |
| [Metodické usmernenie č. 5651/2019/oSAEG-1 z 20.09.2019 na odpočet plnenia NKIVS orgánmi riadenia](https://metais.vicepremier.gov.sk/confluence/download/attachments/2621442/2019_Metod_usmer_na_odpocet_NKIVS.pdf?version=1&modificationDate=1572960541260&api=v2) |
| Pravidlá publikovania elektronických služieb do multikanálového prostredia verejnej správy (Číslo: 3204/2018/oAeG-1) |
| **ŠTANDARDY pre KVALITU ÚDAJOV** |
| Metodické umernenie o postupe zaraďovania referenčných údajov do zoznamu referenčných údajov vo väzbe na referenčné registre (č. 3639/2019/oDK-1) |
| [Zákon o e-Governmente (§52) - povinnosť referencovania sa a využívať referenčné údaje.](https://metais.vicepremier.gov.sk/refregisters/list?page=1&count=20) |
| Zákon o e-Governmente (§10) - povinnosť využívať „Modul procesnej integrácie a integrácie údajov (jeho časti IS CSRÚ)“ a realizovať integráciu údajov, synchronizáciu údajov pri referencovaní a pri výmene údajov s referenčnými registrami a základnými číselníkmi. |
| Postup pripojenia OVM v roli konzumenta údajov do IS CSRÚ |
| Metodické usmernenie č. 1/ 2019 k zálohovaniu údajov v databázach domén, registrátorov a kontaktov súvisiacich so správou domén najvyššej úrovne |
| **ŠTANDARDY pre UX** |
| Metodika Jednotný dizajn manuál elektronických služieb verejnej správy |
| Metodické usmernenie UVSR č. 002089/2018/oLŠISVS-7 zo dňa 11.05.2018 |
| Metodické usmernenie pre tvorbu používateľsky kvalitných elektronických služieb verejnej správy  (Číslo spisu v DKS: 004307/2019/oBI) |
| **ŠTANDARDY RIADENIA KVALITY** |
| Metodika riadenia QAMPR |
| Riadenie kvality podľa Smernice STN EN ISO 9001: 2016 |
| **ŠTANDARDY pre LICENCIE** |
| Uznesenia vlády č. 286/2019 o povinnosti prednostne pristupovať k platným a účinným centrálnym IKT zmluvám |
| Metodický pokyn k zabezpečeniu centrálneho nákupu produktov a služieb spoločnosti ORACLE v rámci Centrálnej rámcovej dohody na poskytovanie licencií a produktov ORACLE a služieb s nimi súvisiacich Júl 2019 |
| **ŠTANDARDY OBSTARAVANIA** |
| Zákon 343/2015 Z. z. o verejnom obstarávaní |
| Koncepcia nákupu IT vo verejnej správe (v kontexte rokovania o licenčných právach k zdrojovému kódu) |
| **OSTANÉ ŠTANDARDY** |
| Zákon o slobodnom prístupe k informáciám č. 211/2000 Z. z. |
| Zákon o registri partnerov verejného sektora č. 315/2016 Z. z. |
| **ĎALŠIE POŽIADAVKY na ZHOTOVILTELA:** |
| \_umožniť Objednávateľovi vykonať audit bezpečnosti vyvíjaného Diela, vrátane informačných systémov a vývojového prostredia Zhotoviteľa na overenie miery dodržiavania bezpečnostných požiadaviek relevantných právnych predpisov a zmluvných požiadaviek, |
| \_prijať opatrenia na zabezpečenie nápravy zistení z auditu bezpečnosti informačných systémov, |
| \_poskytnúť Objednávateľovi a jemu nadriadeným orgánom plnú súčinnosť pri riešení bezpečnostného incidentu a vyšetrovaní bezpečnostnej udalosti, ktoré súvisia s plnením tejto **Zmluvy o dielo** alebo jej predmetom, |
| \_poskytnúť Objednávateľovi kompletnú dokumentáciu Informačného systému vrátane administrátorských prístupov, |
| \_upozorniť na nevhnutnutnosť aktualizovať eGovernment komponenty v centrálnom metainformačnom systéme verejnej správy v súlade s **Metodickým pokynom čísl**o **ÚPVII/000514/2017-313 z 10.01.2017** na aktualizáciu obsahu centrálneho metainformačného systému verejnej správy povinnými osobami v znení neskorších predpisov |
| \_zabezpečiť, aby zhotovené Dielo **poskytovalo automatizovaný monitoring SLA parametrov dodaných koncových a aplikačných služieb**, |
| \_zabezpečiť, aby zhotovené dielo **poskytovalo možnosť testovania každej služby na nefunkčnosť a možnosť odosielania (automatizovaných) hlásení o nefunkčnosti služby**. |
| \_dodať dielo v minimálnom rozsahu schválenej **Špecifikácie detailných funkčných, nefunkčných a technických požiadavie**k k „**Projektu XY**“ |