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DOHODY O PRIDELENÍ A POUŽÍVANÍ MOTOROVÉHO VOZIDLA 

Informovanie dotknutých osôb o spracúvaní osobných údajov 

 

podľa čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016 

(všeobecné nariadenie o ochrane údajov) 

 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

DOHODY O PRIDELENÍ A POUŽÍVANÍ MOTOROVÉHO VOZIDLA 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu (ďalej len ,,ministerstvo“) 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

- vypracovávanie a evidencia dohôd o pridelení 

a používaní služobných motorových vozidiel  

na služobné účely, 

- vypracovávanie a evidencia dohôd o pridelení 

a používaní súkromných motorových vozidiel  

na služobné účely, 

- elektronická komunikácia prostredníctvom 

elektronickej schránky na ústrednom portáli 

verejných služieb v súvislosti s vykonávanými 

pracovnými činnosťami.  

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

- zákon č. 40/1964 Zb. Občiansky zákonník v znení 

neskorších predpisov, 

- zákon č. 311/2001 Z. z. Zákonník práce v znení 

neskorších predpisov,  

- zákon č. 470/2019 Z. Z., ktorým sa mení a dopĺňa 

zákon č. 55/2017 Z. z. o štátnej službe a o zmene  

a doplnení niektorých zákonov v znení neskorších 

predpisov a ktorým sa menia a dopĺňajú niektoré 

zákony. 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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Okruh dotknutých osôb    zamestnanci ministerstva, ktorým boli pridelené 

súkromné  

a služobné motorové vozidlá na služobné účely 

Kategórie osobných údajov bežné osobné údaje 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť) 

titul, meno, priezvisko, adresa trvalého pobytu, číslo 

občianskeho preukazu, dátum narodenia, rodné číslo 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa nebudú poskytovať ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

osobné údaje sa nesprístupňujú ––––––––––– 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

Centrálny register zmlúv (anonymizované) zákon č. 211/2000 Z. z. o slobodnom prístupe 

k informáciám a o zmene a doplnení 

niektorých zákonov (zákon o slobode 

informácií) 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

01.06.2016 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

 

V zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 
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VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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DOCHÁDZKOVÝ SYSTÉM 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016. 

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

DOCHÁDZKOVÝ SYSTÉM 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Evidencia pracovného času a dovolenky zamestnancov 

ministerstva 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

− zákon č. 470/2019 Z. z., ktorým sa mení a dopĺňa 

zákon č. 55/2017 Z. z. o štátnej službe a o zmene  

a doplnení niektorých zákonov v znení neskorších 

predpisov a ktorým sa menia a dopĺňajú niektoré 

zákony, 

− zákon č. 311/2001 Z. z. Zákonník práce v platnom 

znení, 

− zákon č. 552/2003 Z. z. o výkone práce vo verejnom 

záujme v platnom znení. 

Okruh dotknutých osôb    zamestnanci ministerstva 

Kategórie osobných údajov bežné osobné údaje 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

titul, meno, priezvisko, osobné číslo, dátum narodenia, 

organizačný útvar ministerstva 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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spracovateľskú činnosť) 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa nebudú poskytovať –––––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

osobné údaje sa nesprístupňujú –––––––––––––– 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú –––––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje –––––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

01.06.2016 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

 

Po dobu 5 rokov a v zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 
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13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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IDENTIFIKAČNÉ KARTY 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016. 

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

IDENTIFIKAČNÉ KARTY 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Vyhotovovanie identifikačných kariet zamestnancov 

ministerstva a iných osôb, pre ktoré je potrebné 

identifikačné karty vydať. 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

- § 108 zákona č. 55/2017 Z. z. o štátnej službe  

a o zmene a doplnení niektorých zákonov 

Okruh dotknutých osôb    zamestnanci ministerstva a iné osoby, ktoré žiadali 

o vydanie identifikačnej karty 

Kategórie osobných údajov bežné osobné údaje 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť) 

titul, meno, priezvisko, číslo občianskeho preukazu, 

fotografia na účely identifikácie na služobnom 

preukaze 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa nebudú poskytovať ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

osobné údaje sa nesprístupňujú ––––––––––– 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

01.06.2016 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

 

Po dobu zamestnaneckého, služobného alebo iného pracovnoprávneho pomeru. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov 
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SŤAŽNOSTI ŠTÁTNYCH ZAMESTNANCOV 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

SŤAŽNOSTI ŠTÁTNYCH ZAMESTNANCOV 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Vybavovanie sťažností podľa zákona č. 470/2019 Z. z., 

ktorým sa mení a dopĺňa zákon č. 55/2017 Z. z. o štátnej 

službe a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov a ktorým sa menia a dopĺňajú 

niektoré zákony a zákona č. 9/2010 Z. z. o sťažnostiach 

v znení zákona č. 289/2012 Z. z. 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

− zákon č. 470/2019 Z. z., ktorým sa mení a dopĺňa 

zákon č. 55/2017 Z. z. o štátnej službe a o zmene  

a doplnení niektorých zákonov v znení neskorších 

predpisov a ktorým sa menia a dopĺňajú niektoré 

zákony,  

− zákon č. 9/2010 Z. z. o sťažnostiach v znení zákona  

č. 289/2012 Z. z. 

Okruh dotknutých osôb    štátny zamestnanec a bývalý štátny zamestnanec 

vykonávajúci štátnu službu na ministerstve, iné fyzické 

osoby, ktorých osobné údaje sú nevyhnutné  

na vybavovanie sťažností 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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Kategórie osobných údajov bežné osobné údaje, osobitné údaje (údaje o zdraví) 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť) 

meno, priezvisko a adresa trvalého a prechodného 

pobytu sťažovateľa, adresa sťažovateľa na doručovanie  

v elektronickej forme, ďalšie osobné údaje zistené alebo 

predložené v priebehu vybavovania sťažnosti 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

Orgány verejnej správy a iné osoby v 

rámci poskytovanej súčinnosti  
− zákon č. 470/2019 Z. z., ktorým sa mení  

a dopĺňa zákon č. 55/2017 Z. z. o štátnej 

službe a o zmene a doplnení niektorých 

zákonov v znení neskorších predpisov  

a ktorým sa menia a dopĺňajú niektoré 

zákony,  

− zákon č. 9/2010 Z. z. o sťažnostiach  

v znení zákona č. 289/2012 Z. z. 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

Sťažovateľ a iné osoby, ktorých sa 

sťažnosť týka 
− zákon č. 470/2019 Z. z., ktorým sa mení  

a dopĺňa zákon č. 55/2017 Z. z. o štátnej 

službe a o zmene a doplnení niektorých 

zákonov v znení neskorších predpisov  

a ktorým sa menia a dopĺňajú niektoré 

zákony,  

− zákon č. 9/2010 Z. z. o sťažnostiach  

v znení zákona č. 289/2012 Z. z. 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 
01.06.2016 
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VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

 

10 rokov a v následne zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 

 

 
 
 

  



16 
 

VÝKON VNÚTORNÝCH KONTROL  

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej ako „ministerstvo“, „MIRRI SR” alebo „prevádzkovateľ”) ako subjekt, 

ktorý spracúva osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné 

informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby pre oblasť ochrany osobných údajov 

MIRRI SR: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

3. Kategórie osobných údajov: 

Ministerstvo spracúva bežné osobné údaje. Osobné údaje osobitnej kategórie osobných 

údajov ani osobné údaje týkajúce sa uznania viny za trestné činy a priestupky 

ministerstvo nespracúva. 

4. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva bežné osobné údaje dotknutých osôb v rozsahu: 

• meno, priezvisko, titul, 

• funkcia, pracovná pozícia, 

• e-mailová adresa, 

• telefónne číslo,  

• adresa trvalého pobytu, 

• adresa prechodného alebo iného pobytu,  

• rodné číslo, 

• dátum narodenia, 

• podpis (vlastnoručný, elektronický), 

• IP adresa používateľa, 

• log in, 

• typ zariadenia, 

mailto:zodpovedna.osoba@mirri.gov.sk
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• ďalšie osobné údaje podľa predmetu kontroly. 

5. Kategórie dotknutých osôb: 

Ministerstvo spracúva osobné údaje: 

• fyzických osôb – zamestnancov kontrolovaných útvarov MIRRI SR, 

• fyzických osôb, ktorých osobné údaje sa nachádzajú v dokumentoch, ktoré 

podliehajú kontrole. 

6. Účel spracúvania osobných údajov: 

Prevádzkovateľ spracúva osobné údaje na účely výkonu vnútorných kontrol podľa 

zákona č. 10/1996 Z. z. o kontrole v štátnej správe v znení neskorších predpisov 

a vedenia evidencie kontrol vykonaných kontrolách podľa zákona č. 10/1996 Z. z. 

o kontrole v štátnej správe v znení neskorších predpisov. 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov zamestnancov je splnenie úloh 

realizovaných vo verejnom záujme alebo pri výkone verejnej moci podľa čl. 6 ods. 1 

písm. e) GDPR. 

Spracúvanie osobných údajov je nevyhnutné pre plnenie úloh prevádzkovateľa – výkon 

vnútornej kontroly podľa zákona č. 10/1996 Z. z. o kontrole v štátnej správe v znení 

neskorších predpisov. 

Prevádzkovateľ je orgánom štátnej správy, ktorý vykonáva kontrolu v rozsahu svojej 

pôsobnosti podľa zákona č. 10/1996 Z. z. o kontrole v štátnej správe v znení neskorších 

predpisov. 

Prevádzkovateľovi vyplývajú úlohy z § 7 a ďalších ustanovení zákona č. 10/1996 Z. z. 

o kontrole v štátnej správe v znení neskorších predpisov 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sprostredkovateľa.  

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho 

sub-sprostredkovateľa. 

10. Príjemcovia osobných údajov: 

Osobné údaje môžu byť poskytnuté: 

• na účely výkonu auditu, kontroly a výkonu dohľadu Úradu vlády SR, platobnému 

orgánu, orgánu auditu, Európskej komisii, Európskemu úradu na boj proti 

podvodom a iným orgánom kontroly, auditu a dohľadu, 
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• na účely trestného konania podľa osobitných predpisov orgánom činným 

v trestom konaní, v prípade zistenia skutočností nasvedčujúcich tomu, že mohol 

byť spáchaný trestný čin, 

• na účely iných konaní aj správnym alebo iným príslušným orgánom, v prípade 

zistenia skutočností nasvedčujúcich tomu, že mohlo dôjsť k priestupku, inému 

správnemu deliktu, príp. inej protiprávnej činnosti. 

11. Doba spracúvania (vrátane uchovávania) osobných údajov: 

Prevádzkovateľ spracúva osobné údaje aktívne po dobu výkonu kontroly až do 

uzatvorenia spisu z kontroly. Následne budú osobné údaje ako súčasť dokumentácie vo 

vzťahu k výkonu kontroly uchovávané po dobu 10 rokov od uzavretia spisu z výkonu 

kontroly v súlade s Registratúrnym poriadkom MIRRI SR. 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným 

organizáciám: 

Osobné údaje nebudú prenášané do tretích krajín ani medzinárodným organizáciám. 

13. Informácia o automatizovanom individuálnom rozhodovaní a profilovaní: 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani 

na profilovanie. 

14. Práva dotknutej osoby: 

V súlade s čl. 15 až čl. 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov, 

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené 

na automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

15. Žiadosť o výkon práv dotknutej osoby: 
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Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

16. Informácia o zákonnej alebo zmluvnej požiadavke: 

Poskytovanie osobných údajov vyplýva z potreby plnenia úloh realizovaných vo 

verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi podľa čl. 6 

ods. 1 písm. e) GDPR. 

Prevádzkovateľ je orgánom štátnej správy, ktorý vykonáva kontrolu v rozsahu svojej 

pôsobnosti podľa zákona č. 10/1996 Z. z. o kontrole v štátnej správe v znení neskorších 

predpisov. Spracúvanie osobných údajov je nevyhnutné pre plnenie úloh prevádzkovateľa 

– výkon vnútornej kontroly podľa zákona č. 10/1996 Z. z. o kontrole v štátnej správe 

v znení neskorších predpisov. 

V prípade neposkytnutia nevyhnutných osobných údajov nebude možné, aby bol 

zabezpečený riadny výkon vnútornej kontroly podľa zákona č. 10/1996 Z. z. o kontrole 

v štátnej správe v znení neskorších predpisov. 

17. Zdroj, z ktorého pochádzajú osobné údaje: 

Osobné údaje získava prevádzkovateľ z dokumentácie poskytnutej kontrolovaným 

subjektom alebo iným organizačným útvarom prevádzkovateľa, z verejne prístupných 

zdrojov, z registrov prístupných orgánu kontroly a z internej dokumentácie prístupnej 

zamestnancom prevádzkovateľa.  

18. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na ochranu 

osobných údajov Slovenskej republiky (DOCX.20,51 KB) 

 
 

  

mailto:zodpovedna.osoba@mirri.gov.sk
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
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REGISTRATÚRA  

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

REGISTRATÚRA 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Fyzické spracovanie registratúrnych záznamov a 

zabezpečenie správy registratúry 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

− § 16 ods. 2 zákona č. 395/2002 Z. z. o archívoch a 

registratúrach a o doplnení niektorých zákonov v 

znení neskorších predpisov, 

− predpis č. 324/2011 Z. z. o poštových službách a o 

zmene a doplnení niektorých zákonov, 

− zákon č. 305/2013 Z. z. o elektronickej podobe 

výkonu pôsobnosti orgánov verejnej moci, 

− vyhláška č. 410/2015 Z. z. Vyhláška Ministerstva 

vnútra Slovenskej republiky o podrobnostiach 

výkonu správy registratúry orgánov verejnej moci a o 

tvorbe spisu, 

− výnos č. 525/2011 Z. z. Výnos Ministerstva vnútra 

Slovenskej republiky o štandardoch pre elektronické 

informačné systémy na správu registratúry, 

− vyhláška č. 628/2002 Z. z. Vyhláška Ministerstva 

vnútra Slovenskej republiky, ktorou sa vykonávajú 

niektoré ustanovenia zákona o archívoch a 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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registratúrach a o doplnení niektorých zákonov. 

Okruh dotknutých osôb    Fyzické osoby (žiadateľ, prijímateľ, partner, užívateľ, 

cieľová skupina, dodávateľ a iné), ak je to nevyhnutné na 

plnenie úloh podľa zákona. 

Kategórie osobných údajov bežné osobné údaje, osobitné osobné údaje (údaje  

o zdraví= údaj o ťažkom zdravotnom postihnutí na 

preukázanie dôvodu uplatnenie zvýhodnenej sadzby 

odvodov na zdravotné poistenie 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť) 

meno, priezvisko, titul, dátum narodenia, kontaktné 

údaje, bankové spojenie, mzdové údaje, údaje o ťažkom 

zdravotnom postihnutí, rodné číslo, adresa trvalého 

pobytu, štátne občianstvo, národnosť, etnický pôvod, 

údaje podľa osobitného predpisu (príloha č. 1 nariadenia 

EÚ č. 1304/2013) a všetky nevyhnutné osobné údaje 

v rozsahu, ktorý vymedzujú osobitné právne predpisy. 

 

Sprostredkovateľ spracúva osobné údaje v rozsahu: 

meno a priezvisko; 

kontaktné údaje (telefón, email, trvalý/prechodný pobyt); 

bankové spojenie; 

mzdové údaje; 

údaje o ťažkom zdravotnom postihnutí na preukázanie 

dôvodu uplatnenia zvýhodnenej sadzby odvodov na 

zdravotné poistenie ;   

všetky osobné údaje, ktoré sa v súlade so všetkými 

všeobecne záväznými právnymi predpismi môžu 

nachádzať v spisoch prevádzkovateľa určených k 

uloženiu u sprostredkovateľa. 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Príjemcovia Osobitné predpisy 

Sprostredkovateľ, ktorý spĺňa osobitné 

podmienky a bezpečnostné záruky pri 

zabezpečovaní správy a nakladania 

s registratúrnymi záznamami. 

Sprostredkovateľ, v prípade skupiny 

dodávateľov každý jej člen, ktorý sa v 

súvislosti s plnením predmetu zákazky bude 

oboznamovať s utajovanými skutočnosťami, 

bude povinný preukázať,  

že má vydané potvrdenie o priemyselnej 

bezpečnosti podnikateľa v súlade s vyhláškou 

č. 301/2013 Z. z. o priemyselnej bezpečnosti 

a o bezpečnostnom projekte podnikateľa pre 

oboznamovanie  

sa s utajovanými skutočnosťami minimálne 

na stupeň utajenia „Vyhradené“.  

 

V prípade, že predmetom poverenia 

sprostredkovateľa nebude bezpečnosť a 
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ochrana utajovaných skutočností podľa 

zákona č. 343/2015 Z. z. o verejnom 

obstarávaní a o zmene a doplnení niektorých 

zákonov,  

sprostredkovateľ je povinný disponovať 

potvrdením o priemyselnej bezpečnosti na 

firmu: áno/ nie 

 

Previerka o priemyselnej bezpečnosti zahŕňa 

aj bezpečnostnú previerku štatutárneho 

orgánu podnikateľa, 

ktorý musí spĺňať podmienky na vydanie 

potvrdenia o priemyselnej bezpečnosti, podľa 

§ 46 zákona č. 215/2004 Z. z o ochrane 

utajovaných skutočností a o zmene a doplnení 

niektorých zákonov: 

  

a)   spôsobilý zabezpečiť ochranu 

utajovaných skutočností, 

b)   ekonomicky stabilný, 

c)   bezpečnostne spoľahlivý, 

d)   bezúhonný. 

Ministerstvo vnútra Slovenskej republiky zákon č. 395/2002 Z. z. o archívoch  

a registratúrach a o doplnení niektorých 

zákonov v znení neskorších predpisov 

Štátny archív  zákon č. 395/2002 Z. z. o archívoch 

a registratúrach a o doplnení niektorých 

zákonov v znení neskorších predpisov  

po uplynutí lehoty uloženia. 

Orgány štátnej správy a verejnej moci na 

výkon kontroly a dozoru (napr. inšpektorát 

práce, rada škôl), zástupcovia 

zamestnancov 

− zákon č. 311/2001 Z. z. Zákonník práce 

v znení neskorších predpisov, 

− zákon č. 125/2006 Z. z. o inšpekcii práce 

a o zmene a doplnení zákona č. 82/2005 

Z. z. o nelegálnej práci a nelegálnom 

zamestnaní a o zmene a doplnení 

niektorých zákonov v znení neskorších 

predpisov, 

− zákon č. 355/2007 Z. z. o ochrane, 

podpore a rozvoji verejného zdravia 

a o zmene a doplnení niektorých zákonov 

v znení neskorších predpisov, 

− zákon č. 124/2006 Z. z. o bezpečnosti 

a ochrane zdravia pri práci a o zmene 

a doplnení niektorých zákonov v znení 

neskorších predpisov, 

− zákon 502/2001 i finančnej kontrole 

a vnútornom audite a o zmene a doplnení 

niektorých zákonov. 

Orgány činné v trestnom konaní zákon č. 300/2005 Z. z. Trestný zákon 

Iný oprávnený subjekt Všeobecne záväzný právny predpis v zmysle  
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Nariadenia Rady EÚ č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní 

osobných údajov a o voľnom pohybe takýchto 

údajov a zákona č. 18/2018 Z. z. o ochrane 

osobných údajov v platnom znení. 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 
01.06.2016 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

V zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 

V zmysle internej smernice o registratúrnom poriadku a podľa registratúrneho plánu. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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PERSONÁLNA A MZDOVÁ AGENDA 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

PERSONÁLNA A MZDOVÁ AGENDA 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Vedenie osobných spisov štátnych zamestnancov, 

zamestnancov vo výkone práce vo verejnom záujme  

a štátnych zamestnancov vo verejnej funkcii, plnenie 

povinnosti zamestnávateľa súvisiacich s pracovným 

pomerom a štátnozamestnaneckým pomerom, vrátane 

predzmluvných vzťahov a dohôd o prácach 

vykonávaných mimo pracovného pomeru. 

 

Na zabezpečenie vykonania úkonov súvisiacich s 

uzatvorením služobného alebo pracovného pomeru, 

vedením osobného spisu zamestnanca, spracovávaním 

miezd, vykonávaním zrážok zo mzdy, hodnotením 

zamestnanca, vyplácaním odmien a benefitov, 

poskytovaním stravovania, vykonávaním zdravotných a 

sociálnych odvodov, odvedením dane z príjmov zo 

závislej činnosti. 

Právny základ spracúvania   Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

− zákon č. 470/2019 Z. z., ktorým sa mení a dopĺňa 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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zákon č. 55/2017 Z. z. o štátnej službe a o zmene a 

doplnení niektorých zákonov v znení neskorších 

predpisov a ktorým sa menia a dopĺňajú niektoré 

zákony, 

− zákon č. 311/2001 Z. z. Zákonník práce v znení 

neskorších predpisov, 

− zákon č. 552/2003 Z. z. o výkone práce vo verejnom 

záujme v znení neskorších predpisov,  

− zákon č. 553/2003 Z. z. o odmeňovaní niektorých 

zamestnancov pri výkone práce vo verejnom záujme 

a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov, 

− zákon č. 580/2004 Z. z. o zdravotnom poistení  o 

zmene a doplnení zákona č. 95/2002 Z. z. o 

poisťovníctve a o zmene a doplnení niektorých 

zákonov  v znení neskorších predpisov, 

− zákon č. 461/2003 Z. z. o sociálnom poistení v znení 

neskorších predpisov, 

− zákon č. 595/2003 Z. z. o dani z príjmov v znení 

neskorších predpisov,  

− zákon č. 43/2004 Z. z. o starobnom dôchodkovom 

sporení v znení neskorších predpisov,  

− zákon č. 650/2004 Z. z. o doplnkovom dôchodkovom 

sporení a o zmene a doplnení niektorých zákonov v 

znení neskorších predpisov, 

− zákon č. 5/2004 Z. z. o službách zamestnanosti a o 

zmene a doplnení niektorých zákonov v znení 

neskorších predpisov, 

− zákon č. 462/2003 Z. z. o náhrade príjmu pri dočasnej 

pracovnej neschopnosti zamestnanca a o zmene a 

doplnení niektorých zákonov v znení neskorších 

predpisov, 

− zákon č. 152/1994 Z. z. o sociálnom fonde a o zmene 

a doplnení zákona č. 286/1992 Zb. o daniach z 

príjmov v znení neskorších predpisov, 

− zákon č. 215/2004 Z. z. o ochrane utajovaných 

skutočností a o zmene a doplnení niektorých zákonov 

v znení neskorších predpisov, 

− zákon č. 355/2007 Z. z. o ochrane, podpore a rozvoji 

verejného zdravia  a o zmene a doplnení niektorých 

zákonov v znení neskorších predpisov, 

− zákon č. 124/2006 Z. z. o bezpečnosti a ochrane 

zdravia pri práce a o zmene a doplnení niektorých 

zákonov v znení neskorších predpisov, 

− zákon č. 570/2005 Z. z. o brannej povinnosti a o 

zmene a doplnení niektorých zákonov v znení 

neskorších predpisov, 

− zákon č. 120/1993 Z. z. o platových pomeroch 

niektorých ústavných činiteľov Slovenskej republiky. 
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Okruh dotknutých osôb    uchádzači o zamestnanie, zamestnanci ministerstva, 

manželia  

alebo manželky zamestnancov ministerstva, vyživované 

deti zamestnancov, rodičia vyživovaných detí 

zamestnancov, blízke osoby, bývalí zamestnanci 

ministerstva 

Kategórie osobných údajov − bežné osobné údaje,  

− osobitné údaje (údaje o zdraví). 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť) 

− meno, priezvisko, rodné priezvisko a titul, 

− rodné číslo, dátum a miesto narodenia, 

− podpis,  

− osobné číslo, 

− e-mailová adresa, 

− rodinný stav, 

− štátna príslušnosť,  

− štátne občianstvo,  

− trvalé bydlisko, prechodné bydlisko, 

− pohlavie, 

− údaje o vzdelaní, 

− spôsobilosť na právne úkony, 

− poberanie prídavkov na deti, 

− mzda, plat alebo platové pomery a ďalšie finančné 

náležitosti priznané za výkon funkcie alebo za výkon 

pracovnej činnosti, 

− údaje o odpracovanom čase, 

− údaje o bankovom účte fyzickej osoby, 

− sumy postihnuté výkonom rozhodnutia nariadeným 

súdom alebo správnym orgánom, 

− peňažné tresty a pokuty, ako aj náhrady uložené 

zamestnancovi vykonateľným rozhodnutím 

príslušných orgánov, 

− neprávom prijaté sumy dávok sociálneho poistenia a 

dôchodkov starobného dôchodkového sporenia alebo 

ich preddavky, štátnych sociálnych dávok, dávok v 

hmotnej núdzi a príspevkov k dávke v hmotnej núdzi, 

peňažných príspevkov na kompenzáciu sociálnych 

dôsledkov ťažkého zdravotného postihnutia, ktoré je 

zamestnanec povinný vrátiť na základe 

vykonateľného rozhodnutia podľa osobitného 

predpisu, 

− ročný úhrn vyplateného dôchodku, 

− údaje o pracovnej neschopnosti, 

− údaje o dôležitých osobných prekážkach v práci, 

− údaje o zmenenej pracovnej schopnosti, 

− údaje o zamestnávateľoch, 

− pracovné zaradenie a deň začiatku výkonu štátnej 

služby alebo pracovnej činnosti,  

− údaje o rodinných príslušníkoch  v rozsahu meno, 
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priezvisko, adresa, dátum narodenia, 

− údaje o manželovi alebo manželke, deťoch, rodičoch 

detí  v rozsahu meno, priezvisko, dátum narodenia, 

rodné číslo, adresa,  

− údaje z potvrdenia o zamestnaní, 

− údaje o vedení zamestnanca v evidencii 

nezamestnaných občanov, 

− údaje o čerpaní materskej dovolenky a rodičovskej 

dovolenky, 

− údaje z dokladu o bezúhonnosti, 

− údaje o priznaní dôchodku, o druhu dôchodku, 

− údaje zo zamestnaneckej zmluvy doplnkovej 

dôchodkovej poisťovne, 

− údaje o členstve v odborovej organizácii a platbe 

členského príspevku odborovej organizácii, 

− osobné údaje z majetkového priznania štátnych 

zamestnancov, 

− údaje z majetkového priznania zamestnancov pri 

výkone práce o verejnom záujme, 

− osobné údaje spracúvané na oprávnení oboznamovať 

sa s utajovanými skutočnosťami, 

− osobné údaje spracúvané na potvrdeniach, osvedčenia 

o absolvovaných skúškach a vzdelávacích aktivitách, 

− výkon služby v služobnom pomere,  

− údaje uvedené v životopise, 

− fotografia na účely identifikácie na služobnom 

preukaze. 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

Sociálna poisťovňa − zákon č. 461/2003 Z. z. o sociálnom 

poistení v platnom znení, 

− zákon č. 43/2004 Z. z. o starobnom 

dôchodkovom sporení a o zmene 

a doplnení niektorých zákonov v platnom 

znení. 

Zdravotné poisťovne zákon č. 580/2004 Z. z. o zdravotnom 

poistení a o zmene a doplnení zákona  

č. 95/2002 Z. z. o poisťovníctve a o zmene 

a doplnení niektorých zákonov v platnom 

znení. 

Daňový úrad zákon č. 595/2003 Z. z. o dani z príjmov  

v platnom znení. 
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Doplnkové dôchodkové sporiteľne zákon č. 650/2004 Z. z. o doplnkovom 

dôchodkovom sporení a o zmene a doplnení 

niektorých zákonov v platnom znení. 

Dôchodkové správcovské spoločnosti − zákon č. 461/2003 Z. z. o sociálnom 

poistení v platnom znení, 

− zákon č. 43/2004 Z. z. o starobnom 

dôchodkovom sporení a o zmene 

a doplnení niektorých zákonov v platnom 

znení. 

Orgány štátnej správy a verejnej moci na 

výkon kontroly a dozoru (napr. inšpektorát 

práce) 

− zákon č. 311/2001 Z. z. Zákonník práce 

v platnom znení, 

− zákon č. 125/2006 Z. z. o inšpekcii práce 

v platnom znení, 

− zákon č. 355/2007 Z. z. o ochrane, 

podpore a rozvoji verejného zdravia 

v platnom znení, 

− zákon č. 124/2006 Z. z. o bezpečnosti 

a ochrane zdravia pri práci v platnom 

znení, 

− Nariadenie Rady EÚ č. 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri 

spracúvaní osobných údajov a o voľnom 

pohybe takýchto údajov a Zákon č. 

18/2018 Z. z. o ochrane osobných údajov 

v platnom znení. 

Ústredie práce, sociálnych vecí a rodiny 

SR 
− zákon č. 5/2004 Z. z. o službách 

zamestnanosti a o zmene a doplnení 

niektorých zákonov v platnom znení, 

− zákon č. 53/2003 Z. z. o orgánoch štátnej 

správy v oblasti sociálnych vecí, rodiny 

a služieb zamestnanosti v platnom znení. 

Súd, orgány činné v trestnom konaní − zákon č. 99/1963 Zb. Občiansky súdny 

poriadok v platnom znení, 

− zákon č. 301/2005 Z. z. Trestný poriadok 

v platnom znení. 

Exekútor  zákon č. 233/1995 Z. z. o súdnych 

exekútoroch a exekučnej činnosti (Exekučný 

poriadok) v platnom znení. 

iný oprávnený subjekt − všeobecne záväzný právny predpis 

v zmysle  Nariadenia Rady EÚ  

č. 2016/679 z 27. apríla 2016 o ochrane 

fyzických osôb pri spracúvaní osobných 

údajov a o voľnom pohybe takýchto 

údajov, 

− zákona č. 18/2018 Z. z. o ochrane 

osobných údajov v platnom znení. 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 
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Dotknutá osoba  − Nariadenie Rady EÚ č. 2016/679  

z 27. apríla 2016 o ochrane fyzických 

osôb pri spracúvaní osobných údajov  

a o voľnom pohybe takýchto údajov, 

− zákon č. 18/2018 Z. z. o ochrane 

osobných údajov v platnom znení. 

Sťažovateľ a iné osoby, ktorých sa 

sťažnosť týka 
− zákon č. 470/2019 Z. z., ktorým sa mení  

a dopĺňa zákon č. 55/2017 Z. z. o štátnej 

službe a o zmene a doplnení niektorých 

zákonov v znení neskorších predpisov  

a ktorým sa menia a dopĺňajú niektoré 

zákony, 

− zákon č. 9/2010 Z. z. o sťažnostiach 

v znení zákona č. 289/2012 Z. z. 

Žiadateľ Zákon č. 211/2000 Z. z. o slobodnom prístupe 

k informáciám a o zmene a doplnení 

niektorých zákonov (zákon o slobode 

informácií) v platnom znení. 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

Webová stránka ministerstva a/alebo 

Intranet ministerstva 

všeobecne záväzný právny predpis v zmysle  

Nariadenia Rady a EÚ č. 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri 

spracúvaní osobných údajov a o voľnom 

pohybe takýchto údajov a zákona č. 18/2018 

Z. z. o ochrane osobných údajov v platnom 

znení 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

Poskytnutie osobných údajov dotknutou osobou. 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

 

- osobné údaje uchovávané v rámci osobného spisu štátneho zamestnanca = 50 rokov 

- ekonomická agenda: ročné zúčtovanie dane, zrážky z dane, dohody o zrážkach z dane = 10 

rokov 

- majetkové priznanie = 5 rokov  

- predzmluvné vzťahy – výberové konania a žiadosti o zamestnanie = 5 rokov  

- zamestnanci pri výkone práce vo verejnom záujme - Do 70 roku života zamestnanca  
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- dohody o prácach vykonávaných mimo pracovného pomeru a vedľajšie pracovné pomery 

= 10 rokov 

- evidencia dochádzky = 3 roky 

- podklady pre odmeny zamestnancov ministerstva a vedúcich ústredných orgánov štátnej 

správy = 10 rokov 

- plán čerpania dovoleniek = 3 roky 

- plány, stáže, semináre, školenia a študijné pobyty = 5 rokov 

- povolenie vstupu do objektov vrátane evidencie = 3 roky 

- pracovno-právne spory = 5 rokov 

- evidencia dôchodcov a osôb so zmenenou pracovnou schopnosťou = 5 rokov 

- starostlivosť o zamestnancov (nemocenské a sociálne zabezpečenie) = 5 rokov 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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MOBILNÁ KOMUNIKÁCIA 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016. 

(všeobecné nariadenie o ochrane údajov) 

  

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

MOBILNÁ KOMUNIKÁCIA 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Spracovanie žiadosti o prenesenie čísla k spoločnosti 

Slovak Telekom  (na prepis telefónneho čísla s FO na 

PO) 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

− zákon č. 351/2011 Z. z. o elektronických 

komunikáciách § 44, § 48 ods. 7, § 50 ods. 2 písm. 

c), § 59 ods. 2,  

− zákon č. 343/2015 Z. z. o verejnom obstarávaní, 

− zákon č. 513/1991 Zb. Obchodný zákonník v znení 

neskorších predpisov, Čl. 2.3 Všeobecných 

podmienok poskytovania verejných elektronických 

komunikačných služieb prostredníctvom verejnej 

telefónnej siete spoločnosti O2 Slovakia, s. r. o. 

(príloha Rámcovej dohody),  

− Opatrenia Telekomunikačného úradu Slovenskej 

republiky zo dňa 16.12.2004, č. O-7/2004, ktorým sa 

ustanovujú podrobnosti zabezpečenia prenositeľnosti 

čísla v znení neskorších predpisov. 

Okruh dotknutých osôb    dotknutí zamestnanci ministerstva 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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Kategórie osobných údajov bežné osobné údaje 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

titul, meno, priezvisko, adresa trvalého pobytu, 

súkromné telefónne číslo, ČOP, rodné číslo, štátna 

príslušnosť, podpis. 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

Slovak Telekom, a. s., Bajkalská 28, 

Bratislava, 817 62 

Rámcová dohoda č. 134/2019 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

osobné údaje sa nesprístupňujú ––––––––––– 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

09.03.2019 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

 

V zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Dotknutá osoba má podľa článku 15 ods. 1 písm. e) a f) Nariadenia GDPR právo požadovať 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 
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3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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EVIDENCIA DIPLOMATICKÝCH A SLUŽOBNÝCH PASOV 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016. 

(všeobecné nariadenie o ochrane údajov) 

 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

EVIDENCIA DIPLOMATICKÝCH A SLUŽOBNÝCH PASOV 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Vedenie agendy diplomatických a služobných pasov  

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

- zákon č. 470/2019 Z. z., ktorým sa mení a dopĺňa 

zákon č. 55/2017 Z. z. o štátnej službe a o zmene  

a doplnení niektorých zákonov v znení neskorších 

predpisov a ktorým sa menia a dopĺňajú niektoré 

zákony, 

- zákon č. 647/2007 Z. z. o cestovných dokladoch a o 

zmene a doplnení niektorých zákonov. 

Okruh dotknutých osôb    zamestnanci ministerstva 

Kategórie osobných údajov bežné osobné údaje (diplomatický pas, služobný pas) 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

osobné údaje uvedené v diplomatickom a služobnom 

pase a v žiadosti o diplomatický a služobný pas: titul, 

meno a priezvisko, dátum narodenia, rodné číslo, miesto 

narodenia, pohlavie, štátna príslušnosť, trvalé bydlisko 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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spracovateľskú činnosť) 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

Orgány štátnej správy a verejnej moci na 

výkon kontroly a dozoru  
− zákon č. 10/1996 Z. z. o kontrole v štátnej 

správe v platnom znení, 

− zákon č. 470/2019 Z. z., ktorým sa mení a 

dopĺňa zákon č. 55/2017 Z. z. o štátnej 

službe a o zmene a doplnení niektorých 

zákonov v znení neskorších predpisov a 

ktorým sa menia a dopĺňajú niektoré 

zákony. 

Ministerstvo zahraničných vecí 

a európskych záležitostí Slovenskej 

republiky 

zákon č. 647/2007 Z. z. o cestovných 

dokladoch e o zmene a doplnení niektorých 

zákonov. 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

osobné údaje sa nesprístupňujú ––––––––––– 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

Poskytnutie osobných údajov dotknutou osobou. 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“).  

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 
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5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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UPLATŇOVANIE ZODPOVEDNOSTI ZA ŠKODU SPÔSOBENÚ ZAMESTNANCAMI 

MINISTERSTVA 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

UPLATŇOVANIE ZODPOVEDNOSTI ZA ŠKODU SPÔSOBENÚ ZAMESTNANCAMI 

MINISTERSTVA 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu  

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Uplatňovanie zodpovednosti za škodu spôsobenú 

zamestnancami ministerstva. 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

− zákon č. 311/2001 Z. z. Zákonník práce v znení 

neskorších predpisov,  

− zákon č. 470/2019 Z. z., ktorým sa mení a dopĺňa 

zákon č. 55/2017 Z. z. o štátnej službe a o zmene  

a doplnení niektorých zákonov v znení neskorších 

predpisov a ktorým sa menia a dopĺňajú niektoré 

zákony,  

− zákon č. 552/2003 Z. z. o výkone práce vo verejnom 

záujme v znení neskorších predpisov 

Okruh dotknutých osôb    fyzické osoby – prevádzkovatelia a sprostredkovatelia, 

oprávnené osoby prevádzkovateľov 

a sprostredkovateľov, dotknuté osoby, iné fyzické osoby 

v postavení zamestnanca 

Kategórie osobných údajov bežné osobné údaje 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť.) 

meno a priezvisko, podpis, ďalšie osobné údaje zistené 

alebo poskytnuté v priebehu riešenia náhrady škody 

spôsobenej zamestnancami ministerstva 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

Orgány štátnej správy a verejnej moci na 

výkon kontroly a dozoru  
− zákon č. 10/1996 Z. z. o kontrole v štátnej 

správe v platnom znení, 

− zákon č. 470/2019 Z. z., ktorým sa mení a 

dopĺňa zákon č. 55/2017 Z. z. o štátnej 

službe a o zmene a doplnení niektorých 

zákonov v znení neskorších predpisov a 

ktorým sa menia a dopĺňajú niektoré 

zákony. 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

osobné údaje sa nesprístupňujú ––––––––––– 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

Poskytnutie osobných údajov dotknutou osobou. 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“).  

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  
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1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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BEZPEČNOSTNÉ PREVIERKY A UTAJOVANÉ SKUTOČNOSTI 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016. 

(všeobecné nariadenie o ochrane údajov) 

 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

BEZPEČNOSTNÉ PREVIERKY A UTAJOVANÉ SKUTOČNOSTI 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Vykonávanie bezpečnostných previerok určených osôb 

I. stupňa na oboznamovanie sa s utajovanými 

skutočnosťami stupňa utajenia vyhradené, 

vyhodnocovanie čiastkových podkladových materiálov 

na vykonanie bezpečnostných previerok II.,  III. a IV. 

stupňa a vedenie evidencií o vzniku a zániku určenia 

osôb na oboznamovanie sa s utajovanými 

skutočnosťami 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia GDPR 2016/679 písm. c), 

spracúvanie je nevyhnutné na plnenie zákonnej 

povinnosti prevádzkovateľa. 

- zákon č. 215/2004 Z. z. o ochrane utajovaných 

skutočností v znení neskorších predpisov 

Okruh dotknutých osôb    zamestnanci ministerstva, manžel/manželka zamestnanca 

ministerstva, druh a družka zamestnanca, deti 

zamestnancov, osoby žijúce so zamestnancom 

v spoločnej domácnosti  

a ďalšie osoby, ktorých osobné údaje sú nevyhnutné  

na vykonávanie bezpečnostných previerok 

Kategórie osobných údajov osobitná kategória osobných údajov 

Vymenovanie spracúvaných - osobné údaje uvedené v životopise, 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť) 

- osobné údaje uvedené vo výpise z registra trestov, 

- ďalšie osobné údaje nevyhnutné na vykonávanie 

bezpečnostných previerok v zmysle vyhlášky 

Národného bezpečnostného úradu č. 331/2004 Z. z.  

o personálnej bezpečnosti a o skúške bezpečnostného 

zamestnanca. 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

Národný bezpečnostný úrad SR zákon č. 215/2004 Z. z. o ochrane 

utajovaných skutočností a o zmene a doplnení 

niektorých zákonov v znení neskorších 

predpisov 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

osobné údaje sa nesprístupňujú ––––––––––– 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

01.06.2016 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

 

Podľa požiadaviek zákona č. 215/2004 Z. z. o ochrane utajovaných skutočností a o zmene  

a doplnení niektorých zákonov v znení neskorších predpisov. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 
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3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 

 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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AGENDA KONTROLÓRA 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

AGENDA KONTROLÓRA 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

a informatizáciu 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Výkon kontroly podľa zákona o kontrole v štátnej správe, 

evidencia správ o vykonaných kontrolách. 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia 2016/679 písm. c) 

spracúvanie je nevyhnutné na splnenie zákonnej 

povinnosti prevádzkovateľa. 

- zákon č. 10/1996 Z. z. o kontrole v štátnej správe, 

- zákon č. 357/2015 Z. z. o finančnej kontrole a 

vnútornom audite. 

Okruh dotknutých osôb    zamestnanci kontrolovaných útvarov ministerstva 

Kategórie osobných údajov bežné osobné údaje 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

meno, priezvisko, titul, funkcia, ďalšie osobné údaje 

v zmysle predmetu kontroly 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

mailto:zodpovedna.osoba@vicepremier.gov.sk
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Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa neposkytujú ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

osobné údaje sa nesprístupňujú ––––––––––– 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 
01.06.2016 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 
 

V zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 
 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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SPRACÚVANIE ÚDAJOV O ZDRAVÍ 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

SPRACÚVANIE ÚDAJOV O ZDRAVÍ 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

identifikácia infekčnosti / neinfekčnosti na prenosné 

ochorenie COVID-19 formou antigénových alebo PCR 

testov. 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia 2016/679 písm. c) 

spracúvanie je nevyhnutné na splnenie zákonnej 

povinnosti prevádzkovateľa. 

- zákon č. § 250b ods. 6 a 7 zákona č. 311/2001 Z. z. 

Zákonník práce 

 

Okruh dotknutých osôb    zamestnanci ministerstva 

Kategórie osobných údajov osobné údaje osobitnej kategórie – osobné údaje o zdraví 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

titul, meno, priezvisko,  údaj o očkovaní proti ochoreniu 

COVID-19 / údaj o testovaní na COVID-19, údaj o prekonaní 

COVID-19, osobné číslo zamestnanca, dátum 

testovania/očkovania a ďalšie potrebné osobné údaje z 

potvrdenia o očkovaní proti COVID-19 / potvrdenia o 

vykonaní testu na COVID-19  / potvrdenia o prekonaní 

COVID-19. 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. Minimalizácia 

rozsahu spracúvaných osobných údajov, minimalizácia 

doby spracúvania osobných údajov, záväzok 

mailto:zodpovedna.osoba@mirri.gov.sk
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mlčanlivosti sprostredkovateľa. 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa neposkytujú ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

Mobilné odberné miesta spoločnosti 

Phoenix Corporation s.r.o. a spoločnosť 

laboratórnej diagnostiky Unilabs 

Slovensko, s. r. o. 

Článok 6, ods. 1. Nariadenia 2016/679 písm. 

c) spracúvanie je nevyhnutné na splnenie 

zákonnej povinnosti prevádzkovateľa.  

 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 
22.11.2021 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 
 

V zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 
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13. byť informovaný v prípade porušenia ochrany osobných údajov. 
 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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ZARADENIE DO ZOZNAMU ODBORNÝCH HODNOTITEĽOV 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

ZARADENIE DO ZOZNAMU ODBORNÝCH HODNOTITEĽOV 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

zaradenie do zoznamu odborných hodnotiteľov žiadostí 

o nenávratný finančný príspevok v rámci Plánu obnovy a 

odolnosti SR. Komponent 17 Digitálne Slovensko, 

Investície č. 6 Granty so zjednodušenou administratívou 

Fast Grants – Hackathony. 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia 2016/679 písm. a) 

,,dotknutá osoba vyjadrila výslovný súhlas so 

spracúvaním týchto osobných údajov na jeden alebo 

viacero určených účelov.“ 

 

Okruh dotknutých osôb    fyzické osoby – odborní hodnotitelia, ktorí podali 

žiadosť o zaradenie do zoznamu hodnotiteľov. 

Kategórie osobných údajov všeobecné kategórie osobných údajov. 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

osobné údaje v životopise, výpis z registra trestov, 

diplom preukazujúci vysokoškolské vzdelanie, 

certifikáty o dosiahnutom vzdelaní či absolvovanom 

školení, zoznam projektov odborného hodnotiteľa. 

mailto:zodpovedna.osoba@mirri.gov.sk
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Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. Minimalizácia 

rozsahu spracúvaných osobných údajov, minimalizácia 

doby spracúvania osobných údajov, dodržiavanie 

internej smernice o ochrane osobných údajov. 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa neposkytujú ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

Poverení zamestnanci MIRRI Sekcie 

inovácií, strategických investícií a analýz 

(HUB). 

Ďalej môžu byť osobné údaje poskytované 

Európskej komisii, European anti-fraud 

office, European defence agency, NIKA a 

iné orgány kontroly, auditu a dohľadu. 

Článok 6, ods. 1. Nariadenia 2016/679 písm. 

a) ,,dotknutá osoba vyjadrila výslovný súhlas 

so spracúvaním týchto osobných údajov na 

jeden alebo viacero určených účelov.“ 

 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

17.1.2022 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 
 

V zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 

 

Doba spracúvanie je stanovená do doby ukončenia všetkých mechanizmov do roku 2026 

alebo do doby odvolania súhlasu dotknutej osoby. 

 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 
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2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 
 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke Ministerstva v sekcii ochrana osobných údajov. 
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ZBER PODNETOV O PROBLÉMOCH ČERPANIA EURÓPSKYCH FONDOV 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

ZBER PODNETOV O PROBLÉMOCH ČERPANIA EURÓPSKYCH FONDOV 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

získavanie informácií a pripomienok od žiadateľov o 

nenávratný finančný príspevok k problémovým 

oblastiam čerpania európskych fondov v programovom 

období 2014-2020 a zber podnetov pre lepšie nastavenie 

čerpania v novom programovom období 2021-2027. 

Následne budú zozbierané podnety využité na prípravu 

odporúčaní pre implementáciu Fondu na spravodlivú 

transformáciu, podporu pri implementácii Mechanizmu 

spravodlivej transformácie a podporu pri príprave 

vybraných projektových zámerov. 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia 2016/679 písm. e) 
spracúvanie je nevyhnutné na splnenie úlohy 

realizovanej vo verejnom záujme alebo pri výkone 

verejnej moci zverenej prevádzkovateľovi. 

 

Okruh dotknutých osôb    fyzické osoby aj právnické osoby zo systému ITMS, 

ktoré sú žiadateľmi o nenávratný finančný príspevok. 

Kategórie osobných údajov všeobecné kategórie osobných údajov. 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

e-mailová adresa 

mailto:zodpovedna.osoba@mirri.gov.sk
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rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. Minimalizácia 

rozsahu spracúvaných osobných údajov, minimalizácia 

doby spracúvania osobných údajov, dodržiavanie 

internej smernice o ochrane osobných údajov, 

dodržiavanie povinností stanovených v 

sprostredkovateľskej zmluve medzi oboma stranami. 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa neposkytujú ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

Poverení zamestnanci MIRRI z Odboru 

strategických investícií a nadnárodných 

programov, 

Inštitút digitálnych a rozvojových politík, 

konzultačno-poradenská spoločnosť 

PricewaterhouseCoopers Slovensko, s.r.o. 

Článok 6, ods. 1. Nariadenia 2016/679 písm. 

e) spracúvanie je nevyhnutné na splnenie 

úlohy realizovanej vo verejnom záujme 

alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi. 

 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

Marec 2022 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 
 

V zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 
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Doba spracúvania je 30 dní. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 
 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke Ministerstva v sekcii ochrana osobných údajov 

https://www.mirri.gov.sk/ministerstvo/ochrana-osobnych-udajov/ 

 
 

 
 
 
 

 

 

 

 

 

 

 

 

  

https://www.vicepremier.gov.sk/urad/ochrana-osobnych-udajov/
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SPRACÚVANIE OSOBNÝCH ÚDAJOV V APLIKÁCII SLOVENSKO V MOBILE 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

SPRACÚVANIE OSOBNÝCH ÚDAJOV V APLIKÁCII SLOVENSKO V MOBILE 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

zabezpečenie plynulosti, bezpečného fungovania 

aplikácie a funkčnosti prihlasovacieho procesu 

používateľa – dotknutej osoby. Spracúvanie sa vykonáva 

aj na účely riešenia problémov technického charakteru: 

support. 

Právny základ spracúvania 

osobných údajov   

Článok 6, ods. 1. Nariadenia 2016/679 písm. e) 
spracúvanie je nevyhnutné na splnenie úlohy 

realizovanej vo verejnom záujme alebo pri výkone 

verejnej moci zverenej prevádzkovateľovi. 

 

Okruh dotknutých osôb    fyzické osoby – podnikatelia aj nepodnikatelia, ktorí sú 

občanmi SR, ktorí disponujú občianskym preukazom s 

čipom. 

Kategórie osobných údajov všeobecné kategórie osobných údajov. 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

-titul, 

-meno, 

-priezvisko, 

-rodné číslo, 

-adresa trvalého pobytu. 

mailto:zodpovedna.osoba@mirri.gov.sk
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Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. Minimalizácia 

rozsahu spracúvaných osobných údajov, minimalizácia 

doby spracúvania osobných údajov, dodržiavanie 

internej smernice o ochrane osobných údajov, 

dodržiavanie povinností stanovených v 

sprostredkovateľskej zmluve medzi oboma stranami. 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa neposkytujú ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

Poverení zamestnanci MIRRI,  

poverení zamestnanci Národnej agentúry 

pre sieťové a elektronické služby,  

poverení zamestnanci Slovensko IT, a.s., 

poverení zamestnanci GlobalTel, a.s. 

Článok 6, ods. 1. Nariadenia 2016/679 písm. 

e) spracúvanie je nevyhnutné na splnenie 

úlohy realizovanej vo verejnom záujme 

alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi. 

 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

Máj 2022 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 
 

V zmysle zákona č. 395/2002 Z. z. o archívoch a registratúrach. 

 

Doba spracúvania osobných údajov je do odinštalovania aplikácie dotknutou osobou a 

následne je lehota uchovávania 10 rokov. 

 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  
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1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / 

sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 
 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke Ministerstva v sekcii ochrana osobných údajov. 
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PLATFORMA MANAŽMENT OSOBNÝCH ÚDAJOV – MOÚ 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

PLATFORMA MANAŽMENT OSOBNÝCH ÚDAJOV – MOÚ 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

zaistenie bezpečnosti transferu osobných údajov tretím 

stranám na základe poskytnutia súhlasu od dotknutej 

osoby. 

Právny základ spracúvania 

osobných údajov   

Vývoj, nasadenie a využívanie platformy MOÚ sa 

vykonáva na právnom základe článku 6, ods. 1. 

Nariadenia 2016/679 písm. e) spracúvanie je nevyhnutné 

na splnenie úlohy realizovanej vo verejnom záujme 

alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi. 

 

Manažment súhlasov dotknutých osôb a vybavovanie 

žiadostí dotknutých osôb sa vykonáva na právnom 

základe ,,súhlasu dotknutej osoby" v zmysle čl. 6 ods. 1. 

písm. a) Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri 

spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES. 

 

Okruh dotknutých osôb    fyzické osoby – občania SR, ktorí sa rozhodnú spravovať 

svoje osobné údaje cez modul MOÚ. 

Kategórie osobných údajov všeobecné kategórie osobných údajov. 

Vymenovanie spracúvaných zoznam datasetov osobných údajov je dostupný na 

mailto:zodpovedna.osoba@mirri.gov.sk
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osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

webovom sídle modulu osobných údajov. 

 

Označenie bezpečnostných 

opatrení  

Popis bezpečnostných opatrení na ochranu osobných 

údajov podľa platnej legislatívy EÚ a SR. Minimalizácia 

rozsahu spracúvaných osobných údajov, minimalizácia 

doby spracúvania osobných údajov, dodržiavanie 

internej smernice o ochrane osobných údajov, 

dodržiavanie povinností stanovených v 

sprostredkovateľskej zmluve. 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa neposkytujú ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

Poverení zamestnanci MIRRI, 

Ministerstvo vnútra Slovenskej republiky, 

poverení zamestnanci spoločnosti DXC 

Technology Slovakia, s.r.o.,  

tretie strany zo zoznamu oprávnených 

konzumentov, ktorí sa zaregistrovali v 

MOÚ. 

Článok 6, ods. 1. Nariadenia 2016/679 písm. 

e) spracúvanie je nevyhnutné na splnenie 

úlohy realizovanej vo verejnom záujme 

alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi. 

 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

november 2022 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 
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Doba spracúvania osobných údajov je počas používania aplikácie alebo platformy MOÚ. 

Osobné údaje mimo platformy MOÚ sa naďalej uchovávajú v IS CSRÚ (informačný systém 

centrálnej správy referenčných údajov). 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / 

sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 
 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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FOTOGRAFIE ZAMESTNANCOV ZO ŠKOLENÍ 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

FOTOGRAFIE ZAMESTNANCOV ZO ŠKOLENÍ 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Prevádzkovateľ spracúva uvedené osobné údaje 

dotknutej osoby (zamestnanca ministerstva) na 

prezentačné účely spojené s propagáciou mena 

ministerstva na verejnej akcii pre študentov vysokých 

škôl. Propagácia mena ministerstva je zacielená na 

prezentovanie dobrého mena ministerstva a na získanie 

záujmu budúcich uchádzačov o zamestnanie v štátnej 

správe. 

Právny základ spracúvania 

osobných údajov   

Právny základ pre spracúvanie osobných údajov je 

súhlas dotknutej osoby na spracúvanie osobných údajov 

podľa čl. 6 ods. 1 písm. a) Nariadenia Európskeho 

parlamentu a Rady (EÚ) 2016/679 z 27. apríla 2016 o 

ochrane fyzických osôb pri spracúvaní osobných údajov 

a o voľnom pohybe takýchto údajov, ktorým sa zrušuje 

smernica 95/46/ES (všeobecné nariadenie o ochrane 

údajov). 

Okruh dotknutých osôb    Fyzické osoby – zamestnanci ministerstva, ktorí sa 

zúčastnili školení na ministerstve a ktorí poskytli svoju 

fotografiu na uvedený účel. 

Kategórie osobných údajov všeobecné kategórie osobných údajov. 

mailto:zodpovedna.osoba@mirri.gov.sk
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Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

fotografia tváre zamestnanca, krstné meno zamestnanca  

Označenie bezpečnostných 

opatrení  

Dodržiavanie bezpečnostných opatrení MIRRI, interná 

smernica o ochrane osobných údajov, dodržiavanie zásad 

spracúvania, minimalizácia doby uchovávania osobných 

údajov, minimalizácia počtu osôb s prístupom k 

fotografiám zamestnancov. 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa neposkytujú ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

Poverení zamestnanci MIRRI, Odbor 

výberu a rozvoja ľudských zdrojov, 

študenti vysokých škôl, ktorí sa zúčastnia 

na verejnej akcii spojenej s prezentáciou 

práce a firemnej kultúry na ministerstve.  

 

Právny základ pre spracúvanie osobných 

údajov je súhlas dotknutej osoby na 

spracúvanie osobných údajov podľa čl. 6 

ods. 1 písm. a) Nariadenia Európskeho 

parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri 

spracúvaní osobných údajov a o voľnom 

pohybe takýchto údajov, ktorým sa zrušuje 

smernica 95/46/ES (všeobecné nariadenie o 

ochrane údajov). 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 

 

V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

2022 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 
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takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 
 

Osobné údaje dotknutej osoby budú spracúvané a uchovávané po dobu 2 rokov najneskôr 

však dovtedy, pokiaľ Odbor výberu a rozvoja ľudských zdrojov ukončí všetky verejné akcie 

pre študentov vysokých škôl. 

 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / 

sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 
 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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STRÁŽNE SLUŽBY SBS A SLUŽBY RECEPCIE 

Informovanie dotknutých osôb o spracúvaní osobných údajov 
 

podľa Čl. 13 ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o 

voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119,4.5.2016.  

(všeobecné nariadenie o ochrane údajov) 

 

I. OKRUH SPRACOVATEĽSKÝCH OPERÁCIÍ 

STRÁŽNE SLUŽBY SBS A SLUŽBY RECEPCIE 

 

II. ÚDAJE O PREVÁDZKOVATEĽOVI 

Názov prevádzkovateľa Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Identifikačné číslo organizácie 

(IČO) 
50 349 287 

Obec a PSČ    811 09 Bratislava 

Ulica a číslo Pribinova 25 

Štát  Slovenská republika 

Právna forma   rozpočtová organizácia 

Kontakt zodpovednej osoby  zodpovedna.osoba@mirri.gov.sk 

Okruh oprávnených osôb poverení zamestnanci ministerstva alebo zamestnanci 

ministerstva pracujúci na dohodu 

 

III. ÚDAJE O SPRACOVATEĽSKÝCH OPERÁCIÁCH 

Účel spracúvania osobných 

údajov 

Účelom spracúvania osobných údajov je získavanie 

osobných údajov na kontrolu vstupu do objektu,  výstupu 

z objektu prevádzkovateľa, evidenciu návštev a ochranu 

pred nepovoleným vstupom do objektu prevádzkovateľa. 

Právny základ spracúvania 

osobných údajov   

Právnym základom pre spracúvanie osobných údajov je 

"oprávnený záujem prevádzkovateľa" podľa čl. 6 ods.1 

písm. f) Nariadenia Európskeho parlamentu a Rady (EÚ) 

2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri 

spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES 

(všeobecné nariadenie o ochrane údajov). 

 

Oprávneným záujmom, ktorý sleduje prevádzkovateľ, je 

ochrana majetku, kontrola  osôb, ktoré vstupujú do 

objektu prevádzkovateľa, zamedzenie vstupu 

nepovolaným osobám do objektu prevádzkovateľa a 

zamedzenie vzniku nebezpečenstva alebo mimoriadnej 

udalosti. 

Okruh dotknutých osôb    fyzické osoby, ktoré vchádzajú a vychádzajú z objektu 

prevádzkovateľa vrátane zamestnancov prevádzkovateľa. 

mailto:zodpovedna.osoba@mirri.gov.sk
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Kategórie osobných údajov Všeobecná kategória osobných údajov 

Vymenovanie spracúvaných 

osobných údajov (Ministerstvo 

rešpektuje zásadu minimalizácie 

spracúvaných osobných údajov 

v zmysle Nariadenia GDPR 

a spracúva len osobné údaje 

nevyhnuté pre danú 

spracovateľskú činnosť)    

a)      titul, meno, priezvisko, druh a číslo občianskeho 

preukazu alebo iného dokladu totožnosti,  

b)      titul, meno, priezvisko, fotografia a osobné číslo 

zamestnanca v prípade predloženia služobného preukazu 

zamestnancom, 

c)      aktuálny telefónny zoznam zamestnancov 

prevádzkovateľa v rozsahu titul, meno, priezvisko, 

pracovná/ služobná telefónna klapka 

a pracovný/služobný e-mail.  

Označenie bezpečnostných 

opatrení  

Dodržiavanie bezpečnostných opatrení MIRRI, interná 

smernica o ochrane osobných údajov, dodržiavanie zásad 

spracúvania, minimalizácia doby uchovávania osobných 

údajov, minimalizácia počtu osôb s prístupom k 

osobným údajom, dodržiavanie povinností stanovených 

v sprostredkovateľskej zmluve medzi oboma stranami, 

povinnosť mlčanlivosti, ktorou sa zaviazali zamestnanci 

sprostredkovateľa. 

IV. SPRACOVATEĽSKÉ OPERÁCIE S OSOBNÝMI ÚDAJMI 

Poskytovanie osobných údajov 

Tretie strany (prípadne okruh tretích 

strán) 

Právny základ 

osobné údaje sa neposkytujú ––––––––––– 

Sprístupňovanie osobných údajov 

Okruh príjemcov  Právny základ 

Sprostredkovateľ – strážna služba, ktorá u 

prevádzkovateľa vykonáva činnosti na 

ochranu majetku, zdravia a bezpečnosti 

osôb, ktoré vstupujú do objektu 

prevádzkovateľa. 

Právnym základom je "oprávnený záujem 

prevádzkovateľa" podľa čl. 6 ods.1 písm. f) 

Nariadenia Európskeho parlamentu a Rady 

(EÚ) 2016/679 z 27. apríla 2016 o ochrane 

fyzických osôb pri spracúvaní osobných 

údajov a o voľnom pohybe takýchto údajov, 

ktorým sa zrušuje smernica 95/46/ES 

(všeobecné nariadenie o ochrane údajov). 

 

Zverejňovanie osobných údajov 

Spôsob zverejnenia Právny základ 

osobné údaje sa nezverejňujú ––––––––––– 

Cezhraničný prenos osobných údajov 

Tretia krajina Právny základ 

prenos osobných údajov sa neuskutočňuje ––––––––––– 
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V. ZAČIATOK SPRACÚVANIA OSOBNÝCH ÚDAJOV 

1.7.2022 

 

VI. DOBA UCHOVÁVANIA OSOBNÝCH ÚDAJOV 

Ministerstvo uchováva osobné údaje so zásadou minimalizácie uchovávania v zmysle Čl. 13 

ods. 1 a 2 a čl. 15 ods.1 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. 

apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe 

takýchto údajov, ktorým sa zrušuje smernica 95/46/ES v. EÚ L 119, 4.5.2016. (ďalej len 

„Nariadenie GDPR“). 

 

Doba spracúvania osobných údajov sprostredkovateľom je vymedzená na 12 mesiacov od 

začiatku výkonu služby. Dobu spracúvania presne vymedzuje čas, ktorý potrebuje 

sprostredkovateľ na vyššie uvedené činnosti. Kniha strážnej služby musí byť archivovaná 

Sprostredkovateľom minimálne  1 kalendárny rok od dátumu posledného zápisu do knihy 

strážnej služby. 

 

VII. POUČENIE O PRÁVACH DOTKNUTEJ OSOBY 

Podľa článku 15 - 22 Nariadenia GDPR má dotknutá osoba právo:  

1. na prístup k údajom, 

2. na opravu, 

3. na vymazanie / zabudnutie, 

4. na obmedzenie spracúvania, 

5. na prenosnosť údajov, 

6. namietať v súvislosti s automatizovaným rozhodovaním / profilovaním, 

7. odvolať súhlas, 

8. podať sťažnosť dozornému orgánu, 

9. na účinný súdny prostriedok nápravy voči rozhodnutiu dozorného orgánu, 

10. na účinný súdny prostriedok nápravy voči prevádzkovateľovi / 

sprostredkovateľovi, 

11. na náhradu škody, 

12. na zastupovanie, 

13. byť informovaný v prípade porušenia ochrany osobných údajov. 
 

Bližšie informácie o vybavovaní vyššie uvedených práv prevádzkovateľom sú dostupné 

na web stránke ministerstva v sekcii ochrana osobných údajov. 
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PRÍPRAVA NA OBRANU A ZABEZPEČENIE NEVYHNUTNÝCH ČINNOSTÍ 

MINISTERSTVA 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej ako „ministerstvo“, „MIRRI SR” alebo „prevádzkovateľ”) ako subjekt, 

ktorý spracúva osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné 

informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby za ochranu osobných údajov na MIRRI SR: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

3. Kategórie osobných údajov: 

Ministerstvo spracúva bežné osobné údaje. Osobné údaje osobitnej kategórie osobných 

údajov ani osobné údaje týkajúce sa uznania viny za trestné činy a priestupky 

ministerstvo nespracúva.  

4. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva bežné osobné údaje dotknutých osôb v rozsahu: 

• titul, meno, priezvisko, 

• osobné číslo, 

• rodné číslo, 

• dátum narodenia, 

• adresa trvalého pobytu. 

5. Kategórie dotknutých osôb: 

Ministerstvo spracúva osobné údaje fyzických osôb – zamestnancov pracujúcich na 

MIRRI SR, ktorých sa týka mimoriadna alebo alternatívna služba alebo pracovná 

povinnosť v čase vojny a vojnového stavu. 

6. Účel spracúvania osobných údajov:  

Prevádzkovateľ spracúva osobné údaje na účely: 

mailto:zodpovedna.osoba@mirri.gov.sk
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• oslobodenia zamestnancov od mimoriadnej a alternatívnej služby a pracovnej 

povinnosti v čase vojny a vojnového stavu, 

• zasielania zoznamu občanov oslobodených od povinnosti vykonať mimoriadnu 

a alternatívnu službu príslušnému okresnému úradu v sídle kraja a okresnému 

úradu v prípade pracovnej povinnosti, prostredníctvom jednotného informačného 

systému hospodárskej mobilizácie EPSIS (ďalej len  „JISHM EPSIS“). 

7. Právny základ spracúvania: 

Osobné údaje dotknutých osôb sa spracúvajú na základe splnenia zákonnej povinnosti 

podľa čl. 6 ods. 1 písm. c) GDPR: „spracúvanie je nevyhnutné na splnenie zákonnej 

povinnosti prevádzkovateľa“. 

Prevádzkovateľ si plní zákonnú povinnosť pravidelne každý rok k 31. januáru v zmysle: 

• § 55 ods. 10 zákona č. 150/2025 Z. z. o niektorých opatreniach na zvýšenie 

odolnosti Slovenskej republiky v oblasti obrany a bezpečnosti, o brannej 

povinnosti a o zmene a doplnení niektorých zákonov, 

• § 19 ods. 8 zákona č. 319/2002 Z. z. o obrane Slovenskej republiky.  

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sprostredkovateľa.  

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho 

sub-sprostredkovateľa. 

10. Príjemcovia osobných údajov: 

Osobné údaje môžu byť poskytnuté: 

• na účely oslobodzovania okresným úradom v sídle kraja a okresným úradom 

podľa trvalého bydliska oslobodených zamestnancov MIRRI SR. 

11. Doba spracúvania (vrátane uchovávania) osobných údajov: 

Osobné údaje sú aktívne spracúvané od získania osobných údajov po dobu trvania 

služobného alebo pracovného pomeru dotknutej osoby na ministerstve. Zoznamy 

oslobodených dotknutých osôb sa archivujú v dokumentačnom systéme prevádzkovateľa 

DKS Fabasoft  do 31.01.2028. 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným 

organizáciám: 

Osobné údaje nebudú prenášané do tretích krajín ani medzinárodným organizáciám. 

13. Informácia o automatizovanom individuálnom rozhodovaní a profilovaní: 
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Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani 

na profilovanie. 

14. Práva dotknutej osoby: 

V súlade s čl. 15 až čl. 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

h) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

i) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

j) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

k) právo na obmedzenie spracúvania osobných údajov, 

l) právo na prenosnosť osobných údajov,  

m) právo namietať spracúvanie osobných údajov, 

n) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené 

na automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

15. Žiadosť o výkon práv dotknutej osoby: 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

16. Informácia o zákonnej alebo zmluvnej požiadavke: 

Poskytovanie osobných údajov je zákonnou požiadavkou, ale nie je zmluvnou 

požiadavkou ani požiadavkou, ktorá je potrebná na uzavretie zmluvy. Poskytnutie 

osobných údajov je povinné. V prípade neposkytnutia osobných údajov dotknutej osoby 

nebude možné oslobodiť zamestnanca od mimoriadnej a alternatívnej služby alebo 

pracovnej pohotovosti. V prípade príslušnosti zamestnanca k aktívnym zálohám, sa 

takýto zamestnanec neoslobodzuje. 

17. Zdroj, z ktorého pochádzajú osobné údaje: 

Osobné údaje získava prevádzkovateľ od osobného úradu MIRRI SR, ktoré sú následne 

stotožňované s registrom fyzických osôb Ministerstva vnútra Slovenskej republiky. 

18. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu na 

ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane 
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osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. 

Návrh na začatie konania o ochrane osobných údajov | Úrad na ochranu osobných údajov 

Slovenskej republiky (DOCX.20,51 KB) 

 

 

  

https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
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SLUŽBY E-LEARNINGU (VZDELÁVANIE ZAMESTNANCOV A IT PODPORA) 

 

Informácie pre dotknutú osobu (zamestnanca) pri získaní osobných údajov 

Podľa čl. 13 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, 

ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len 

„GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

(ďalej ako “MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracúva osobné údaje 

dotknutej osoby, poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky, 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov:  Zodpovedná osoba za oblasť 

GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: titul, meno, priezvisko, pracovná/služobná 

e-mailová adresa, osobné číslo zamestnanca, organizačné zaradenie, informácia o tom, 

či je zamestnanec vedúcim zamestnancom. 

 

4. Kategórie dotknutých osôb: fyzické osoby –  zamestnanci prevádzkovateľa 

 

5. Účel spracúvania: Prevádzkovateľ spracúva uvedené osobné údaje dotknutej osoby  

na účely školení, priebehu vzdelávania a zabezpečenia používateľských rolí ako napr. 

koordinátor vzdelávania, tvorca vzdelávacích materiálov, lektor, mentor, tvorca 

vzdelávacích materiálov, vedúci zamestnanec alebo zamestnanec, z dôvodu potreby 

prevádzkovateľa plne využívať všetky funkcie e-learningu.  Ďalším účelom 

spracúvania osobných údajov je poskytovanie technickej podpory zo strany 

sprostredkovateľa pre zamestnancov prevádzkovateľa. 

 

6. Právny základ spracúvania: Prevádzkovateľ pri spracúvaní osobných údajov na 

vyššie uvedené účely spracúva osobné údaje potrebné na splnenie úlohy realizovanej 

vo verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi 

podľa čl. 6 ods. 1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na splnenie úlohy 

realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi.“ Prevádzkovateľ koná na základe zákona č. 55/2017 Z. z. o štátnej 

službe a o zmene a doplnení niektorých zákonov v súlade s princípom profesionality 

podľa § 6 a § 161. Prevádzkovateľ si plní svoju úlohu prostredníctvom osobného 

úradu, ktorý zabezpečuje realizáciu kontinuálneho vzdelávania štátnych 

zamestnancov. 

 

7. Príjemcovia osobných údajov:  

mailto:zodpovedna.osoba@mirri.gov.sk
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Sprostredkovateľ: poskytovateľ cloudovej služby, služieb e-learningu a zároveň 

poskytovateľ IT podpory. 

8. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 nariadenia GDPR a všetkými ostatnými, na daný právny vzťah 

aplikovateľnými, ustanoveniami nariadenia GDPR a relevantnými ustanoveniami 

vnútroštátneho práva. 

 

9. Doba uchovávania osobných údajov: Osobné údaje budú spracovávané po dobu 

platnosti Zmluvy o poskytovaní e-learningových služieb. 

 

10. Cezhraničný prenos osobných údajov: Nie, nevykonáva sa. 

11. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie vrátane 

profilovania.  

 

12. V súlade s čl. 15 až 22 nariadenia GDPR je dotknutá osoba oprávnená 

prostredníctvom žiadosti si uplatniť nasledovné práva dotknutej osoby: 

o) právo na potvrdenie o spracúvaní osobných údajov, 

p) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

q) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

r) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

s) právo na obmedzenie spracúvania osobných údajov, 

t) právo na prenosnosť osobných údajov,  

u) právo namietať spracúvanie osobných údajov. 

Právo dotknutej osoby na neuplatňovanie rozhodovania založeného výlučne na 

automatizovanom individuálnom rozhodovaní vrátane profilovania sa na tu uvedené 

účely neuplatňuje.  

 

13. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby. 

 

14. Dotknutá osoba, ktorej osobné údaje sú spracúvané prevádzkovateľom na účely 

uvedené v bode č. 5 má právo namietať proti spracúvaniu svojich osobných údajov, 

najmä namietať voči zverejneniu fotografie/videozáznamu z podujatia dotknutej 

osoby zaslaním písomnej požiadavky na e-mailovú adresu 

zodpovedna.osoba@mirri.gov.sk 

 

15. Poskytovanie osobných údajov nie je povinnosťou, zákonnou ani zmluvnou 

požiadavkou ani požiadavkou, ktorá by bola potrebná na uzavretie zmluvy. Dotknutej 

osobe neplynú žiadne dôsledky v prípade neposkytnutia osobných údajov. 

 

16. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 
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o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov.  
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BENEFITY PRE ZAMESTNANCOV NA REKREAČNÉ A ŠPORTOVÉ AKTIVITY –

MULTISPORT KARTA 

 

Informácie pre dotknutú osobu (zamestnanca) pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej ako “MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva 

osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Názov spracúvania: Benefity pre zamestnancov na rekreačné a športové aktivity –

MultiSport karta 

 

4. Rozsah spracúvaných osobných údajov:  

 

Zamestnanec: meno, priezvisko, osobné číslo zamestnanca,  

Sprevádzajúca osoba zamestnanca: meno, priezvisko,  

Dieťa zamestnanca: meno, priezvisko, mesiac a rok narodenia. 

 

Sprevádzajúcou osobou je blízka osoba zamestnanca, ktorú si zamestnanec môže zvoliť, aby 

tiež využívala výhody MultiSport karty, napr. druh alebo družka zamestnanca. 

 

Za dieťa sa považuje dieťa (deti) zamestnanca mladšie ako 15 rokov. 

 

Osobné údaje sprevádzajúcej osoby a dieťaťa zamestnanca sa spracúvajú len v prípade, že ich 

zamestnanec uvedie ako užívateľov MultiSport karty. 

 

5. Kategórie osobných údajov: všeobecné osobné údaje 

 

6. Kategórie dotknutých osôb: fyzické osoby –  užívatelia MultiSport karty 

 

7. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje za 

účelom umožniť zamestnancovi využívať výhody, ktoré ponúka MultiSport karta, t.j. 

prevádzkovateľ poskytuje zamestnanecký benefit na rekreačné účely. 

 

8. Právny základ spracúvania:  
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Právnym základom pre spracúvanie osobných údajov zamestnancov je oprávnený 

záujem prevádzkovateľa podľa čl. 6 ods.1 písm. f) GDPR: ,,spracúvanie je 

nevyhnutné na účely oprávnených záujmov, ktoré sleduje prevádzkovateľ alebo tretia 

strana, s výnimkou prípadov, keď nad takýmito záujmami prevažujú záujmy alebo 

základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných 

údajov, najmä ak je dotknutou osobu dieťa.“ 

 

9. Oprávnený záujem prevádzkovateľa: Poskytovanie benefitov pre zamestnancov 

a udržiavanie dobrého mena zamestnávateľa. 

 

10. Spracovatelia osobných údajov:  

Príslušné organizačné útvary prevádzkovateľa: Osobný úrad 

 

11. Príjemcovia osobných údajov: 

 

▪ Benefit Systems Slovakia, s.r.o. (poskytovateľ služieb, ktoré ponúka 

karta MultiSport vystupuje v roli samostatného prevádzkovateľa 

a spracúva vlastný zoznam užívateľov (zamestnancov MIRRI SR, ich 

sprevádzajúcich osôb, príp. detí). 

 

12. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie, ľudské zdroje v podobe oprávnených osôb 

prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

13. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

14. Doba uchovávania osobných údajov: Prevádzkovateľ spracúva osobné údaje až do 

momentu odhlásenia sa zo zoznamu užívateľov výhod MultiSport karty. 

 

15. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR spracúva osobné údaje 

o zamestnancoch/ sprevádzajúcich osobách/ dieťati zamestnanca v zozname užívateľov 

MultiSport karty. Prevádzkovateľ MIRRI SR potvrdzuje správnosť zadaných údajov, 

kontroluje údaje o dotknutých osobách, distribuuje MultiSport karty zamestnancom, 

eviduje užívateľov MultiSport kariet, odhlasuje zamestnancov zo zoznamu užívateľov, 

prihlasuje zamestnancov cez Klientskú zónu, uschováva a zbiera MultiSport karty. 

Ďalej osobné údaje štrukturalizuje a uchováva. Prevádzkovateľ MIRRI SR poskytuje 

súčinnosť poskytovateľovi služieb MultiSport. 

 

16. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

17. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 
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18. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

19. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov. 

Právo dotknutej osoby na neuplatňovanie rozhodovania založeného výlučne na 

automatizovanom individuálnom rozhodovaní vrátane profilovania sa na tu uvedené 

účely neuplatňuje.  

 

20. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby. 

 

21. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu na 

ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov.  
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ŽIADOSTI O ODPISY A VÝPISY Z REGISTRA TRESTOV 

Informácie pre dotknutú osobu (zamestnanca) pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej ako “MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva 

osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Názov spracúvania: Vygenerovanie žiadostí o výpisy a odpisy z registra trestov 

 

4. Rozsah spracúvaných osobných údajov: meno, priezvisko, rodné priezvisko, dátum 

narodenia, rodné číslo, miesto narodenia, okres narodenia, štát narodenia, adresa 

trvalého pobytu, štátne občianstvo, pohlavie, číslo občianskeho preukazu/pasu, meno 

matky, priezvisko matky, rodné priezvisko matky, meno otca, priezvisko otca. 

 

5. Kategórie osobných údajov: všeobecné osobné údaje 

 

6. Kategórie dotknutých osôb:  

fyzické osoby –  zamestnanci MIRRI SR, ktorých pracovná pozícia z povahy náplne 

práce s finančnými nástrojmi vyžaduje výpis z registra trestov alebo odpis z registra 

trestov; 

fyzické osoby – budúci odborný hodnotiteľ, odborný hodnotiteľ, budúci žiadateľ, 

žiadateľ, prijímateľ, partner alebo osoby konajúce v ich mene. 

 

7. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje za 

účelom zabezpečiť zamestnancovi vygenerovanie žiadosti o výpis/ odpis z registra 

trestov a následne umožniť spracovanie žiadosti Generálnou prokuratúrou SR. Účelom 

spracúvania osobných údajov je tiež preukázať bezúhonnosť zamestnanca, resp. inej 

dotknutej osoby v rámci činností súvisiacich s poskytovaním príspevkov z fondov 

Európskej únie a finančných prostriedkov poskytovaných zo štátneho rozpočtu 

Slovenskej republiky určených na financovanie spoločných programov Slovenskej 

republiky a Európskej únie. 

 

8. Právny základ spracúvania:  

Právnym základom pre spracúvanie osobných údajov zamestnancov je splnenie 

zákonnej povinnosti  prevádzkovateľa podľa čl. 6 ods.1 písm. c) GDPR: 

,,spracúvanie je nevyhnutné na splnenie zákonnej povinnosti prevádzkovateľa“. 

mailto:zodpovedna.osoba@mirri.gov.sk


78 
 

Zákonná požiadavka vyplýva z: 

▪ § 38 ods. 4 a 8 zákona č. 55/2017 Z. z. o štátnej službe a o zmene a doplnení 

niektorých zákonov, 

▪ § 3 ods. 4 zákona č. 552/2003 Z. z. o výkone práce vo verejnom záujme. 

V prípade, ak sa osobné údaje získavajú na účely preukázania bezúhonnosti v rámci 

činností súvisiacich s poskytovaním príspevkov z fondov Európskej únie a finančných 

prostriedkov poskytovaných zo štátneho rozpočtu Slovenskej republiky určených na 

financovanie spoločných programov Slovenskej republiky a Európskej únie, 

požiadavku na výpis z registra trestov ustanovuje: 

▪ § 46 ods. 5 zákona č. 121/2022 Z.z. o príspevkoch z fondov Európskej únie a 

o zmene a doplnení niektorých zákonov, 

▪ rozsah potrebných osobných údajov určuje § 12 ods. 4 zákona č. 192/2023 

Z.z. o registri trestov a o zmene a doplnení niektorých zákonov, 

▪ MIRRI SR je oprávnené podať žiadosť o výpis z registra trestov podľa § 13 

zákona č. 192/2023 Z.z. o registri trestov a o zmene a doplnení niektorých 

zákonov. 

 

9. Spracovatelia osobných údajov: Príslušné organizačné útvary prevádzkovateľa 

podľa rozsahu ich agendy v Organizačnom poriadku prevádzkovateľa. 

 

10. Príjemcovia osobných údajov: Generálna prokuratúra SR 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie, ľudské zdroje v podobe oprávnených osôb 

prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

13. Doba uchovávania osobných údajov: Prevádzkovateľ spracúva osobné údaje 

v osobnom spise zamestnanca podľa dôb uchovávania stanovených príslušnými 

právnymi predpismi. Osobný spis zamestnanca v štátnej službe: 50 rokov od ukončenia 

štátnozamestnaneckého pomeru. Osobný spis zamestnanca vo výkone verejného záujmu: 

do 70 roku od narodenia zamestnanca. 

▪ § 107 zákona č. 55/2017 Z. z. o štátnej službe a o zmene a doplnení niektorých 

zákonov. 

▪ Zákon č. 552/2003 Z. z. o výkone práce vo verejnom záujme. 

▪ Zákon č. 395/2002 Z. z. o archívoch a registratúrach a o doplnení niektorých 

zákonov. 

▪ Smernica Ministerstva investícií, regionálneho rozvoja a informatizácie 

Slovenskej republiky č. 22/2021 z 28. decembra 2021 o Registratúrnom 

poriadku. 
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14. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje o zamestnancoch pri nástupe do služobného/ pracovného pomeru. Doplnenie 

rozsahu osobných údajov, ktorý je potrebný na vygenerovanie žiadosti o výpis alebo 

odpis z registra trestov, prevádzkovateľ MIRRI SR získava priamo od dotknutých 

osôb – zamestnancov. MIRRI SR kontroluje údaje o dotknutých osobách, 

štrukturalizuje ich  a následne ich poskytuje Generálnej prokuratúre SR, ktorá spracuje 

výpis/ odpis z registra trestov. MIRRI SR ukladá odpis / výpis z registra trestov do 

osobného spisu zamestnanca. 

 

15. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

16. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

17. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

18. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov, 

h) právo dotknutej osoby na neuplatňovanie rozhodovania založeného výlučne na 

automatizovanom individuálnom rozhodovaní vrátane profilovania. 

 

19. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby. 

 

20. Poskytovanie osobných údajov je zákonnou požiadavkou. Dotknutá osoba je povinná 

poskytnúť osobné údaje. V prípade neposkytnutia nevyhnutných osobných údajov nie 

je možné vygenerovať žiadosť o výpis / odpis z registra trestov. Doloženie výpisu 

alebo odpisu z registra trestov je požiadavkou na overenie splnenia podmienok 

bezúhonnosti na danú pracovnú pozíciu. 

 

21. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov.  
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ČINNOSTI PRACOVNEJ SKUPINY NA VÝBER ODBORNÝCH HODNOTITEĽOV PRE 

PROGRAM SLOVENSKO 2021 – 2027. 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Názov spracúvania: Zabezpečenie činnosti Pracovnej skupiny na výber odborných 

hodnotiteľov pre Program Slovensko 2021 – 2027. 

 

4. Rozsah spracúvaných osobných údajov:  

 

• titul, meno, priezvisko, email, telefónne číslo, adresa, informácie o 

dosiahnutom vzdelaní, dokumenty preukazujúce kvalifikáciu v oblasti, ktorá je 

predmetom hodnotenia (ako sú napr. certifikáty a osvedčenia, iné doklady 

o dosiahnutom vzdelaní, absolvovaní školenia, publikácie apod.), referencie 

z dostupných a overiteľných zdrojov, informácie o bezúhonnosti z registra 

trestov, osobné údaje zo životopisu. 

 

5. Kategórie osobných údajov: všeobecné osobné údaje. 

 

6. Kategórie dotknutých osôb:  

• Fyzické osoby –  členovia  Pracovnej skupiny na výber odborných 

hodnotiteľov pre Program Slovensko 2021 – 2027: titul, meno, priezvisko, 

email, telefónne číslo a adresa.  

• Fyzické osoby –  odborní hodnotitelia pre Program Slovensko 2021 – 2027: 

titul, meno, priezvisko, email, telefónne číslo, adresa, informácie o 

dosiahnutom vzdelaní, dokumenty preukazujúce kvalifikáciu v oblasti, ktorá je 

predmetom hodnotenia (ako sú napr. certifikáty a osvedčenia, iné doklady 

o dosiahnutom vzdelaní, absolvovaní školenia, publikácie apod.), referencie 

z dostupných a overiteľných zdrojov, informácie o bezúhonnosti z registra 

trestov, osobné údaje zo životopisu. 

mailto:zodpovedna.osoba@mirri.gov.sk
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7. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje za 

účelom zabezpečenia výkonu administratívno-technických činností Pracovnej skupiny 

na výber odborných hodnotiteľov pre Program Slovensko 2021 – 2027 (PS OH), ako 

napr. vyhotovenia zápisov zo zasadnutí, overenia počtu účastníkov zasadnutia a pod., 

ako aj  zverejnenia zoznamu členov PS OH za účelom transparentného informovania 

verejnosti o aktívnej činnosti PS OH. Prevádzkovateľ taktiež spracúva osobné údaje za 

účelom výberu odborných hodnotiteľov do registra odborných hodnotiteľov, 

zisťovania konfliktu záujmov, kontroly splnenia podmienok a kritérií na výber 

odborných hodnotiteľov, vyhodnocovania skúseností a výsledkov z výkonu odborných 

hodnotiteľov, identifikovania problematických oblastí spojených s procesom výberu 

odborných hodnotiteľov a na účely prijatia návrhov nápravných opatrení na základe 

existujúcich zistení a poznatkov.  

 

8. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov 

zamestnancov je plnenie úloh pri výkone verejného záujmu alebo pri výkone 

verejnej moci podľa čl. 6 ods.1 písm. e) GDPR. 

Spracúvanie je nevyhnutné na splnenie úloh realizovaných prostredníctvom činnosti 

Pracovnej skupiny na výber odborných hodnotiteľov pre Program Slovensko  

2021 – 2027. 

 

Prevádzkovateľovi vyplývajú úlohy z § 10 ods. 4  a ods. 10 zákona č. 121/2022 Z. z. 

o príspevkov z fondov Európskej únie a o zmene a doplnení niektorých zákonov 

v znení neskorších predpisov. 

 

9. Spracovatelia osobných údajov: Príslušné organizačné útvary prevádzkovateľa 

podľa rozsahu ich agendy v Organizačnom poriadku prevádzkovateľa. 

 

10. Príjemcovia osobných údajov: Na účely výkonu kontroly, auditu a výkonu dohľadu 

môžu byť osobné údaje poskytnuté aj platobnému orgánu, orgánu auditu, Európskej 

komisii, Európskemu úradu na boj proti podvodom a iným orgánom kontroly, auditu 

a dohľadu. Na účely zabezpečenia činnosti Pracovnej skupiny na výber odborných 

hodnotiteľov pre Program Slovensko 2021 – 2027 môžu byť osobné údaje poskytnuté 

aj sprostredkovateľskému orgánu. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie, ľudské zdroje v podobe oprávnených osôb 

prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

13. Doba uchovávania osobných údajov: Prevádzkovateľ spracúva osobné údaje 

v súlade s článkom 82 nariadenie Európskeho parlamentu a Rady (EÚ) č. 2021/1060, 

ktorým sa stanovujú spoločné ustanovenia o Európskom fonde regionálneho rozvoja, 

Európskom sociálnom fonde plus, Kohéznom fonde, Fonde na spravodlivú 
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transformáciu a Európskom námornom, rybolovnom a akvakultúrnom fonde 

a rozpočtové pravidlá pre uvedené fondy, ako aj pre Fond pre azyl, migráciu 

a integráciu, Fond pre vnútornú bezpečnosť a Nástroj finančnej podpory na riadenie 

hraníc a vízovú politiku, t. j počas obdobia 5 rokov od 31. decembra roka, v ktorom 

riadiaci orgán vyplatil prijímateľovi poslednú platbu.  

 

14. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutej osoby pred/na a počas zasadnutia Pracovnej skupiny na výber 

odborných hodnotiteľov pre Program Slovensko 2021 – 2027, kontroluje údaje 

o dotknutých osobách, štrukturalizuje ich a následne ich spracúva s cieľom 

zabezpečenia činnosti pracovnej skupiny, overovania aktuálnosti vyhlásenia 

o mlčanlivosti, vylúčení konfliktu záujmov, overovania účasti na zasadnutiach, 

uznášaniaschopnosti, zastupiteľnosti a evidencie hlasovania jednotlivých členov 

pracovnej skupiny a informovania na svojom webovom sídle. 

 

Prevádzkovateľ MIRRI SR poskytuje osobné údaje orgánom, ktoré overujú kľúčové 

požiadavky na systém riadenia a kontroly a potenciálny konflikt záujmov pri výbere 

odborných hodnotiteľov a sprostredkovateľským orgánom, ktorých poverí MIRRI SR 

na vykonávanie časti svojich úloh podľa § 10 ods. 4 zákona č. 121/2022 Z. z. 

o príspevkov z fondov Európskej únie a o zmene a doplnení niektorých zákonov 

v znení neskorších predpisov. 

 

MIRRI SR uchováva osobné údaje z dôvodu transparentného informovania verejnosti 

o činnosti Pracovnej skupiny na výber odborných hodnotiteľov pre Program 

Slovensko 2021 – 2027.  

 

15. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

16. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

17. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

18. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov. 
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Právo dotknutej osoby na neuplatňovanie rozhodovania založeného výlučne na 

automatizovanom individuálnom rozhodovaní, vrátane profilovania sa na tu uvedené 

účely neuplatňuje.  

 

19. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby. 

 

20. Poskytovanie osobných údajov vyplýva z plnenia úloh pri výkone verejného záujmu 

alebo pri výkone verejnej moci podľa čl. 6 ods.1 písm. e) GDPR prostredníctvom 

činnosti Pracovnej skupiny na výber odborných hodnotiteľov pre Program Slovensko 

2021 – 2027. Bez uvedeného poskytnutia osobných údajov nebude možné plne 

zabezpečiť činnosť vyššie uvedeného výboru a komisií (ktoré členský štát musí 

povinne zriadiť, aby mohol implementovať fondy Európskej únie) a uvedená dotknutá 

osoba, ktorá neposkytla osobné údaje sa nebude môcť zúčastniť zasadnutia.   

 

V prípade neposkytnutia nevyhnutných osobných údajov nie je možné, aby bola 

zabezpečená činnosť Pracovnej skupiny na výber odborných hodnotiteľov pre 

Program Slovensko 2021 – 2027, najmä aby sa zabezpečil efektívny systém na 

uchovávanie všetkých dokladov požadovaných na audítorský záznam podľa 

požiadavky na systém riadenia a kontroly podľa prílohy XI, kľúčovej požiadavky č. 5 

nariadenia Európskeho parlamentu a Rady (EÚ) č. 2021/1060, ktorým sa stanovujú 

spoločné ustanovenia o Európskom fonde regionálneho rozvoja, Európskom 

sociálnom fonde plus, Kohéznom fonde, Fonde na spravodlivú transformáciu 

a Európskom námornom, rybolovnom a akvakultúrnom fonde a rozpočtové pravidlá 

pre uvedené fondy, ako aj pre Fond pre azyl, migráciu a integráciu, Fond pre vnútornú 

bezpečnosť a Nástroj finančnej podpory na riadenie hraníc a vízovú politiku. 

Poskytnutie osobných údajov je požiadavkou na overenie splnenia tejto kľúčovej 

požiadavky. 

 

21. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov.  
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TESTOVANIE PREVÁDZKY MODULU MANAŽMENT OSOBNÝCH ÚDAJOV – MOÚ 

 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej ako “MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva 

osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné informácie: 

 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 

 

3. Názov spracúvania: Testovanie prevádzky modulu Manažment osobných údajov – 

MOÚ 

 

4. Rozsah spracúvaných osobných údajov:  

 

• titul, meno a priezvisko, titul 

• osobné údaje uvedené nižšie v tabuľke: 

 
Nedoplatky na poistnom na sociálne poistenie Informácia o evidencii nedoplatkov na poistnom na sociálne poistenie 

Existencia zamestnanca SP1  Overenie existencie registrácie zamestnanca u zamestnávateľa v SP 

Počet zamestnancov zamestnávateľa SP  Počet zamestnancov konkrétneho zamestnávateľa k zadanému dátumu v SP 

Registrácie FO2 v SP Priebeh registrácií FO - ZEC/SZČO3 v SP 

Údaje o poberaní ND4 SP typ NP5_1 Nemocenské a dôchodkové dávky SP typ NP_1 – údaje o poberaní nemocenských dávok 

Údaje o vyplatených ND SP typ NP_2 
Nemocenské a dôchodkové dávky SP typ NP_2 - údaje o vyplatených nemocenských 

dávkach 

Údaje o výplate DD6 SP bez sumy typ DP7_1 
Nemocenské a dôchodkové dávky SP typ DP_1 - údaje o výplate dôchodkových dávok 

bez sumy 

Údaje o výplate DD SP so sumou typ DP_2 
Nemocenské a dôchodkové dávky SP typ DP_2 - údaje o výplate dôchodkových dávok so 

sumou 

Údaje o výplate DD SP po mesiacoch za obdobie typ 

DP_3 

Nemocenské a dôchodkové dávky SP typ DP_3 - údaje o výplate dôchodkových dávok po 

mesiacoch za obdobie 

Údaje o nároku na DD SP za obdobie typ DP_4 
Nemocenské a dôchodkové dávky SP typ DP_4 - údaje o nároku na dôchodkové dávky za 

obdobie 

1 Sociálna poisťovňa 2 Fyzické osoby 3 Samostatne zárobkovo činná osoba 4 Nemocenské dávky 5 Nemocenské poistenie 6 Dôchodkové dávky 7 Dôchodkové poistenie 
 

 

5. Kategórie osobných údajov: všeobecné osobné údaje 
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6. Kategórie dotknutých osôb: fyzické osoby –  zamestnanci MIRRI SR / dobrovoľníci 

na testovanie prevádzky Manažment osobných údajov – MOÚ. 

 

7. Účel spracúvania osobných údajov: Dotknutá osoba poskytuje osobné údaje na 

účely testovania prevádzky modulu Manažment osobných údajov (,,MOÚ“). 

Testovacia databáza obsahuje osobné údaje fyzických osôb určené výlučne na účely 

testovania. Osobné údaje  z testovacej databázy nie je možné zverejňovať, ani iným 

spôsobom prezentovať verejnosti. Ministerstvo je správcom spoločného modulu, a to 

modulu procesnej integrácie a integrácie údajov v zmysle § 10 ods. 11 zákona č. 

305/2013 Z. z. o elektronickej podobe výkonu pôsobnosti orgánov verejnej moci a o 

zmene a doplnení niektorých zákonov (zákon o e-Governmente) v znení neskorších 

predpisov, ktorého súčasťou je aj Modul mojich údajov ako informačný systém 

vyvíjaný a financovaný z prostriedkov Európskej únie  na základe Zmluvy o 

poskytnutí nenávratného finančného príspevku č. Z311071S146 v rámci projektu: 

Rozvoj platformy integrácie údajov (centrálna integračná platforma/“CIP“) a 

Manažment osobných údajov („MOÚ“), kód projektu v ITMS2014+: 311071S146. 

Elektronické poskytovanie údajov z testovacej databázy bude realizované bezplatne 

prostredníctvom webových služieb, asynchrónnym prenosom pre jednu osobu alebo 

dávkovým prenosom pre zoznam osôb, pomocou samostatného technického účtu pre 

účely MOÚ, pre presne zadefinovaný okruh dotknutých osôb, ktorých údaje sú 

evidované v testovacej databáze, a to výlučne na účely testovania spôsobu a 

fungovania poskytovania a ďalšieho spracúvania dát v rámci projektu MOÚ. 

 

8. Právny základ spracúvania:  

Právnym základom pre spracúvanie osobných údajov zamestnancov je súhlas 

dotknutej osoby so spracúvaním osobných údajov podľa čl. 6 ods.1 písm. a) 

GDPR: 

,,dotknutá osoba vyjadrila súhlas so spracúvaním svojich osobných údajov na jeden 

alebo viaceré konkrétne účely“. 

 

9. Spracovatelia osobných údajov: Príslušné organizačné útvary prevádzkovateľa 

podľa rozsahu ich agendy v Organizačnom poriadku prevádzkovateľa. 

 

10. Príjemcovia osobných údajov:  

Sociálna poisťovňa. 

 

Na účely výkonu kontroly, auditu a výkonu dohľadu môžu byť osobné údaje 

poskytnuté aj Národnej implementačnej a koordinačnej autorite, Európskej komisii, 

European anti-fraud office, European defence agency a iným orgánom kontroly, auditu 

a dohľadu. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie, ľudské zdroje v podobe oprávnených osôb 

prevádzkovateľa, ktorí spracúvajú osobné údaje. 
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12. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

13. Doba uchovávania osobných údajov: Prevádzkovateľ spracúva osobné údaje do 

31.10.2023. 

 

14. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutej osoby a následne ich spracúva s cieľom testovať funkčnosť modulu 

MOÚ. 

 

Prevádzkovateľ MIRRI SR poskytuje základné osobné údaje v rozsahu titul, meno 

a priezvisko Sociálnej poisťovne na vyžiadanie ďalších potrebných osobných údajov.  

 

15. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

16. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

17. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

18. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov, 

h) právo odvolať súhlas so spracúvaním osobných údajov. 

 

19. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby. 

 

20. Súhlas so spracúvaním osobných údajov je možné kedykoľvek odvolať zaslaním 

požiadavky na e-mail: zodpovedna.osoba@mirri.gov.sk. V tom prípade budú osobné 

údaje bezodkladne zlikvidované a nebudú sa ďalej spracúvať. Odvolanie súhlasu 

nemá vplyv na zákonnosť spracúvania osobných údajov vychádzajúceho zo súhlasu 

pred jeho odvolaním; 

 

21. Poskytovanie osobných údajov nie je zákonnou požiadavkou.  

 

22. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov.  
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ANALÝZA VYUŽÍVANIA SOFTVÉRU, SOFTVÉROVÝCH PRODUKTOV A SLUŽIEB 

NA EFEKTÍVNEJŠIE RIADENIE IT AKTÍV VO VEREJNEJ SPRÁVE 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky, Pribinova 25, 

811 09 Bratislava, IČO: 50349287 

Zodpovedná osoba pre oblasť osobných údajov MIRRI SR:  

Zodpovedná osoba za oblasť GDPR, telefón: +421 2 2092 8425, e-mail: 

zodpovedna.osoba@mirri.gov.sk 

Účel spracúvania osobných údajov:  

Analýza využívania softvéru a súvisiacich softvérových produktov a služieb, vrátane podporných 

služieb softvéru na zabezpečenie efektívnejšieho riadenia IT aktív vo verejnej správe. Prevádzkovateľ 

spracúva osobné údaje za účelom vyhodnocovania informácií získaných z monitorovania so zámerom 

identifikovať riziká a nedostatky v správe informačných technológií verejnej správy. Cieľom 

spracovateľskej operácie je získať pohľad zainteresovaných strán a expertov na priority pre úspešné 

zvládnutie procesu zberu údajov z infraštruktúry k IT aktívam za účelom analýzy licenčných metrík / 

mapovania spôsobu, akým sa využívajú nakúpené licencie a zberu údajov pre lepšie nastavenie 

manažmentu IT aktív a implementácie reforiem a investícií. Následne budú zozbierané údaje 

o používaní softvéru/ informačného systému využité na prípravu odporúčaní k efektívnejšiemu 

nastaveniu riadenia informačných aktív prevádzkovateľom. Účelom je aj technické nasadenie 

komponentov IS ITAM, spravovanie informačného systému a riešenie technických problémov, 

kontrola licenčného súladu softvéru inštalovaného na zariadeniach, zisťovanie prítomnosti 

nelegálne/zakázaného softvéru. 

Rozsah spracúvaných osobných údajov: 

• meno, priezvisko, 
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• prihlasovací údaj – login používateľa, 

• údaj o pripojenom zariadení, IP adresa, 

• pracovný email používateľa. 

Kategórie osobných údajov: bežné osobné údaje. 

Kategórie dotknutých osôb: 

• Fyzické osoby – zamestnanci v orgánoch štátnej a verejnej správy, ktorí používajú IT 

aktíva alebo sú im IT aktíva priradené do osobnej správy. 

Právny základ spracúvania:  

Právnym základom pre spracúvania osobných údajov zamestnancov je výkon verejnej moci zverenej 

prevádzkovateľovi a splnenie úlohy realizovanej vo verejnej moci podľa čl. 6 ods.1 písm. e) 

GDPR: ,,spracúvanie je nevyhnutné na splnenie úlohy realizovanej vo verejnom záujme alebo pri 

výkone verejnej moci zverenej prevádzkovateľovi.“ Spracúvanie je nevyhnutné na splnenie úloh 

a cieľov projektu "Riadenie IT aktív vo verejnej správe", ktorý sa realizuje s podporou Európskej 

komisie na základe Zmluvy o poskytnutí nenávratného finančného príspevku medzi Ministerstvom 

dopravy Slovenskej republiky v postavení riadiaceho orgánu, v zastúpení prevádzkovateľom 

v postavení sprostredkovateľského orgánu, ako poskytovateľom nenávratného finančného príspevku 

a prevádzkovateľom, ako prijímateľom nenávratného finančného príspevku. Prevádzkovateľ je 

orgánom verejnej moci, ktorý je zodpovedný za implementáciu projektu v rámci programového 

obdobia 2014-2020, operačného programu integrovaná infraštruktúra, prioritnej osi 7. 

Prevádzkovateľovi je táto úloha a výkon verejnej moci uložený zákonom č. 95/2019 Z. z. 

o informačných technológiách vo verejnej správe a o zmene a doplnení niektorých zákonov (ďalej len 

„zákon o ITVS“), konkrétne § 8 ods. 1. písm. b) „vyhodnocuje informácie získané z monitorovania, 

kontroly a z iných podnetov na účely identifikácie rizík a nedostatkov v správe informačných 

technológií verejnej správy,“ v súčinnosti s povinnosťami uloženými v § 9, ods. 1) písm. d) 

„informuje vládu o stave a rozvoji informačných technológií verejnej správy,“, písm. k) bod 2. 

a bod 3. „vedie zoznam kľúčových parametrov pre riadenie prevádzky informačných technológií 

verejnej správy, ktorý obsahuje 

-aktíva určené na spoločné využitie viacerými orgánmi riadenia,  

-údaje monitorované na účely riadenia prevádzky, najmä riadenia kontinuity prevádzky,“ a písm. n) 

„zabezpečuje zdieľanie informácií a skúseností medzi orgánmi riadenia prostredníctvom centrálneho 

metainformačného systému verejnej správy,“ – ak je Prevádzkovateľ orgánom vedenia podľa vyššie 

citovaného zákona; tak je pre orgán riadenia uložená zákonná povinnosť  § 8 ods. 2) „Orgán riadenia 

je povinný poskytovať orgánu vedenia súčinnosť potrebnú na riadny výkon vedenia v správe 
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informačných technológií verejnej správy a poskytovať mu prostredníctvom elektronickej služby 

verejnej správy údaje o informačných technológiách verejnej správy na účely štatistických analýz.“ – 

ak je Prevádzkovateľ orgánom riadenia v zmysle zákona o ITVS. 

Spracovatelia osobných údajov: 

Príslušné organizačné útvary prevádzkovateľa podľa rozsahu ich agendy v Organizačnom poriadku 

prevádzkovateľa.  

Hlavný prevádzkovateľ MIRRI SR realizuje nasledovné spracovateľské operácie:  

- Získavanie osobných údajov prostredníctvom IS ITAM – cieľom spracovateľskej 

operácie je získanie informácie o osobných údajoch, ktoré sú viazané na zariadenia 

skenované IS ITAM a na softvér využívaný na konkrétnom zariadení. 

- Zaznamenávanie a uchovávania osobných údajov prostredníctvom IS ITAM – cieľom 

spracovateľskej operácie je zaznamenanie a zároveň uchovanie osobných údajov 

viazaných na zariadenia skenované IS ITAM na nevyhnutné obdobie podľa tejto 

informačnej povinnosti. Účelom tejto informácie je uchovať elektronické zaznamenanie 

osobných údajov počas lehoty v zmysle predchádzajúcej vety. Na základe spracovateľskej 

operácie získa prevádzkovateľ informácie týkajúce sa zariadenia a softvéru inštalovaného 

na zariadení vrátane informácie o nezalicencovaní zariadenia a prítomnosti 

nelegálne/zakázaného softvéru.  

- Usporadúvanie a štruktúrovanie osobných údajov – účelom spracovateľskej operácie je 

systematizácia znalosti o dostupných skenovaných zariadeniach prostredníctvom IS 

ITAM, za účelom získania uceleného obrazu o využívaní softvéru na zariadeniach 

všetkých prevádzkovateľov zapojených do projektu (riadenie IT aktív vo verejnej správe), 

ako aj aj o celkovom licenčnom súlade softvéru inštalovaného na zariadeniach 

prevádzkovateľa. Na základe takto získaných znalostí MIRRI SR navrhne modely správy 

IT aktív, vypracuje analytické materiály o IT vo verejnej správe  a vytvorí odporúčacie 

postupy pre efektívnejšie riadenie IT vo verejnej správe. 

- Zmena a zásah do osobných údajov – účelom spracovateľskej operácie je taká  zmena, 

respektíve zásah do osobných údajov, ktorá je viazaná na príslušné zariadenie, tzn. zmena 

a zásah spočíva v priradení/zmene/výmaze osobných údajov priradených ku konkrétnemu 

zariadeniu. 

- Vyhľadávanie osobných údajov – spracovateľská operácia spočíva vo vyhľadávaní 

osobných údajov prostredníctvom vyhľadávania priradeného zariadenia. 



90 
 

- Agregácia – je spracovateľská operácia na základe ktorej aj pomocou spracúvaných 

osobných údajov prevádzkovateľ definuje licenčné potreby a analyzuje, aký softvér je na 

zariadeniach využívaný, aký zakázaný softvér je inštalovaný. Na základe dostupných 

údajov prevádzkovateľ definuje potreby licenčnej a softvérovej politiky.   

- Výmaz osobných údajov – spracovateľská operácia, ktorej predmetom je výmaz takých 

osobných údajov, ktoré sú alokované pre konkrétne zariadenie alebo konkrétneho 

užívateľa. Výmazom osobných údajov deklaruje prevádzkovateľ odstránenie osobných 

údajov z informačného systému. 

Ďalší prevádzkovatelia, ktorými sú orgány verejnej moci uvedené v bode 12, realizujú vyššie uvedené 

spracovateľské operácie v rozsahu osobných údajov, ktoré spracúvajú v postavení samostatného 

prevádzkovateľa.  Títo samostatní prevádzkovatelia, ktorými sú orgány verejnej moci (ďalej len 

,,OVM“), môžu v IS ITAM spracúvať iba vlastné osobné údaje, ktoré do informačného systému 

poskytli; nemajú v IS ITAM prístup k jadru informačného systému, v ktorom hlavný prevádzkovateľ 

MIRRI SR vykonáva všetky spracovateľské operácia s osobnými údajmi, ktoré mu poskytli orgány 

verejnej moci pripojené k IS ITAM. Samostatní prevádzkovatelia môžu realizovať nasledujúce 

spracovateľské operácie: 

- Prehliadanie a vyhľadávanie vlastných osobných údajov – ide o spracovateľskú operáciu, 

na základe, ktorej OVM vyhľadá a identifikuje osobné údaje priradené zariadeniam 

skenovaných IS ITAM a o softvéri využívanom na konkrétnom zariadení.  

- Zaznamenávania a uchovávanie vlastných osobných údajov - spracovateľská operácia 

bude spočívať vo vedení evidencie a ukladaní získaných a vyhľadaných osobných údajov 

priradených zariadeniam skenovaných IS ITAM a o softvéri využívanom na konkrétnom 

zariadení.  

- Zmena a zásah do vlastných osobných údajov, účelom spracovateľskej operácie je 

taká  zmena /zásah do osobných údajov, ktorá je viazaná na príslušné zariadenie, tzn. 

zmena a zásah spočíva v priradení/zmene/výmaze osobných údajov priradených ku 

konkrétnemu zariadeniu. 

- Usporadúvanie a štruktúrovanie vlastných osobných údajov, je spracovateľský operácia, 

ktorou OVM dosiahne ucelený výstup a obraz o spracúvaných osobných údajoch 

priradených zariadeniam skenovaných IS ITAM a o softvéri využívanom na konkrétnom 

zariadení. 

- Získavanie vlastných osobných údajov v agregovanej podobe spočíva vo využití IS ITAM 

na získavanie osobných údajov o zariadeniach zapojených do IS ITAM a o softvéri 

nachádzajúcom sa na zariadeniach a ich agregovanie do celku, ktorý znamená pre OVM 
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výpovednú hodnotu respektíve nesie so sebou informáciu aplikovateľnú pre ďalšie 

procesné postupy týkajúce sa zariadenia alebo užívateľského účtu.  

- Výmaz vlastných osobných údajov je spracovateľská operácia, ktorej predmetom je 

výmaz takých osobných údajov, ktoré sú alokované pre konkrétne zariadenie alebo 

konkrétneho užívateľa. Výmazom osobných údajov deklaruje prevádzkovateľ odstránenie 

osobných údajov z informačného systému. 

Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

• SoftwareONE Slovakia s. r. o 

Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

• KPMG Slovensko Advisory, k.s. 

• SofwareONE Czech Republic s.r.o. 

Príjemcovia osobných údajov: 

Na účely výkonu kontroly, auditu a výkonu dohľadu môžu byť osobné údaje poskytnuté aj 

platobnému orgánu, orgánu auditu, Európskej komisii, Európskemu úradu na boj proti podvodom 

a iným orgánom kontroly, auditu a dohľadu. 

Zoznam samostatných prevádzkovateľov – orgánov verejnej moci, ktoré sú pripojené 

do informačného systému IS ITAM: 

• MIRRI SR, 

• Slovensko IT, a. s., 

• Ministerstvo životného prostredia Slovenskej republiky, 

• Najvyšší kontrolný úrad, 

• Ministerstvo kultúry Slovenskej republiky, 

• Ministerstvo práce, sociálnych vecí a rodiny Slovenskej republiky, 

• Správa štátnych hmotných rezerv, 

• Štatistický úrad Slovenskej republiky. 

Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, počítačové a softvérové 

vybavenie (informačný systém IS ITAM), ľudské zdroje v podobe oprávnených osôb 

prevádzkovateľa, ktorí spracúvajú osobné údaje. 
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Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané v súlade s čl. 5 

GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, ustanoveniami GDPR 

a relevantnými ustanoveniami vnútroštátneho práva. 

Doba spracúvania a uchovávania osobných údajov: Prevádzkovateľ spracúva osobné údaje počas 

celého obdobia, počas ktorého je orgán verejnej moci a ním alokované zariadenie alebo užívateľ 

zapojený do projektu riadenia IT aktív verejnej správy, od zapojenia sa do IS ITAM až po zrušenie 

účasti v IS ITAM. Orgán verejnej moci zapojený do IS ITAM môže bez udania dôvodu požiadať 

o zrušenie účasti v IS ITAM. Osobné údaje evidované pre jednotlivé zariadenia sa spracúvajú od 

momentu zapojenia zariadenia až po zrušenie zariadenia, prípadne od momentu zapojenia užívateľa 

zariadenia do IS ITAM až do zrušenia užívateľa v IS ITAM. Po zrušení zariadenia/zrušení užívateľa 

môže prevádzkovateľa spracúvať údaje maximálne 90 dní od momentu zrušenia zariadenia/účtu. 

Zdroje a opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné údaje 

od orgánov verejnej moci, priamo z informačného systému. Ďalej tieto potrebné údaje zbiera 

a kategorizuje a následne vyhodnocuje údaje z informačného systému riadenia IT aktív. 

MIRRI SR ako organizácia zodpovedná za centrálne riadenie informatizácie verejnej správy uchováva 

údaje o spravovaných a riadených IT aktívach z dôvodu, že na základe takto získaných relevantných 

údajov dokáže MIRRI SR navrhovať modely správy IT aktív, odporúčať postupy typické pre niektoré 

typy IT aktív a vypracovávať analytické materiály o IT naprieč verejnou správou a realizovať 

strategické iniciatívy a aktivity v tejto oblasti. 

Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa. 

Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa prenos 

medzinárodným organizáciám mimo Európskej únie a Európskeho hospodárskeho priestoru.. 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie vrátane profilovania. 

Prevádzkovateľ nebude uplatňovať ani realizovať akékoľvek nástroje na realizáciu automatizované 

individuálne rozhodovanie a nebude používať postupy za účelom profilovania osôb na základe 

spracovávaných osobných údajov. 

V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si uplatniť 

nasledovné práva dotknutej osoby: 

1. právo na potvrdenie o spracúvaní osobných údajov, 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 
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c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov, 

f) právo namietať spracúvanie osobných údajov, 

g) právo na neuplatňovanie rozhodovania založeného výlučne na automatizovanom 

individuálnom rozhodovaní, vrátane profilovania  

Prevádzkovateľ vykonáva výkon práv dotknutej osoby podľa článkov 15 až 22 GDPR. V prípadoch 

uvedených v článku 11 ods. 2 GDPR nemôže prevádzkovateľ odmietnuť konať na základe žiadosti 

dotknutej osoby pri výkone jej práva podľa článkov 15 až 22 GDPR, pokiaľ nepreukáže, že dotknutú 

osobu nie je schopný identifikovať. 

Poskytovanie osobných údajov je nevyhnutné na splnenie úlohy realizovanej vo verejnom záujme 

alebo pri výkone verejnej moci zverenej prevádzkovateľovi podľa čl. 6 ods.1 písm. e) GDPR. 

Prevádzkovateľ je zodpovedný za implementáciu projektu v rámci programového obdobia 2014-2020, 

operačného programu integrovaná infraštruktúra, prioritnej osi 7. V prípade neposkytnutia 

nevyhnutných osobných údajov nie je možné, aby bolo zabezpečené plnenie cieľov „Riadenie IT aktív 

vo verejnej správe". 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má právo 

podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných údajov SR 

v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov a o zmene a doplnení 

niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

 

 

 

  

https://dataprotection.gov.sk/sk/ine/vyhladavanie-sluzby-formulara-elektronicku-komunikaciu/podavanie-navrhu-zacatie-konania/
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DODANIE ŠKOLENÍ PRE ZAMESTNANCOV MINISTERSTVA V OBLASTI 

KYBERNTICKEJ BEZPEČNOSTI A GOVERNANCE 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR”  ,,ministerstvo“ alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje 

dotknutej osoby, poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Zodpovedná osoba pre oblasť osobných údajov dodávateľa školení GOPAS SR, 

a.s: mokry@gopas.sk 

 

4. Názov spracúvania: Dodanie školení pre zamestnancov ministerstva v oblasti 

kybernetickej bezpečnosti a governance 

 

5. Rozsah spracúvaných osobných údajov:  

• meno, priezvisko, 

• e-mailová adresa, 

• telefónne číslo. 

 

6. Kategórie osobných údajov: všeobecné osobné údaje. 

 

7. Kategórie dotknutých osôb:  

• Fyzické osoby –  zamestnanci v orgánoch štátnej a verejnej správy, ktorí majú 

záujem prihlásiť sa na konkrétne školenie. 

 

8. Účel spracúvania osobných údajov: Osobné údaje dotknutej osoby sú použité 

výhradne za účelom organizácie a realizácie školení, na technické a organizačné 

zabezpečenie chodu školení, na prihlásenie účastníkov na školenia, na zasielanie 

informácií o školení, na zaslanie študijných materiálov, zaslanie potvrdenia/osvedčenia o 

absolvovaní školenia, potvrdzovanie rezervácií na školenia a zasielanie výsledkov 

vstupných a záverečných testov. 

 

mailto:zodpovedna.osoba@mirri.gov.sk
mailto:mokry@gopas.sk
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9. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov 

záujemcov o školenie v nevyhnutnom rozsahu je plnenie zmluvy, pričom zmluvnou 

stranou je dotknutá osoba podľa čl. 6 ods.1 písm. b) GDPR: ,,Spracúvanie je 

nevyhnutné na plnenie zmluvy, ktorej zmluvnou stranou je dotknutá osoba, alebo aby sa 

na základe žiadosti dotknutej osoby vykonali opatrenia pred uzatvorením zmluvy.“ 

Spracúvanie je nevyhnutné na identifikáciu účastníka školenia a na zabezpečenie 

poskytovaných služieb (v bode č. 7) zo strany dodávateľa. 

 

10. Spracovatelia osobných údajov:  

Príslušné organizačné útvary prevádzkovateľa podľa rozsahu ich agendy 

v Organizačnom poriadku prevádzkovateľa a poverené osoby dodávateľa. 

 

11. Dodávateľ, ktorý spracúva osobné údaje vo vlastnom mene (prevádzkovateľ): 

• GOPAS SR, a.s.  

Sídlo: Dr. Vladimíra Clementisa 10, Bratislava 821 02 

IČO: 35881674 

 

12. Príjemcovia osobných údajov:  

• Osobné údaje sú poskytované zmluvnému subsprostredkovateľovi dodávateľa: 

IstroSec s.r.o.  

Sídlo: Černyševského 10 851 01 Bratislava 

IČO: 53849060 

 

13. Prostriedky spracúvania: Priestory prevádzkovateľa (servery sa nachádzajú 

v Slovenskej a Českej republike), kancelárske vybavenie, počítačové a softvérové 

vybavenie, ľudské zdroje v podobe oprávnených osôb prevádzkovateľa, ktorí spracúvajú 

osobné údaje. 

 

14. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

15. Doba uchovávania osobných údajov: Prevádzkovateľ spracúva osobné údaje do 

31.12.2023 po dobu platnosti zmluvy. 

 

16. Opis plánovaného spracúvania: Samostatný prevádzkovateľ GOPAS SR, a.s. ako 

dodávateľ školení získava potrebné osobné údaje priamo od dotknutých osôb – 

zamestnancov MIRRI SR. Ďalej tieto potrebné údaje spracúva na prihlásenie účastníka 

na školenie, na informovanie účastníka o termíne a mieste školenia a na ďalšie účely 

uvedené v bode č.7. Po ukončení zmluvy budú osobné údaje dotknutých osôb zo strany 

dodávateľa anonymizované. 

 

17. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

18. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 
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19. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie vrátane 

profilovania. 

 

20. Osobné údaje nebudú použité na marketingové účely. 

 

21. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov. 

 

22. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby. 

 

23. Poskytovanie osobných údajov nie je zákonnou požiadavkou. Poskytovanie osobných 

údajov je zmluvnou požiadavkou, ktorá vyplýva zo zmluvy medzi MIRRI SR a GOPAS 

SR, a.s.: Rámcová dohoda o dodaní školení č. 830/2023. V prípade neposkytnutia 

nevyhnutných osobných údajov nie je možné zabezpečiť účasť zamestnanca na 

vybranom školení. 

 

24. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu na 

ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov.  
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SPRACÚVANIE FOTOGRAFIÍ ZAMESTNANCOV 

 

Informácie pre dotknutú osobu (zamestnanca) pri získaní osobných údajov 

Podľa čl. 13 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 o ochrane 

fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým sa zrušuje 

smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „nariadenie GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky, Pribinova 

25, 811 09 Bratislava, IČO: 50349287. 

 

2. Zodpovedná osoba pre oblasť osobných údajov: telefón: +421 2 2092 8425, e-mail: 

zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: fotografia tváre zamestnanca, krstné meno 

zamestnanca 

 

4. Kategórie dotknutých osôb: fyzické osoby – zamestnanci ministerstva, ktorí sa zúčastnili 

podujatia na ministerstve a ktorí poskytli svoju fotografiu na nižšie uvedené účely. 

 

5. Účel spracúvania: Prevádzkovateľ spracúva uvedené osobné údaje dotknutej osoby 

(zamestnanca ministerstva) na prezentačné účely spojené s propagáciou dobrého mena 

ministerstva ako zamestnávateľa. Propagácia mena ministerstva je zacielená na prezentovanie 

ministerstva ako kvalitného zamestnávateľa a na získanie záujmu budúcich uchádzačov o 

zamestnanie v štátnej správe.  

Čiastkové účely spracúvania sú nasledovné: 

o interné marketingové účely, napr. pri prezentácii aktivít jednotlivých organizačných 

útvarov na intranete alebo cez interný email, kde sa okrem textu použijú aj fotografie 

z akcií. 

o na zlepšenie komunikácie pridaním fotografie zo služobných/pracovných preukazov k 

emailovej adrese. 

o  na prezentačné účely spojené s propagáciou dobrého mena ministerstva ako 

zamestnávateľa na externých portáloch ako napr. https://www.najzamestnavatel.sk/   

 

17. Právny základ spracúvania: Právny základ pre spracúvanie osobných údajov je súhlas 

dotknutej osoby na spracúvanie osobných údajov podľa čl. 6 ods. 1 písm. a) nariadenia GDPR 

,,dotknutá osoba vyjadrila súhlas so spracúvaním svojich osobných údajov na jeden alebo 

viaceré konkrétne účely.“ Zamestnanec má právo kedykoľvek svoj súhlas odvolať, pričom 

jeho fotografie v tomto prípade budú vymazané a nebude možné ich naďalej využívať. 

Pre spracúvanie fotografií, ktoré boli zverejnené bez súhlasu dotknutej osoby, ministerstvo 

koná na právnom základe oprávnených záujmov prevádzkovateľa podľa čl. 6 ods. 1 písm. f) 

nariadenia GDPR: ,,spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje 

prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami 

prevažujú záujmy alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu 

osobných údajov, najmä ak je dotknutou osobu dieťa.“ Zamestnanec má v tomto prípade 

mailto:zodpovedna.osoba@mirri.gov.sk
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právo namietať voči spracúvaniu jeho fotografií a má právo požiadať o výmaz fotografií, 

ktoré sa naňho vzťahujú. Ministerstvo posúdi žiadosť zamestnanca a fotografie následne 

vymaže alebo anonymizuje. Oprávneným záujmom, ktorý ministerstvo sleduje, je prezentácia 

aktivít útvarov ministerstva, propagácia dobrého mena ministerstva ako zamestnávateľa 

a získanie záujmu budúcich uchádzačov o zamestnanie. 

6. Spracovatelia osobných údajov: príslušné organizačné útvary prevádzkovateľa. 

 

7. Príjemcovia osobných údajov: 

• prevádzkovatelia/ vlastníci webových stránkach, na ktorých sú zverejnené fotografie 

zamestnancov:  

napr. Profesia, spol. s r.o [prevádzkovateľ webu https://www.najzamestnavatel.sk/]  

 

8. Spracovateľské činnosti s osobnými údajmi: Prevádzkovateľ získava fotografie priamo na 

podujatí, ďalej zverejňuje fotografie zamestnancov priamo na webe mirri.gov.sk, na 

sociálnych sieťach MIRRI SR, na intranete, v interných e-mailoch pre zamestnancov a na 

externých weboch, ktoré súvisia s daným podujatím alebo propagujú dobré meno 

zamestnávateľa MIRRI SR. 

 

9. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú spracúvané v súlade 

s čl. 5 nariadenia GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami nariadenia GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

10. Doba uchovávania osobných údajov: Osobné údaje dotknutej osoby budú spracúvané a 

uchovávané po dobu do ukončenia služobného/ pracovného pomeru zamestnanca alebo 

najneskôr dovtedy, pokiaľ príslušný organizačný útvar už nebude potrebovať fotografie na 

účely uvedené v bode č.5. Doba spracúvania môže byť aj kratšia v prípade, že dotknutá osoba 

odvolá svoj súhlas so spracúvaním osobných údajov. 

11. Cezhraničný prenos osobných údajov: Nie, nevykonáva sa. 

 

12. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie vrátane 

profilovania. 

 

13. Spracúvanie osobných údajov nie je zákonnou ani zmluvnou požiadavkou, ani 

požiadavkou, ktorá by bola potrebná na uzavretie zmluvy. Dotknutej osobe nehrozia žiadne 

negatívne dôsledky v prípade, že sa rozhodne neposkytnúť svoje osobné údaje (fotografiu). 

 

14. V súlade s čl. 15 až 22 nariadenia GDPR je zamestnanec oprávnený prostredníctvom žiadosti 

si uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov. 

Právo dotknutej osoby na neuplatňovanie rozhodovania založeného výlučne na 

automatizovanom individuálnom rozhodovaní vrátane profilovania sa na tu uvedené účely 

neuplatňuje.  
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15. Zamestnanec je oprávnený podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby. 

 

16. Zamestnanec – dotknutá osoba, ktorej osobné údaje sú spracúvané prevádzkovateľom na účel 

uvedený v bode č. 5 má právo svoj súhlas kedykoľvek odvolať zaslaním písomnej požiadavky 

na e-mailovú adresu zodpovedna.osoba@mirri.gov.sk V tom prípade budú Vaše osobné údaje 

bezodkladne zlikvidované a nebudú sa ďalej spracúvať. 

 

17. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu 

osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných 

údajov a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. 
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INFORMOVANIE O NÁSTUPOCH A VÝSTUPOCH ZAMESTNANCOV 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Názov spracúvania: Informovanie o nástupoch a výstupoch zamestnancov 

z pracovného a služobného pomeru zverejnením internej informácie na intranete. 

 

4. Rozsah spracúvaných osobných údajov:  

 

V prípade novo-nastupujúcich zamestnancov sa interne zverejňujú tieto osobné údaje: 

• meno a priezvisko, 

• organizačný útvar na úrovni sekcie, 

• dátum nástupu do pracovného / služobného pomeru. 

V prípade zamestnancov, ktorí ukončujú pracovný / služobný pomer sa interne 

zverejňujú tieto údaje: 

• meno a priezvisko, 

• dátum výstupu z pracovného / služobného pomeru. 

 

5. Kategórie osobných údajov: všeobecné osobné údaje. 

 

6. Kategórie dotknutých osôb: Dotknutými osobami sú fyzické osoby, ktoré nastupujú 

alebo vystupujú z pracovného / služobného pomeru: 

• noví zamestnanci MIRRI SR, 

• bývalí zamestnanci MIRRI SR. 

 

7. Účel spracúvania osobných údajov: Prevádzkovateľ MIRRI SR spracúva osobné 

údaje a informuje zamestnancov o personálnych zmenách v organizácii na tieto účely: 

• na efektívne vybavenie administratívnych úkonov spojených s nástupmi / 

výstupmi zamestnancov z pracovného / služobného pomeru, 

mailto:zodpovedna.osoba@mirri.gov.sk
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• na uľahčenie súčinnosti a kooperácie medzi stálymi zamestnancami a novo-

nastupujúcimi zamestnancami, 

• na zrýchlenie procesu odovzdávacej agendy pri výstupe zamestnancov 

z pracovného / služobného pomeru, 

• na zefektívnenie procesu preberania agendy po bývalom zamestnancovi 

v prípade projektov MIRRI SR, 

• na minimalizovanie rizík spojených s únikom informácií cez iné kanály ako 

intranet (napr. súkromné e-maily mimo domény MIRRI SR) 

 

8. Právny základ spracúvania:  

Právnym základom pre spracúvanie mena, priezviska, útvaru a dátumu nástupu/ 

výstupu je oprávnený záujem prevádzkovateľa podľa čl. 6 ods.1 písm. f) GDPR: 

,,spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje 

prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami 

prevažujú záujmy alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú 

ochranu osobných údajov, najmä ak je dotknutou osobu dieťa.“ 

 

Oprávneným záujmom MIRRI SR je zlepšenie komunikácie medzi internými 

kolegami a zvýšenie transparentnosti ohľadom nástupov a výstupov zamestnancov 

z pracovného/ služobného pomeru. 

 

9. Spracovatelia osobných údajov:  

Príslušné organizačné útvary prevádzkovateľa, ktoré spravujú personálnu agendu na 

ministerstve. 

 

10. Príjemcovia osobných údajov: 

Osobné údaje sa neposkytujú žiadnym príjemcom. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie (intranet na platforme sharepoint), ľudské zdroje v 

podobe oprávnených osôb prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

13. Doba spracúvania a uchovávania osobných údajov: Prevádzkovateľ MIRRI SR 

spracúva osobné údaje po dobu potrebnú na vybavenie nástupnej agendy 

a vysporiadanie výstupnej agendy. 

 

14. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutých osôb – zamestnancov MIRRI alebo budúcich zamestnancov 

MIRRI SR. 

 

15. Spracovateľské činnosti: 
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-získavanie osobných údajov 

-zaznamenávanie osobných údajov ,  

-usporadúvanie a štruktúrovanie osobných údajov,  

-uchovávanie osobných údajov,  

-prepracúvanie, doplnenie alebo zmena osobných údajov (editácia),  

-vyhľadávanie a prehliadanie získaných osobných údajov,  

-využívanie osobných údajov na konkrétne účely,  

-preskupovanie alebo kombinovanie osobných údajov,  

-obmedzenie osobných údajov (pozastavenie spracúvania, obmedzenie použitia 

osobných údajov), 

-zverejnenie osobných údajov na internej platforme, 

-vymazanie alebo likvidácia osobných údajov. 

 

16. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

17. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

18. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

19. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo namietať spracúvanie osobných údajov. 

 

20. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby za oblasť GDPR. 

 

21. Poskytovanie osobných údajov na uvedené účely nie je zákonnou alebo zmluvnou 

požiadavkou, alebo požiadavkou, ktorá je potrebná na uzavretie zmluvy. Dotknutá 

osoba nie je povinná poskytnúť osobné údaje, pretože ich zamestnávateľ MIRRI SR 

už má k dispozícii. V prípade, že zamestnanec neposkytnutia takéto údaje, nebolo by 

možné napr. efektívne vysporiadať odovzdávaciu agendu. 

 

22. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov.  
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BAZÁR PRE ZAMESTNANCOV 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Názov spracúvania: Zverejňovanie inzerátov typu predaj/dopyt pre interných 

zamestnancov ministerstva 

 

4. Rozsah spracúvaných osobných údajov: V prípade zamestnancov, ktorí si chcú 

nechať zverejniť svoj inzerát na intranete, MIRRI spracúva tieto osobné údaje 

inzerentov: 

• e-mailová adresa, 

• telefónne číslo (ak ho zamestnanec uvedie), 

• meno, priezvisko (ak ho zamestnanec uvedie). 

Zamestnanec sa môže dobrovoľne rozhodnúť, či poskytne svoju e-mailovú adresu 

alebo telefónne číslo alebo oboje. Zamestnanec by mal na účely zverejňovania 

inzerátu používať svoje súkromné kontaktné údaje. Na účely predaja súkromnej veci 

by zamestnanec nemal využívať svoj služobný/ pracovný e-mail a telefónne číslo. 

 

5. Kategórie osobných údajov: všeobecné osobné údaje. 

 

6. Kategórie dotknutých osôb: Dotknutými osobami sú fyzické osoby, ktorí sú 

internými zamestnancami MIRRI SR a rozhodli sa podať si inzerát na predaj veci/ 

dopyt tovaru cez intranetovú platformu MIRRI SR. 

 

7. Účel spracúvania osobných údajov: Prevádzkovateľ MIRRI SR spracúva osobné 

údaje na tieto účely: 

• zverejnenie inzerátu na účely informovania ostatných zamestnancov 

o pridanom inzeráte, 

• administratívne úkony spojené s editáciou inzerátu, so sledovaním stavu 

inzerátu a vymazaním inzerátu po úspešnom predaji veci/ tovaru. 

mailto:zodpovedna.osoba@mirri.gov.sk
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• na komunikáciu so zamestnancom, ktorý si inzerát podal (napr. na vyriešenie 

problémov s inzerátom, na vyriešenie požiadaviek a podobne). 

 

8. Právny základ spracúvania:  

Právnym základom pre spracúvanie osobných údajov je súhlas dotknutej osoby so 

spracúvaním osobných údajov podľa čl. 6 ods.1 písm. a) GDPR: 

,,dotknutá osoba vyjadrila súhlas so spracúvaním svojich osobných údajov na jeden 

alebo viaceré konkrétne účely.“ 

 

9. Spracovatelia osobných údajov:  

Príslušné organizačné útvary prevádzkovateľa, ktoré obsahovo spravujú intranet. 

 

10. Príjemcovia osobných údajov: 

Osobné údaje sa neposkytujú žiadnym príjemcom mimo interných zamestnancov 

MIRRI. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie (intranet na platforme sharepoint), ľudské zdroje v 

podobe oprávnených osôb prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

13. Doba spracúvania a uchovávania osobných údajov: Prevádzkovateľ MIRRI SR 

spracúva osobné údaje po dobu 90 dní. Po 90 dňoch bude inzerát zamestnanca 

odstránený z intranetu a taktiež budú vymazané jeho osobné údaje z interných 

systémov. 

 

14. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutých osôb – zamestnancov MIRRI. 

 

15. Spracovateľské činnosti: 

-získavanie osobných údajov 

-zaznamenávanie osobných údajov ,  

-usporadúvanie a štruktúrovanie osobných údajov,  

-uchovávanie osobných údajov,  

-prepracúvanie, doplnenie alebo zmena osobných údajov (editácia),  

-vyhľadávanie a prehliadanie získaných osobných údajov,  

-využívanie osobných údajov na konkrétne účely,  

-preskupovanie alebo kombinovanie osobných údajov,  

-obmedzenie osobných údajov (pozastavenie spracúvania, obmedzenie použitia 

osobných údajov), 

-zverejnenie osobných údajov na internej platforme, 

-vymazanie alebo likvidácia osobných údajov. 
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16. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

17. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

18. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

19. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na prenosnosť údajov, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

20. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby za oblasť GDPR. 

 

21. Poskytovanie osobných údajov na uvedené účely nie je zákonnou alebo zmluvnou 

požiadavkou, alebo požiadavkou, ktorá je potrebná na uzavretie zmluvy. Dotknutá 

osoba nie je povinná poskytnúť osobné údaje, pretože zapojenie sa do bazára MIRRI 

je dobrovoľné. V prípade, že zamestnanec neposkytne minimálne potrebné kontaktné 

údaje, nebude možné zverejniť jeho inzerát. 

 

22. O vymazanie inzerátu môže zamestnanec požiadať aj skôr ako o 90 dní, ak si to 

zamestnanec bude priať. V prípade, že chce zamestnanec odvolať svoj súhlas, môže 

napísať svoju požiadavku na zodpovedna.osoba@mirri.gov.sk 

 

23. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov.  
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KAMEROVÝ SYSTÉM V CHRÁNENÝCH PRIESTOROCH 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Názov spracúvania: Monitorovanie vstupov do priestorov serverovne kamerami 

 

4. Rozsah spracúvaných osobných údajov: 

 

• videozáznam s tvárou a postavou dotknutej osoby  

 

5. Kategórie osobných údajov: bežné osobné údaje. 

 

6. Kategórie dotknutých osôb:  

• Fyzické osoby –  zamestnanci MIRRI SR a zamestnanci dodávateľa, ktorí 

vstupujú do chránených priestorov serverovne.  

 

7. Účel spracúvania osobných údajov: Prevádzkovateľ MIRRI SR využíva 

monitorovanie kamerou a spracúva videozáznamy (tvár a postavu dotknutých osôb) na 

kontrolu prístupu oprávnených / neoprávnených osôb vstupujúcich do chránených 

priestorov serverovne. 

 

18. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov 

zamestnancov je spracúvanie nevyhnutné na splnenie úlohy realizovanej vo 

verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi 

podľa čl. 6 ods. 1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na splnenie úlohy 

realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi.“ 

Úloha, ktorú prevádzkovateľ plní podľa § 20 ods. 2 písm. o) zákona č. 69/2018 Z.z. o 

kybernetickej bezpečnosti a o zmene a doplnení niektorých zákonov je ochrana 

mailto:zodpovedna.osoba@mirri.gov.sk
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technických prostriedkov v správe prevádzkovateľa zaistením fyzickej a objektovej 

bezpečnosti: ,,Bezpečnostné opatrenia sa prijímajú aspoň pre 

o) fyzickú bezpečnosť, bezpečnosť prostredia a správu koncových zariadení.“ 

 

Umiestnenie kamier v priestoroch serverovne je jedným z bezpečnostných prvkov na 

zaistenie fyzickej bezpečnosti sietí a informačných systémov, ktoré uvádza Príloha č.1 

bod 125, bod 126 a bod 127 vyhlášky Národného bezpečnostného úradu č. 227/2025 

Z.z. o bezpečnostných opatreniach, ktorou sa ustanovuje rozsah bezpečnostných 

opatrení pre oblasti kybernetickej bezpečnosti: 

,,Bod 125: Zabezpečené priestory sú nepretržite monitorované z hľadiska 

neoprávneného fyzického prístupu, 

Bod 126: Sú monitorované všetky prístupy do zabezpečených priestorov a je 

zabezpečená dohľadateľnosť pohybu. 

Bod 127: Sú monitorované a vizuálne zaznamenávané všetky prístupy do 

zabezpečených priestorov a je zabezpečená dohľadateľnosť pohybu.“ 

Optimálne požiadavky na fyzickú bezpečnosť a bezpečnosť prostredia informačných 

technológií verejnej správy určuje aj časť L. Fyzická bezpečnosť a bezpečnosť 

prostredia: Kategória I, II a III vo vyhláške č. 179/2020 Z.z. Úradu podpredsedu vlády 

Slovenskej republiky pre investície a informatizáciu z. 22. júna 2020, ktorou sa 

ustanovuje spôsob kategorizácie a obsah bezpečnostných opatrení informačných 

technológií verejnej správy. 

 

8. Spracovatelia osobných údajov:  

Príslušný organizačný útvar prevádzkovateľa, ktorý spravuje zariadenia v priestoroch 

serverovne. 

 

9. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

• Nie. Prevádzkovateľ nevyužíva žiadneho sprostredkovateľa. 

 

10. Príjemcovia osobných údajov:  

• Osobné údaje môžu byť poskytnuté len orgánom činným v trestnom konaní v 

prípade vyšetrovania trestného činu. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie (záznamové zariadenie), ľudské zdroje v podobe 

oprávnených osôb prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Doba spracúvania a uchovávania osobných údajov: Prevádzkovateľ spracúva 

osobné údaje po dobu 30 dní. Následne po tejto lehote budú osobné údaje vymazané. 

 

13. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutých osôb – zamestnancov MIRRI SR, priamo z výstupu z 

kamerového systému. Ďalej tieto potrebné údaje vyhodnocuje odbor správy 

a prevádzky IT v prípade vstupu do serverovne neoprávnenou osobou alebo v prípade 

bezpečnostného incidentu/ porušenia fyzickej bezpečnosti v priestoroch serverovne. 
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Následne sa videozáznamy ešte archivujú po dobu 30 dní na účely vyriešenia 

incidentu a vyvodenia personálnej zodpovednosti. 

 

14. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

15. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

16. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

17. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

18. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, 

e-mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni 

prevádzkovateľa. 

 

19. Poskytovanie osobných údajov nie je zákonnou požiadavkou ani nevyplýva z plnenia 

úloh pri výkone verejného záujmu alebo pri výkone verejnej moci prostredníctvom 

činností prevádzkovateľa. V prípade, ak však dotknutá osoba neposkytne potrebné 

osobné údaje, nebude jej umožnený vstup do chránených priestorov serverovne. 

 

20. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na 

ochranu osobných údajov Slovenskej republiky (gov.sk) 

  

mailto:zodpovedna.osoba@mirri.gov.sk
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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SPRAVOVANIE PROFILOV MINISTERSTVA NA SOCIÁLNYCH SIEŤACH 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“ministerstvo” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: 

 

Všeobecná kategória osobných údajov: 

• údaje o používateľovi sociálnej siete (meno, priezvisko uvedené na 

profile používateľa alebo pseudonym, profilová fotografia alebo 

obrázok, informácie, ktoré o sebe zverejnil používateľ) 

• údaje, ktoré používateľ pridá na našom profile na sociálnych sieťach 

(napr. príspevky, komentáre, obrázky, fotografie, gify, videá, lajky, 

správy, popisky), 

• údaje, ktoré zverejňujeme na profile ministerstva na sociálnych sieťach. 

(napr. meno a priezvisko zamestnanca, partnerov ministerstva, 

fotografie z podujatí, citácia, obsah príspevku a pod.) 

 

4. Kategórie osobných údajov: bežné osobné údaje 

 

5. Kategórie dotknutých osôb:  

• Fyzické osoby –  zamestnanci ministerstva, zainteresované osoby a partneri 

ministerstva, registrovaní používatelia sociálnych sietí (prihlásení aj 

neprihlásení používatelia), neregistrovaní používatelia sociálnych sietí. 

 

6. Účel spracúvania osobných údajov: Vaše osobné údaje spracúvame: 

▪ aby sme mohli spravovať svoje profily ministerstva (fanpage) na sociálnych 

sieťach, 

▪ aby sme mohli reagovať na podnety, otázky, reakcie, chválu, kritiku od 

používateľov a poskytovať tak spätnú väzbu používateľom sociálnych sietí 

(komunikácia s používateľmi), 

▪ aby sme mohli informovať verejnosť o činnostiach ministerstva, 

▪ na prezentovanie úspechov ministerstva a zrealizovaných podujatí, 
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▪ na šírenie a obhajovanie dobrého mena ministerstva, 

▪ na meranie návštevnosti, popularity a kvantifikovanie interakcií s cieľom 

zlepšiť spôsob prezentácie ministerstva a zlepšiť spôsob, akým ministerstvo 

informuje verejnosť (analytika a merania návštevnosti), 

 

7. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov 

zamestnancov je spracúvanie na základe oprávnených záujmov prevádzkovateľa 

podľa čl. 6 ods.1 písm. f) GDPR: ,,spracúvanie je nevyhnutné na účely oprávnených 

záujmov, ktoré sleduje prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď 

nad takýmito záujmami prevažujú záujmy alebo základné práva a slobody dotknutej 

osoby, ktoré si vyžadujú ochranu osobných údajov, najmä ak je dotknutou osobu 

dieťa.“ 

 

Oprávneným záujmom, na základe ktorého ministerstvo koná, je aktívne informovanie 

verejnosti o aktivitách a činnostiach ministerstva, prezentovanie dobrého mena 

ministerstva a zlepšovanie spôsobu, akým ministerstvo komunikuje vo vzťahu 

k občanom SR. 

 

V relevantných prípadoch (ak ide o dobročinné akcie alebo podujatia ministerstva, 

ktorých sa zúčastnia zamestnanci, zainteresované osoby alebo partneri ministerstva) 

používa ministerstvo ako právny základ súhlas so spracúvaním osobných údajov 

podľa čl. 6 ods. 1 písm. a) GDPR: ,,dotknutá osoba vyjadrila súhlas so spracúvaním 

svojich osobných údajov na jeden alebo viaceré konkrétne účely.“ 

 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

• Ministerstvo nevyužíva žiadneho sprostredkovateľa. 

 

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

• Ministerstvo nevyužíva žiadneho subsprostredkovateľa. 

 

10. Príjemcovia osobných údajov:  

• K osobným údajom na sociálnych sieťach majú prístup subjekty, ktoré 

zabezpečujú správu profilov na sociálnych sieťach (Meta Platforms 

Technologies, Google, Microsoft Corporation) a ich subdodávatelia (podpora 

informačných technológií, reklamné agentúry, dodávatelia analytických 

nástrojov). Ministerstvo ako samostatný prevádzkovateľ neposkytuje osobné 

údaje zo sociálnych sietí žiadnym ďalším subjektom. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie (informačný systém, sieťové priečinky), ľudské 

zdroje v podobe oprávnených osôb prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Opis plánovaného spracúvania: Ministerstvo získava potrebné osobné údaje od 

dotknutých osôb – od používateľov (ak napíšu komentár alebo pošlú súkromnú 

správu), od osôb, ktoré sa zúčastnili na podujatí alebo zamestnancov ministerstva. 
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Ministerstvo tiež získava osobné údaje z platforiem na sociálnych sieťach. S týmito 

potrebnými osobnými údajmi následne ministerstvo pracuje na účely uvedené v bode 

č. 6. 

 

13. Zdroj, z ktorého boli získané osobné údaje (ak neboli získané priamo od dotknutej 

osoby), boli získané z platformy sociálnych sietí Facebook, Instagram, LinkedIn 

a Youtube. Tie osobné údaje, ktoré používateľ sám zverejnil na sociálnych sieťach, 

pochádzajú z verejne prístupných zdrojov 

 

14. Dôležité informácie o spracúvaní osobných údajov: 

▪ Ak spracúvame Vaše osobné údaje na základe Vášho súhlasu, máte právo 

kedykoľvek odvolať súhlas. Najjednoduchšie je poslať svoju požiadavku 

o odvolanie súhlasu e-mailom na zodpovedna.osoba@mirri.gov.sk  

 

▪ Odporúčame Vám oboznámiť sa s podmienkami spracúvania osobných údajov 

zo strany poskytovateľov sociálnych sietí. Títo poskytovatelia môžu spracúvať 

Vaše osobné údaje vo väčšom rozsahu ako ministerstvo, na odlišné účely, 

s inou dobou spracúvania a pod. 

Spoločnosť Meta Platforms Technologies Ochrana osobných údajov Facebook 

Spoločnosť Meta Platforms Technologies Ochrana osobných údajov Instagram  

Spoločnosť Google Ochrana osobných údajov Youtube  

Spoločnosť Microsoft Corporation Zásady ochrany osobných údajov Linked In 

 

▪ Zodpovedáme len za spracúvanie osobných údajov, ktoré vykonávame ako 

samostatný prevádzkovateľ (spravovanie vlastného profilu ako ministerstvo, 

zverejňovanie fotografií, príspevkov, vlastné kampane, pozvánky, vlastné 

komentáre). Nezodpovedáme za spracúvanie na účely, ktoré si stanovujú sami 

poskytovatelia sociálnych sietí, ktorí spracúvajú osobné údaje vo vlastnom 

mene. 

 

▪ Vaše osobné údaje nespracúvame na iné účely, než sú uvedené v tomto 

dokumente. Údaje, ktoré používateľ z vlastnej iniciatívy pridá na náš profil 

ministerstva, ďalej neukladáme ani nepoužívame na žiadne ďalšie účely. 

 

▪ Máme právo a zodpovednosť vymazať z nášho profilu obsah, ktorý porušuje 

právne predpisy, je nelegálny, neetický, vulgárny, má sexuálny obsah alebo 

podtext. 

 

 

15. Doba spracúvania a uchovávania osobných údajov: Prevádzkovateľ spracúva 

osobné údaje najviac po dobu 5 rokov. Následne po tejto lehote budú osobné údaje 

vymazané z profilu ministerstva. Príspevky na profile ministerstva na časovej osi 

premazávame z dôvodu aktualizácie tém, ktorým sa venujeme, najneskôr po 5 rokoch. 

Poskytovateľ sociálnej siete však môže Vaše osobné údaje naďalej uchovávať na 

vlastné účely, pričom túto skutočnosť ministerstvo nevie ovplyvniť.  

 

mailto:zodpovedna.osoba@mirri.gov.sk
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16. Prenos osobných údajov do tretej krajiny: Ministerstvo neposkytuje Vaše osobné 

údaje subjektom v tretích krajinách. Prevádzkovatelia sociálnych sietí však spracúvajú 

Vaše osobné údaje a vykonávajú prenos aj do tretích krajín, ktoré uvádzajú vo svojich 

podmienkach ochrany osobných údajov. V prípade, ak pôjde o tretiu krajinu, ktorá 

zaručuje primeranú ochranu vašich osobných údajov, bude to krajina z tohto zoznamu: 

Zoznam krajín zaručujúcich primeranú ochranu. Na takýto prenos nie je nutné žiadne 

osobitné povolenie. V prípade, že Vaše osobné údaje bude prevádzkovateľ sociálnych 

sietí spracúvať v tretej krajine mimo tohto zoznamu, musí táto krajina poskytovať 

primerané záruky ochrany osobných údajov podľa čl. 46 GDPR. 

 

17. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

18. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

19. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú, 

h) právo odvolať svoj súhlas so spracúvaním osobných údajov. 

 

20. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, 

e-mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni 

prevádzkovateľa. 

✓ Možnosť namietať voči spracúvaniu osobných údajov, požiadať 

o obmedzenie spracúvania osobných údajov alebo o vymazanie svojich 

osobných údajov, napríklad na Instagrame, si môžete uplatniť priamo 

u konkrétneho prevádzkovateľa sociálnej siete. Niektoré osobné údaje môžete 

o sebe vymazať aj sám ako používateľ (napr. komentár na profile ministerstva, 

príspevok či súkromnú správu). 

 

21. Poskytovanie osobných údajov nie je zákonnou ani zmluvnou požiadavkou. V prípade 

neposkytnutia osobných údajov nehrozia dotknutej osobe žiadne negatívne dôsledky. 

 

https://dataprotection.gov.sk/uoou/sk/content/prenos-do-krajin-zarucujucich-primeranu-uroven-ochrany-0
mailto:zodpovedna.osoba@mirri.gov.sk
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22. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na 

ochranu osobných údajov Slovenskej republiky (gov.sk) 

 

  

  

https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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114 
 

PREZENČNÉ LISTINY ÚČASTNÍKOV 

 

Informácie pre dotknutú osobu (účastníka) pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Názov spracúvania: Spracúvanie osobných údajov v prezenčnej listine účastníkov 

z podujatia/ školenia/ pracovného stretnutia / konferencie  

 

4. Rozsah spracúvaných a zverejňovaných osobných údajov:  

 

Účastník podujatia/ školenia/ pracovného stretnutia/ konferencie : titul, meno, 

priezvisko, názov subjektu, podpis. 

 

5. Kategórie osobných údajov: všeobecné osobné údaje 

 

6. Kategórie dotknutých osôb: fyzické osoby –  účastníci daného podujatia 

 

7. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje uvedené 

v prezenčných listinách zo školení/ pracovných stretnutí/ konferencií/ podujatí na 

účely administratívneho spracovania prezenčnej listiny účastníkov.  

 

Pri podujatiach financovaných z európskych zdrojov  prevádzkovateľ spracúva osobné 

údaje účastníkov za účelom preukázania počtu účastníkov školenia povereným 

zástupcom Európskej komisie alebo členom kontrolnej skupiny v prípade auditu. 

 

Po ukončení podujatia prevádzkovateľ uchováva osobné údaje za účelom vyhotovenia 

písomného zápisu zo stretnutia/ podujatia/ školenia. 

 

8. Právny základ spracúvania:  

V prípade podujatí financovaných z verejných alebo európskych zdrojov 

prevádzkovateľ MIRRI SR spracúva osobné údaje potrebné na splnenie úlohy 

realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej 
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prevádzkovateľovi podľa čl. 6 ods. 1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na 

splnenie úlohy realizovanej vo verejnom záujme alebo pri výkone verejnej moci 

zverenej prevádzkovateľovi.“  

Právnym základom pre spracúvanie osobných údajov v prípade bežných školení/ 

pracovných stretnutí je oprávnený záujem prevádzkovateľa podľa čl. 6 ods.1 písm. 

f) GDPR: ,,spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje 

prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami 

prevažujú záujmy alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú 

ochranu osobných údajov, najmä ak je dotknutou osobu dieťa.“ 

 

9. Spracovatelia osobných údajov: Príslušné organizačné útvary prevádzkovateľa:  

 

10. Príjemcovia osobných údajov: 

 

▪ Európska komisia alebo členovia kontrolnej skupiny v prípade auditu, ak ide o 

podujatia, pri ktorom sa kontroluje oprávnenosť čerpania finančných zdrojov. 

▪ pri podujatiach, ktoré nie sú hradené z operačných programov, európskych 

zdrojov či iných verejných zdrojov, sa osobné údaje neposkytujú žiadnym 

príjemcom. 

 

11. Prostriedky spracúvania: Priestory jednotlivých spoločných prevádzkovateľov, 

kancelárske vybavenie, počítačové a softvérové vybavenie, ľudské zdroje v podobe 

oprávnených osôb spoločných prevádzkovateľov, ktorí spracúvajú osobné údaje. 

 

12. Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú uchovávané 

v súlade s čl. 5 GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami  GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

13. Doba uchovávania osobných údajov: Po ukončení podujatia uchováva 

prevádzkovateľ osobné údaje po dobu šiestich mesiacov, a to za účelom preukázania 

počtu účastníkov školenia povereným zástupcom Európskej komisie alebo členom 

kontrolnej skupiny v prípade auditu. 

 

Po ukončení podujatia uchováva prevádzkovateľ osobné údaje po dobu 7 dní, a to za 

účelom vyhotovenia písomného zápisu zo stretnutia. 

 

14. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava osobné údaje od 

účastníkov podujatia/ školenia/ pracovného stretnutia/ konferencie. Ďalej osobné údaje 

štrukturalizuje a uchováva. V oprávnených prípadoch osobné údaje z prezenčných 

listín prevádzkovateľ poskytuje relevantným príjemcom pri preukazovaní 

oprávnenosti čerpania finančných zdrojov. 

  

15. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  
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16. Prenos osobných údajov medzinárodným organizáciám: Áno, vykonáva sa 

v prípade realizácie auditov Európskou komisiou. Prijímateľom osobných údajov je 

v tomto prípade Európska komisia alebo členovia kontrolnej skupiny v prípade auditu, 

ak ide o podujatia, pri ktorom sa kontroluje oprávnenosť čerpania finančných zdrojov. 

 

17. Pri podujatiach, ktoré nie sú hradené z operačných programov, európskych zdrojov či 

iných verejných zdrojov, sa osobné údaje neposkytujú žiadnym príjemcom. 

 

18. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

19. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov. 

Právo dotknutej osoby na neuplatňovanie rozhodovania založeného výlučne na 

automatizovanom individuálnom rozhodovaní vrátane profilovania sa na tu uvedené 

účely neuplatňuje.  

 

20. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby. 

 

21. Poskytovanie osobných údajov je oprávnenou požiadavkou zo zákona v zmysle § 55 

zákona o verejnom obstarávaní. 

 

22. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov.  
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SLUŽOBNÉ PREUKAZY 
 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

„MIRRI SR” alebo „prevádzkovateľ“) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Kontaktné údaje zodpovednej osoby pre ochranu osobných údajov MIRRI SR:  

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

 

3. Rozsah spracúvaných osobných údajov: 

MIRRI SR spracúva osobné údaje v rozsahu: 

• titul, 

• meno a priezvisko, 

• osobné číslo zamestnanca, 

• fotografia, 

• podpis zamestnanca v preberacom protokole pri prevzatí služobného preukazu, 

• dátum vydania pri nástupe zamestnanca a dátum odovzdania služobného 

preukazu pri výstupe zamestnanca. 

 

4. Kategórie osobných údajov: 

MIRRI SR spracúva bežné osobné údaje. MIRRI SR nespracúva osobné údaje osobitnej 

kategórie osobných údajov. 

 

5. Kategórie dotknutých osôb: 

Dotknutými osobami sú fyzické osoby –  zamestnanci v orgánoch štátnej a verejnej 

správy, pre ktorých MIRRI SR vyhotovuje služobný preukaz. 

 

6. Účel spracúvania osobných údajov: 

Prevádzkovateľ spracúva osobné údaje na účely vyhotovenia služobného preukazu 

a splnenia zákonnej povinnosti vyhotoviť služobný preukaz. 

 

Prevádzkovateľ vedie agendu služobných preukazov na účely: 

mailto:zodpovedna.osoba@mirri.gov.sk
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• zisťovania stavu vysporiadania sa pri ukončení služobného/pracovného 

pomeru, 

• kontroly pri strate služobného preukazu, 

• na riešenie bezpečnostného incidentu v prípade trvalej straty služobného 

preukazu, 

• vyhotovenia nového služobného preukazu v prípade straty, jeho poškodenia 

alebo v prípade zmeny osobných údajov na základe pôvodných údajov, 

• predkladania údajov príslušným dozorným orgánom v prípade auditu/kontroly. 

 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov dotknutých osôb na účely 

vyhotovenia služobného preukazu, riešenie bezpečnostného incidentu  a predkladania 

údajov v prípade auditu/kontroly je splnenie zákonnej povinnosti podľa čl. 6 ods. 1 

písm. c) GDPR: „spracúvanie je nevyhnutné na splnenie zákonnej povinnosti 

prevádzkovateľa“. Prevádzkovateľovi vyplývajú povinnosti z: 

• § 108 a § 111 ods. 1 zákona č. 55/2017 Z. z. o štátnej službe a o zmene a 

doplnení niektorých zákonov, 

• § 40 zákona č. 18/2018 Z. z. o ochrane osobných údajov a o zmene a doplnení 

niektorých zákonov, 

• § 93 zákona  č. 18/2018 Z. z. o ochrane osobných údajov a o zmene a doplnení 

niektorých zákonov. 

Právnym základom pre spracúvanie osobných údajov na účely zisťovania stavu 

vysporiadania sa pri ukončení služobného/pracovného pomeru, kontroly pri strate 

služobného preukazu a vyhotovenia nového služobného preukazu v prípade straty, jeho 

poškodenia alebo zmeny osobných údajov na základe pôvodných údajov je oprávnený 

záujem prevádzkovateľa alebo tretej strany podľa čl. 6 ods. 1 písm. f) GDPR: 

„spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje prevádzkovateľ 

alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami prevažujú záujmy 

alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných 

údajov, najmä ak je dotknutou osobu dieťa.“ 

Oprávneným záujmom je zabezpečiť odovzdanie služobného preukazu do rúk poverenej 

osoby pri ukončení služobného pomeru, chrániť majetok MIRRI SR (služobný preukaz je 

majetkom MIRRI SR) a zjednodušiť proces vybavovania náhradného služobného 

preukazu pre existujúceho zamestnanca.  

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nevyužíva žiadneho sprostredkovateľa. 

 

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

Prevádzkovateľ nevyužíva žiadneho sub-sprostredkovateľa. 
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10. Príjemcovia osobných údajov:  

Na účely riešenia trestného činu krádeže môžu byť osobné údaje poskytnuté 

organizačným zložkám Prezídia Policajného zboru a orgánom činným v trestnom konaní. 

V prípade porušenia ochrany osobných údajov môžu byť osobné údaje poskytnuté 

dozornému orgánu – Úradu na ochranu osobných údajov Slovenskej republiky. 

 

11. Doba spracúvania a uchovávania osobných údajov: 

Prevádzkovateľ spracúva osobné údaje dotknutých osôb počas doby trvania 

služobného/pracovného pomeru a do odovzdania služobného preukazu poverenému 

zamestnancovi MIRRI SR pri výstupe. Po ukončení služobného/pracovného pomeru je 

služobný preukaz skartovaný a osobné údaje v rozsahu titul, meno a priezvisko, dátum 

vydania pri nástupe a dátum odovzdania služobného preukazu pri výstupe uchovávané po 

dobu 10 rokov na účel kontroly zo strany Úradu na ochranu osobných údajov Slovenskej 

republiky.  

 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám: 

Nie, nevykonáva sa.  

 

13. Automatizované individuálne rozhodovanie a profilovanie: 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

14. Práva dotknutej osoby: 

V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

b) právo na potvrdenie o spracúvaní osobných údajov, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, 

ktoré sa jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov, 

h) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

15. Žiadosť o výkon práv dotknutej osoby: 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 
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16. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytovanie osobných údajov nie je zmluvnou požiadavkou ani požiadavkou na 

uzatvorenie zmluvy. Poskytovanie osobných údajov je zákonnou požiadavkou, ktorá 

vyplýva z § 108 a § 111 ods. 1 zákona č. 55/2017 Z. z. o štátnej službe a o zmene a 

doplnení niektorých zákonov. V prípade neposkytnutia nevyhnutných osobných údajov 

nie je možné zamestnancovi vyhotoviť služobný preukaz. 

 

17. Podávanie návrhu na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu na 

ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov. Podávanie návrhu na začatie konania o ochrane osobných údajov | Úrad na 

ochranu osobných údajov Slovenskej republiky 

 

  

https://dataprotection.gov.sk/sk/ine/vyhladavanie-sluzby-formulara-elektronicku-komunikaciu/podavanie-navrhu-zacatie-konania/
https://dataprotection.gov.sk/sk/ine/vyhladavanie-sluzby-formulara-elektronicku-komunikaciu/podavanie-navrhu-zacatie-konania/
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POUČENIA POVERENÝCH OSȎB 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 o ochrane 

fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým sa zrušuje 

smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) Ministerstvo 

investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako “MIRRI SR” alebo 

“prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, poskytuje dotknutej 

osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: 

 

Bežné osobné údaje 

• titul, 

• meno, priezvisko, 

• názov organizačného útvaru, 

• podpis. 

 

4. Kategórie osobných údajov: bežné osobné údaje 

 

5. Kategórie dotknutých osôb:  

• Fyzické osoby –  zamestnanci v orgánoch štátnej a verejnej správy, ktorí boli 

poučení o zásadách ochrany osobných údajov. 

 

6. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje na 

účely: 

dokazovania vykonaného poučenia poverených osôb o zásadách ochrany osobných 

údajov a o záväzku mlčanlivosti. 

 

7. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov 

zamestnancov je splnenie zákonnej povinnosti podľa čl. 6 ods.1 písm. c) GDPR. 

 

Prevádzkovateľovi vyplývajú povinnosti z čl. 29 GDPR a § 36 zákona č. 18/2018 Z.z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov.  

 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 
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Prevádzkovateľ nevyužíva sprostredkovateľa. 

 

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

Prevádzkovateľ nevyužíva sub-sprostredkovateľa. 

10. Príjemcovia osobných údajov:  

• organizačné zložky Prezídia Policajného zboru, orgány činné v trestnom 

konaní v prípade riešenia trestného činu týkajúceho sa ochrany osobných 

údajov,  

• dozorné orgány: Úrad na ochranu osobných údajov v prípade riešenia 

porušenia ochrany osobných údajov. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, kancelárske vybavenie, 

počítačové a softvérové vybavenie, ľudské zdroje v podobe oprávnených osôb 

prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Doba spracúvania a uchovávania osobných údajov:  

Doba spracúvania je do ukončenia pracovného pomeru zamestnanca a následne sú 

osobné údaje archivované po dobu 5 rokov na účely dokazovania v prípade súčinnosti 

pri audite, kontrole a v konaniach o ochrane osobných údajov. 

 

13. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám: 

Nie, nevykonáva sa.  

 

14. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

15. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

16. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, 
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e-mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni 

prevádzkovateľa. 

 

17. Poskytovanie osobných údajov je zákonnou požiadavkou. Poskytovanie osobných 

údajov nie je zmluvnou požiadavkou ani požiadavkou na uzatvorenie zmluvy. 

 

V prípade neposkytnutia nevyhnutných osobných údajov nie je možné vyhotoviť 

písomný záznam o poučení poverenej osoby, ktorým prevádzkovateľ preukazuje, že 

dal poverenej osobe pokyny ohľadom spracúvania osobných údajov.  

 

18. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na 

ochranu osobných údajov Slovenskej republiky (gov.sk) 

  

mailto:zodpovedna.osoba@mirri.gov.sk
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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ZASADNUTIA VÝBOROV, PRACOVNÝCH SKUPÍN A KOMISIÍ MINISTERSTVA 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: 

Bežné osobné údaje o členoch pracovnej skupiny: 

• titul, meno, priezvisko, 

• e-mail, 

• telefónne číslo, 

• funkcia. 

Bežné osobné údaje z prezenčných listín a zápisníc: 

• meno, priezvisko, 

• názov organizácie, 

• dátum a podpis. 

Bežné osobné údaje zo zasadnutí: 

• zvukový záznam z priebehu zasadnutí, 

• meno, priezvisko pri predstavení fyzickej osoby, 

• vyhotovená zápisnica zo zasadnutia. 

 

4. Kategórie osobných údajov: bežné osobné údaje  

 

5. Kategórie dotknutých osôb:  

• Fyzické osoby –  členovia pracovnej skupiny/výboru/komisie, prizvané osoby, 

členovia sekretariátu pracovnej skupiny/výboru/komisie. 

 

 

mailto:zodpovedna.osoba@mirri.gov.sk
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6. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje na tieto 

účely: zasielanie dôležitých informácií k zasadnutiam, zasielanie pozvánok členom, 

kontaktovanie členov napr. v prípade zmeny termínu zasadnutia, administratívne 

úkony spojené s menovacími a odvolacími dekrétmi, zorganizovanie zasadnutí, 

zisťovanie spokojnosti a názorov členov k aktivitám a témam pracovnej 

skupiny/výboru/komisie, administratívne spracovanie výsledkov hlasovania členov, 

spracovanie návrhov na lepšie a efektívnejšie fungovanie pracovnej 

skupiny/výboru/komisie, administratívne úkony spojené s prijatím opatrení, kontrola 

počtu účastníkov, preukázanie vynakladania oprávnených výdavkov súvisiacich 

s prípravou zasadnutí v prípade, ak je pracovná skupina/výbor/komisia hradená 

z finančných prostriedkov EÚ. 

 

7. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov 

o členoch pracovnej skupiny/výboru/komisie a údajov zo zasadnutí je plnenie úloh 

pri výkone verejného záujmu alebo pri výkone verejnej moci podľa čl. 6 ods.1 

písm. e) GDPR: ,,spracúvanie je nevyhnutné na splnenie úlohy realizovanej vo 

verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi.“ 

 

Spracúvanie je nevyhnutné na splnenie úloh a cieľov projektov, ktoré sú realizované s 

podporou Európskej komisie na základe zmlúv o poskytnutí nenávratného finančného 

príspevku. MIRRI SR je orgánom verejnej moci, ktorý je zodpovedný za 

implementáciu projektu v rámci programového obdobia 2021-2027 a v rámci Plánu 

obnovy a odolnosti Slovenskej republiky. Na plnenie cieľov je nevyhnutné zriadiť v 

kompetencii MIRRI SR komisie, pracovné skupiny a výbory z rozličnou odbornou 

pôsobnosťou. 

 

Prevádzkovateľovi vyplývajú úlohy z § 10 zákona č. 575/2001 Z. z. o organizácii 

činnosti vlády a organizácii ústrednej štátnej správy. 

 

Právnym základom pre spracúvanie zvukových záznamov zo zasadnutí a osobných 

údajov z dotazníkov, je oprávnený záujem prevádzkovateľa podľa čl. 6 ods. 1 písm. 

f) GDPR: ,,spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje 

prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami 

prevažujú záujmy alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú 

ochranu osobných údajov, najmä ak je dotknutou osobu dieťa.“ 

Oprávnený záujem prevádzkovateľa je tvorba strategických dokumentov do 

budúcnosti a zlepšovanie fungovania pracovnej skupiny na základe zistených 

výstupov, kontrola počtu zúčastnených osôb, efektívne spracovanie výstupov zo 

zrealizovaného zasadnutia. 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

• MIRRI SR nevyužíva žiadneho sprostredkovateľa. 

 

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

• MIRRI SR nevyužíva žiadneho sub-sprostredkovateľa. 
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10. Príjemcovia osobných údajov:  

• fyzické osoby, ktoré požiadajú o informácie na základe zákona č. 211/2001 

Z.z. o slobodnom prístupe k informáciám a o zmene a doplnení niektorých 

zákonov (zákon o slobode informácií) 

• orgány auditu a dozoru, oprávnení príjemcovia na základe osobitného 

predpisu. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, prenajaté priestory (hotel, 

konferenčná miestnosť) kancelárske vybavenie, počítačové a softvérové vybavenie, 

ľudské zdroje v podobe oprávnených osôb prevádzkovateľa, ktorí spracúvajú osobné 

údaje. 

 

12. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutých osôb alebo z verejne dostupných zdrojov (webový portál 

organizácie). Ďalej tieto potrebné údaje spracúva MIRRI SR na účely uvedené v bode 

č.5. 

 

13. Doba spracúvania a uchovávania osobných údajov: Prevádzkovateľ spracúva 

osobné údaje členov pracovnej skupiny po dobu trvania ich členstva.  

Následne po tejto lehote budú osobné údaje uchovávané ešte po dobu 10 rokov 

z dôvodu plnenia zákonných povinností ako správca registratúry. 

Z dôvodu preukázania oprávnených výdavkov pri finančnej kontrole alebo pri 

externom audite zo strany európskych dozorných orgánov sa osobné údaje uchovávajú 

tiež po dobu 10 rokov. 

 

14. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám: 

Nie, nevykonáva sa. 

 

15. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

16. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 
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17. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, 

e-mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni 

prevádzkovateľa. 

 

18. Poskytovanie osobných údajov vyplýva z plnenia úloh pri výkone verejného záujmu 

alebo pri výkone verejnej moci podľa čl. 6 ods.1 písm. e) GDPR prostredníctvom 

činností prevádzkovateľa. Prevádzkovateľ je zodpovedný za implementáciu projektov 

v rámci v rámci programového obdobia 2021-2027 a v rámci Plánu obnovy a 

odolnosti Slovenskej republiky. 

V prípade neposkytnutia nevyhnutných osobných údajov nie je možné vymenovať 

člena pracovnej skupiny ani zasielať pozvánky a iné potrebné dokumenty k členstvu. 

 

19. Zdroj, z ktorého pochádzajú osobné údaje: Osobné údaje sme získali od 

dotknutých osôb, od organizácií alebo z verejne prístupných zdrojov (webové sídla 

organizácií). 

 

20. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na 

ochranu osobných údajov Slovenskej republiky (gov.sk) 

  

mailto:zodpovedna.osoba@mirri.gov.sk
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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ČINNOSTI PRACOVNEJ SKUPINY PARTNERSTVO PRE POLITIKU SÚDRŽNOSTI 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: 

 

Bežné osobné údaje z dotazníka: 

• meno, priezvisko, 

• e-mailová adresa, 

• názov organizácie. 

Bežné osobné údaje o členoch pracovnej skupiny: 

• titul, meno, priezvisko, 

• e-mail, 

• telefónne číslo, 

• funkcia. 

Bežné osobné údaje z prezenčných listín a zápisníc: 

• meno, priezvisko, 

• názov organizácie, 

• dátum a podpis. 

Bežné osobné údaje zo zasadnutí: 

• zvukový záznam z priebehu zasadnutí, 

• meno, priezvisko pri predstavení fyzickej osoby, 

• fotografie osôb. 

 

4. Kategórie osobných údajov: bežné osobné údaje  

 

 

mailto:zodpovedna.osoba@mirri.gov.sk
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5. Kategórie dotknutých osôb:  

• Fyzické osoby –  členovia pracovnej skupiny, prizvané osoby, členovia 

sekretariátu pracovnej skupiny. 

 

6. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje na tieto 

účely: zasielanie dôležitých informácií k zasadnutiam, zasielanie pozvánok členom, 

administratívne úkony spojené s vymenúvacími a odvolacími dekrétmi, zisťovanie 

spokojnosti a názorov členov k aktivitám pracovnej skupiny, k budúcemu smerovaniu 

a k témam pracovnej skupiny, zverejňovanie zápisníc, prezenčných listín a ďalších 

dokumentov na účely lepšej transparentnosti a informovania verejnosti. 

Fotografie a prezenčné listiny zo zasadnutí sa spracúvajú na účely preukázania 

splnenia podmienok na refundáciu výdavkov súvisiacich s prípravou zasadnutí. 

Osobné údaje z prezenčných listín sa spracúvajú na účely kontroly počtu účastníkov. 

 

7. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov zo 

zasadnutí je plnenie úloh pri výkone verejného záujmu alebo pri výkone verejnej 

moci podľa čl. 6 ods.1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na splnenie úlohy 

realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi.“ 

Spracúvanie osobných údajov je nevyhnutné na splnenie úloh a cieľov Politiky 

súdržnosti – stratégie EÚ na pomoc a podporu „celkového harmonického rozvoja 

členských štátov a regiónov“. Cieľom Politiky súdržnosti je posilňovať hospodársku, 

sociálnu a územnú súdržnosť pomocou zmenšovania rozdielov v stupni rozvoja medzi 

regiónmi. EÚ podporuje dosahovanie stanovených cieľov využívaním európskych 

fondov v súlade s ,,nariadením Európskeho parlamentu a Rady (EÚ) 2021/1060 z 24. 

júna 2021, ktorým sa stanovujú spoločné ustanovenia o Európskom fonde 

regionálneho rozvoja, Európskom sociálnom fonde plus, Kohéznom fonde, Fonde na 

spravodlivú transformáciu a Európskom námornom, rybolovnom a akvakultúrnom 

fonde a rozpočtové pravidlá pre uvedené fondy, ako aj pre Fond pre azyl, migráciu a 

integráciu, Fond pre vnútornú bezpečnosť a Nástroj finančnej podpory na riadenie 

hraníc a vízovú politiku“. Podľa čl. 8 vyššie uvedeného naradenia každý členský štát 

(rozumej prevádzkovateľ – MIRRI) organizuje a realizuje pre partnerskú dohodu 

(rozumej Partnerská dohoda Slovenskej republiky ako hlavný strategický dokument 

SR pre využívanie finančných prostriedkov z fondov EÚ) a každý program komplexné 

partnerstvo, čiže zapája sociálno-ekonomických partnerov do prípravy partnerskej 

dohody a do celého procesu prípravy, vykonávania a hodnotenia programov. 

Organizácia a realizácia partnerstva sa uskutočňuje v súlade s Európskym kódexom 

správania pre partnerstvo. 

 

Právnym základom pre spracúvaní osobných údajov z dotazníkov je oprávnený 

záujem prevádzkovateľa podľa čl. 6 ods. 1 písm. f) GDPR: ,,spracúvanie je 

nevyhnutné na účely oprávnených záujmov, ktoré sleduje prevádzkovateľ alebo tretia 

strana, s výnimkou prípadov, keď nad takýmito záujmami prevažujú záujmy alebo 

základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných 

údajov, najmä ak je dotknutou osobu dieťa.“ 
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Oprávnený záujem prevádzkovateľa je zapojenie zástupcov sociálno-ekonomických 

partnerov do prípravy a konzultácií dokumentov v oblasti politiky súdržnosti EÚ na 

národnej úrovni, prioritne podkladov a dokumentov v rámci prípravy príslušných 

programových období a zlepšovanie fungovania pracovnej skupiny na základe 

zistených výstupov. 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

• MIRRI SR nevyužíva žiadneho sprostredkovateľa. 

 

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

• MIRRI SR nevyužíva žiadneho sub-sprostredkovateľa. 

 

10. Príjemcovia osobných údajov:  

• fyzické osoby, ktoré požiadajú o informácie na základe zákona č. 211/2000 Z. 

z. o slobodnom prístupe k informáciám a o zmene a doplnení niektorých 

zákonov (zákon o slobode informácií), 

• Úrad splnomocnenca vlády SR pre rozvoj občianskej spoločnosti na účely 

facilitácie pracovnej skupiny (zlepšenie spolupráce a na dosahovanie cieľov 

pracovnej skupiny), 

• osoby vykonávajúce audit, napr. za účelom preukázania splnenia podmienok 

na refundáciu výdavkov súvisiacich s prípravou zasadnutí. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, prenajaté priestory (napr. 

hotel) kancelárske vybavenie, počítačové a softvérové vybavenie, ľudské zdroje v 

podobe oprávnených osôb prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutých osôb alebo z verejne dostupných zdrojov (webový portál 

organizácie). Ďalej tieto potrebné údaje spracúva MIRRI SR na účely uvedené v bode 

č.6. 

 

13. Doba spracúvania a uchovávania osobných údajov: Prevádzkovateľ spracúva 

osobné údaje členov pracovnej skupiny po dobu trvania ich členstva.  

Následne po tejto lehote budú osobné údaje uchovávané ešte po dobu 10 rokov 

z dôvodu plnenia zákonných povinností ako správca registratúry. 

Z dôvodu preukázania oprávnených výdavkov pri finančnej kontrole alebo pri 

externom audite zo strany európskych dozorných orgánov sa osobné údaje uchovávajú 

tiež po dobu 10 rokov. 

 

14. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám: 

Nie, nevykonáva sa. 

 

15. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 
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16. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

17. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, 

e-mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni 

prevádzkovateľa. 

 

18. Poskytovanie osobných údajov vyplýva z plnenia úloh pri výkone verejného záujmu 

alebo pri výkone verejnej moci podľa čl. 6 ods.1 písm. e) GDPR prostredníctvom 

činností prevádzkovateľa.. Prevádzkovateľ koná na základe ,,nariadenia Európskeho 

parlamentu a Rady (EÚ) 2021/1060 z 24. júna 2021, ktorým sa stanovujú spoločné 

ustanovenia o Európskom fonde regionálneho rozvoja, Európskom sociálnom fonde 

plus, Kohéznom fonde, Fonde na spravodlivú transformáciu a Európskom námornom, 

rybolovnom a akvakultúrnom fonde a rozpočtové pravidlá pre uvedené fondy, ako aj 

pre Fond pre azyl, migráciu a integráciu, Fond pre vnútornú bezpečnosť a Nástroj 

finančnej podpory na riadenie hraníc a vízovú politiku“.    

 

V prípade neposkytnutia nevyhnutných osobných údajov nie je možné 

vymenovať/odvolať člena pracovnej skupiny ani zasielať pozvánky a iné potrebné 

dokumenty k členstvu. 

 

19. Zdroj, z ktorého pochádzajú osobné údaje: Osobné údaje sme získali od 

dotknutých osôb, od organizácií alebo z verejne prístupných zdrojov (webové sídla 

organizácií). 

 

20. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na 

ochranu osobných údajov Slovenskej republiky (gov.sk) 

  

mailto:zodpovedna.osoba@mirri.gov.sk
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ČINNOSTI RADY VLÁDY SLOVENSKEJ REPUBLIKY PRE REGIONÁLNY ROZVOJ A 

POLITIKU SÚDRŽNOSTI EURÓPSKEJ ÚNIE 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: 

Bežné osobné údaje o členoch rady: 

• titul, meno, priezvisko, 

• e-mail, 

• telefónne číslo, 

• funkcia. 

Bežné osobné údaje z prezenčných listín a zápisníc: 

• meno, priezvisko, 

• názov organizácie, 

• dátum a podpis. 

Bežné osobné údaje zo zasadnutí: 

• zvukový záznam z priebehu zasadnutí, 

• meno, priezvisko pri predstavení fyzickej osoby, 

• fotografie osôb. 

 

4. Kategórie osobných údajov: bežné osobné údaje  

 

5. Kategórie dotknutých osôb:  

• Fyzické osoby –  členovia rady vlády, prizvané osoby, členovia sekretariátu 

rady vlády. 

 

6. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje na tieto 

účely: zasielanie dôležitých informácií k zasadnutiam, zasielanie pozvánok členom, 

 

mailto:zodpovedna.osoba@mirri.gov.sk
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administratívne úkony spojené s vymenúvacími a odvolacími dekrétmi, zverejňovanie 

zápisníc, prezenčných listín a ďalších dokumentov na účely lepšej transparentnosti a 

informovania verejnosti. 

Fotografie a prezenčné listiny zo zasadnutí sa spracúvajú na účely preukázania 

splnenia podmienok na refundáciu výdavkov súvisiacich s prípravou zasadnutí. 

Osobné údaje z prezenčných listín sa spracúvajú na účely kontroly počtu účastníkov. 

 

7. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov zo 

zasadnutí je plnenie úloh pri výkone verejného záujmu alebo pri výkone verejnej 

moci podľa čl. 6 ods.1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na splnenie úlohy 

realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi.“ 

Spracúvanie osobných údajov je nevyhnutné na splnenie úloh a cieľov politiky 

súdržnosti – stratégie EÚ. Cieľom politiky súdržnosti je posilňovať hospodársku, 

sociálnu a územnú súdržnosť pomocou zmenšovania rozdielov v stupni rozvoja medzi 

regiónmi. EÚ podporuje dosahovanie stanovených cieľov využívaním európskych 

fondov v súlade s ,,nariadením Európskeho parlamentu a Rady (EÚ) 2021/1060 z 24. 

júna 2021, ktorým sa stanovujú spoločné ustanovenia o Európskom fonde 

regionálneho rozvoja, Európskom sociálnom fonde plus, Kohéznom fonde, Fonde na 

spravodlivú transformáciu a Európskom námornom, rybolovnom a akvakultúrnom 

fonde a rozpočtové pravidlá pre uvedené fondy, ako aj pre Fond pre azyl, migráciu a 

integráciu, Fond pre vnútornú bezpečnosť a Nástroj finančnej podpory na riadenie 

hraníc a vízovú politiku“. Podľa čl. 8 vyššie uvedeného naradenia každý členský štát 

(MIRRI - prevádzkovateľ) organizuje a realizuje pre partnerskú dohodu (Partnerská 

dohoda Slovenskej republiky ako hlavný strategický dokument SR pre využívanie 

finančných prostriedkov z fondov EÚ) a každý program komplexné partnerstvo, čiže 

zapája sociálno-ekonomických partnerov do prípravy partnerskej dohody a do celého 

procesu prípravy, vykonávania a hodnotenia programov. Organizácia a realizácia 

partnerstva sa uskutočňuje v súlade s Európskym kódexom správania pre partnerstvo. 

 

Spracúvanie osobných údajov je nevyhnutné aj na splnenie úloh a cieľov rady, ktorá 

má zabezpečiť užšie prepojenie politiky regionálneho rozvoja a politiky súdržnosti 

Európskej únie v Slovenskej republike. Zároveň bude rada využívaná v súlade                              

s Programovým vyhlásením vlády Slovenskej republiky 2023 – 2027 (str. 58) aj ako 

platforma pre permanentný dialóg vlády SR so samosprávou. Rada je koordinačným, 

poradným a iniciatívnym orgánom vlády SR pre otázky týkajúce sa regionálneho 

rozvoja a politiky súdržnosti EÚ. Jej postavenie, pôsobnosť, úlohy, zloženie a zásady 

organizácie a činnosti upravuje Štatút Rady vlády Slovenskej republiky pre regionálny 

rozvoj a politiku súdržnosti Európskej únie, ktorý schválila vláda Slovenskej republiky 

uznesením č. 142 z 13. marca 2024.  

Predsedom rady je minister investícií, regionálneho rozvoja a informatizácie 

Slovenskej republiky. Sekretariát rady, ktorý plní úlohy spojené s organizačným a 

administratívno-technickým zabezpečovaním činnosti rady, je zriadený na 

Ministerstve investícií regionálneho rozvoja a informatizácie Slovenskej republiky. 
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Právnym základom pre spracúvaní osobných údajov z dotazníkov je oprávnený 

záujem prevádzkovateľa podľa čl. 6 ods. 1 písm. f) GDPR: ,,spracúvanie je 

nevyhnutné na účely oprávnených záujmov, ktoré sleduje prevádzkovateľ alebo tretia 

strana, s výnimkou prípadov, keď nad takýmito záujmami prevažujú záujmy alebo 

základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných 

údajov, najmä ak je dotknutou osobu dieťa.“ 

Oprávnený záujem prevádzkovateľa je zapojenie zástupcov územnej samosprávy,  

akademickej obce, zamestnávateľských združení a zväzov, splnomocnencov vlády SR 

do spolupráce s členmi vlády SR pri príprave nezáväzných stanovísk (vo forme 

uznesenia rady) určených pre vládu SR v otázkach týkajúcich sa regionálneho rozvoja 

a politiky súdržnosti Európskej únie.  

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

• MIRRI SR nevyužíva žiadneho sprostredkovateľa. 

 

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

• MIRRI SR nevyužíva žiadneho sub-sprostredkovateľa. 

 

10. Príjemcovia osobných údajov:  

• osoby vykonávajúce audit, napr. za účelom preukázania splnenia podmienok 

na refundáciu výdavkov súvisiacich s prípravou zasadnutí. 

 

11. Prostriedky spracúvania: Priestory prevádzkovateľa, prenajaté priestory (napr. 

hotel) kancelárske vybavenie, počítačové a softvérové vybavenie, ľudské zdroje v 

podobe oprávnených osôb prevádzkovateľa, ktorí spracúvajú osobné údaje. 

 

12. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutých osôb alebo z verejne dostupných zdrojov (webový portál 

organizácie). Ďalej tieto potrebné údaje spracúva MIRRI SR na účely uvedené v bode 

č.6. 

 

13. Doba spracúvania a uchovávania osobných údajov: Prevádzkovateľ spracúva 

osobné údaje členov rady po dobu trvania ich členstva resp. trvania rady.  

Následne po tejto lehote budú osobné údaje uchovávané ešte po dobu 10 rokov 

z dôvodu plnenia zákonných povinností ako správca registratúry. 

Z dôvodu preukázania oprávnených výdavkov pri finančnej kontrole alebo pri 

externom audite zo strany európskych dozorných orgánov sa osobné údaje uchovávajú 

tiež po dobu 10 rokov. 

 

14. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám: 

Nie, nevykonáva sa. 

 

15. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 
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16. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

17. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, 

e-mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni 

prevádzkovateľa. 

 

18. Poskytovanie osobných údajov vyplýva z plnenia úloh pri výkone verejného záujmu 

alebo pri výkone verejnej moci podľa čl. 6 ods.1 písm. e) GDPR prostredníctvom 

činností prevádzkovateľa. Prevádzkovateľ koná na základe:  

a) nariadenia Európskeho parlamentu a Rady (EÚ) 2021/1060 z 24. júna 2021, 

ktorým sa stanovujú spoločné ustanovenia o Európskom fonde regionálneho 

rozvoja, Európskom sociálnom fonde plus, Kohéznom fonde, Fonde na 

spravodlivú transformáciu a Európskom námornom, rybolovnom a akvakultúrnom 

fonde a rozpočtové pravidlá pre uvedené fondy, ako aj pre Fond pre azyl, migráciu 

a integráciu, Fond pre vnútornú bezpečnosť a Nástroj finančnej podpory na 

riadenie hraníc a vízovú politik“,  

b) Štatútu Rady vlády Slovenskej republiky pre regionálny rozvoj a politiku 

súdržnosti Európskej únie, ktorý schválila vláda Slovenskej republiky uznesením 

č. 142 z 13. marca 2024.    

 

V prípade neposkytnutia nevyhnutných osobných údajov nie je možné 

vymenovať/odvolať niektorých členov rady, zasielať pozvánky, zápisnice a iné 

potrebné dokumenty k členstvu. 

 

19. Zdroj, z ktorého pochádzajú osobné údaje: Osobné údaje sme získali od 

dotknutých osôb, od organizácií alebo z verejne prístupných zdrojov (webové sídla 

organizácií). 

 

20. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 
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o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na 

ochranu osobných údajov Slovenskej republiky (gov.sk) 

  

https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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VÝKON VNÚTORNEJ KONTROLY A PREVEROVANIE KONFLIKTU ZÁUJMOV 

 

Informácie o spracúvaní osobných údajov pre dotknutú osobu (zamestnancov) 

 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

„ministerstvo“, „MIRRI SR” alebo „prevádzkovateľ”) ako subjekt, ktorý spracúva osobné údaje 

dotknutej osoby, poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky, Pribinova 25, 

811 09 Bratislava, IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby pre oblasť ochrany osobných údajov MIRRI SR: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk  

3. Kategórie osobných údajov: 

Ministerstvo spracúva bežné osobné údaje, ďalšie údaje o zamestnancovi a údaje o obchodných 

záujmoch, profesionálnych vzťahoch a rodinných záujmoch zamestnanca. Osobné údaje osobitnej 

kategórie osobných údajov ani osobné údaje týkajúce sa uznania viny za trestné činy a priestupky 

ministerstvo nespracúva. 

4. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva bežné osobné údaje dotknutých osôb v rozsahu: 

Bežné osobné údaje: 

• pracovná pozícia/organizačný útvar, 

• meno, 

• priezvisko, 

• rodné priezvisko, 

• dátum narodenia, 

• miesto narodenia, 

• okres narodenia, 

• adresa trvalého pobytu, 

• meno a priezvisko matky, 

• rodné priezvisko matky, 

• meno a priezvisko otca, 

• meno a priezvisko detí, 

• meno a priezvisko súrodencov, 
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• meno a priezvisko manžela/manželky, 

• meno a priezvisko partnera/partnerky, 

• meno a priezvisko iných osôb žijúcich v spoločnej domácnosti. 

Ďalšie údaje o zamestnancovi: 

• údaje z opisu štátnozamestnaneckého miesta, 

• údaje zo životopisu zamestnanca. 

Údaje o obchodných záujmoch, profesionálnych vzťahoch a rodinných záujmoch 

zamestnanca: 

• všetky obchodné spoločnosti, v ktorých má alebo mal počas posledných 3 rokov 

obchodný podiel a výška obchodného podielu; 

• všetky profesionálne vzťahy za posledné 3 roky (za profesionálny vzťah sa považuje 

najmä členstvo v štatutárnom, riadiacom, kontrolnom alebo dozornom orgáne 

právnickej osoby a taktiež poskytovanie konzultačných služieb/činností na základe 

zmluvného vzťahu); 

• všetky pracovnoprávne vzťahy (pracovný pomer alebo dohoda o prácach vykonávaných 

mimo pracovného pomeru) za posledné 3 roky; 

• účasť v iných organizáciách, ako napríklad nadácie, občianske združenia, neziskové 

organizácie za posledné 3 roky; 

• verejné funkcie v zmysle zákona č. 357/2004 Z. z. o ochrane verejného záujmu 

pri výkone funkcií verejných funkcionárov v znení neskorších predpisov, ktoré 

vykonával za posledné 3 roky (verejný funkcionár je na účely tohto ústavného zákona 

každý, kto vykonáva funkciu uvedenú v čl. 2 ods. 1 tohto ústavného zákona.); 

• všetky obchodné spoločnosti, v ktorých blízke osoby zamestnanca (manžel/-ka, 

partner/-ka, deti, súrodenci, osoby žijúce v spoločnej domácnosti) majú alebo mali 

počas posledných 3 rokov obchodný podiel a výška obchodného podielu; 

• informácie o členstve blízkych osôb v štatutárnom, riadiacom, kontrolnom 

alebo dozornom orgáne právnickej osoby za posledné 3 roky; 

• verejné funkcie v zmysle zákona č. 357/2004 Z. z. o ochrane verejného záujmu 

pri výkone funkcií verejných funkcionárov v znení neskorších predpisov, 

ktoré vykonávali blízke osoby zamestnanca za posledné 3 roky (verejný funkcionár je 

na účely tohto ústavného zákona každý, kto vykonáva funkciu uvedenú v čl. 2 ods. 1 

tohto ústavného zákona.). 

5. Kategórie dotknutých osôb: 

Ministerstvo spracúva osobné údaje fyzických osôb – zamestnancov organizačných útvarov 

MIRRI SR zapojených do riadenia a implementácie Programu Slovensko, ktorí vykonávajú 

činnosti riadiaceho orgánu pre Program Slovensko, vrátane fyzických osôb, s ktorými bola 

uzatvorená dohoda o prácach vykonávaných mimo pracovného pomeru. Spracúvanie sa bude 

týkať aj blízkych osôb vo vzťahu k zamestnancovi. 

6. Účel spracúvania osobných údajov: 
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Prevádzkovateľ spracúva osobné údaje na tieto účely: 

• Výkon vnútornej kontroly zameranej na kontrolu dodržiavania povinností zamestnancov 

riadiaceho orgánu pre Program Slovensko podľa Manuálu procedúr riadiaceho orgánu 

pre Program Slovensko v súvislosti s konfliktom záujmov a podľa čestného vyhlásenia 

o mlčanlivosti a vylúčení konfliktu záujmov pri plnení pracovných a/alebo služobných 

povinností, kontrolu pravdivosti predmetných čestných vyhlásení, preverenie možného 

konfliktu záujmov, resp. vylúčenie možného konfliktu záujmov a kontrolu dodržiavania 

povinností zamestnancov riadiaceho orgánu pri nakladaní s verejnými prostriedkami. 

• Ďalšie prešetrovania a následné konania súvisiace s identifikovaným podozrením 

na existenciu konfliktu záujmov a neoprávnenými výdavkami, ktoré takto vznikli. 

• Poskytnutie výsledkov vnútornej kontroly v prípade vyžiadania od subjektov 

vykonávajúcich interné alebo externé kontroly alebo audity. 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov pri výkone vnútornej kontroly je plnenie 

úloh realizovaných vo verejnom záujme alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi podľa čl. 6 ods. 1 písm. e) GDPR. 

Podľa § 11 ods. 1 písm. b) zákona Národnej rady Slovenskej republiky č. 10/1996 Z. z. o kontrole 

v štátnej správe v znení neskorších predpisov sú pracovníci kontroly oprávnení vyžadovať osobné 

údaje a iné údaje v nevyhnutnom rozsahu v súvislosti s výkonom kontroly. 

Prevádzkovateľ MIRRI SR je orgánom verejnej moci, ktorý je zodpovedný za implementáciu 

a riadenie Programu Slovensko v rámci programového obdobia 2021 – 2027. Verejným záujmom 

je overenie dodržiavania povinností zamestnancov riadiaceho orgánu pre Program Slovensko, 

ktorí nakladajú s verejnými prostriedkami a koordinujú implementáciu programu. 

Pri overovaní konfliktu záujmov MIRRI SR postupuje podľa § 45 zákona č. 121/2022 Z. z. 

o príspevkoch z fondov Európskej únie a o zmene a doplnení niektorých zákonov. 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sprostredkovateľa. 

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sub-sprostredkovateľa. 

10. Príjemcovia osobných údajov: 

Osobné údaje môžu byť poskytnuté orgánom inštitúciám zapojeným do ďalšieho prešetrovania 

a následného konania súvisiaceho s identifikovaným konfliktom záujmov a neoprávnenými 

výdavkami, ktoré takto vznikli: 

• platobný orgán (Ministerstvo financií Slovenskej republiky), orgán auditu (Ministerstvo 

financií Slovenskej republiky), Úrad vlády Slovenskej republiky (sekcia kontroly) 

Európska komisia, Európsky úrad pre boj proti podvodom a iné orgány kontroly, auditu 

a dohľadu, 

• orgány činné v trestnom konaní, 
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• správne orgány. 

11. Doba spracúvania (vrátane uchovávania) osobných údajov: 

Prevádzkovateľ spracúva osobné údaje aktívne po dobu výkonu kontroly až do uzavretia spisu 

z  kontroly. V prípade identifikovania kontrolných zistení a nedostatkov týkajúcich sa konfliktu 

záujmov sa táto doba predlžuje o dobu trvania ďalšieho prešetrovania, výkonu kontroly alebo 

auditu inými orgánmi v rámci príslušného konania podľa osobitného predpisu. Osobné údaje ako 

súčasť dokumentácie vo vzťahu k výkonu kontroly budú podľa Smernice MIRRI SR č. 10/2024 o 

Registratúrnom poriadku, resp. podľa Registratúrneho plánu MIRRI SR uchovávané maximálne 

po dobu 10 rokov od uzavretia spisu z výkonu kontroly, teda do vyradenia spisu z registratúry 

ministerstva, ktorému uplynula lehota uloženia. 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám: 

Osobné údaje nebudú prenášané do tretích krajín ani medzinárodným organizáciám. 

13. Informácia o automatizovanom individuálnom rozhodovaní a profilovaní: 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na profilovanie. 

14. Práva dotknutej osoby: 

V súlade s čl. 15 až čl. 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené 

na automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

15. Žiadosť o výkon práv dotknutej osoby: 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-mailom 

na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

16. Informácia o zákonnej alebo zmluvnej požiadavke: 

Poskytovanie osobných údajov vyplýva z potreby plnenia úloh realizovaných vo verejnom 

záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi podľa čl. 6 ods. 1 písm. e) 

GDPR prostredníctvom činností prevádzkovateľa. Prevádzkovateľ je zodpovedný za 

implementáciu a riadenie Programu Slovensko v rámci programového obdobia 2021 – 2027. 

mailto:zodpovedna.osoba@mirri.gov.sk
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V prípade neposkytnutia predmetných osobných údajov dotknutej osoby nebude možné vykonať 

kontrolu v zmysle jej predmetu a v plnom rozsahu, preveriť nestrannosť zamestnancov riadiaceho 

orgánu pre Program Slovensko ani preveriť existenciu/neexistenciu konfliktu záujmov. 

Prevádzkovateľ je orgánom štátnej správy, ktorý vykonáva kontrolu v rozsahu svojej pôsobnosti 

podľa zákona č. 10/1996 Z. z. o kontrole v štátnej správe v znení neskorších predpisov. 

Spracúvanie osobných údajov je nevyhnutné pre plnenie úloh prevádzkovateľa – výkon vnútornej 

kontroly podľa zákona č. 10/1996 Z. z. o kontrole v štátnej správe v znení neskorších predpisov. 

17. Zdroj, z ktorého pochádzajú osobné údaje: 

Prevádzkovateľ získava potrebné osobné údaje z registrov a nasledovných zdrojov: 

• Štruktúrovaný formulár pre posúdenie konfliktu záujmov; 

• Osobný spis (opis štátnozamestnaneckého miesta a životopis zamestnanca); 

• Informačný monitorovací systém ITMS; 

• Systém ARACHNE; 

• Obchodný register SR; 

• Sociálna sieť firiem foaf.sk; 

• Systém TRANSPAREX; 

• Aplikácia Cribis; 

• Register partnerov verejného sektora; 

• Elektronické služby registra fyzických osôb; 

• Internet. 

18. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov a o 

zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania o 

ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky (DOCX.20,51 

KB) 

 

  

https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
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CENTRÁLNY INFORMAČNÝ SYSTÉM ŠTÁTNEJ SLUŽBY 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Názov spracúvania: Centrálny informačný systém štátnej služby – poskytovanie 

údajov a získavanie údajov z informačného systému 

 

4. Rozsah spracúvaných osobných údajov: 

a) názov služobného úradu, 

b) názov bývalého služobného úradu, 
c) názov organizačného útvaru alebo iný údaj o zaradení v organizačnej štruktúre, 
d) údaje o štátnozamestnaneckom mieste, 
e) údaj, či ide o štátnozamestnanecké miesto vedúceho štátneho zamestnanca a jeho 

označenie, 
f) funkcia alebo názov štátnozamestnaneckého miesta, 
g) pozícia, 
h) kód zamestnanca (osobné číslo), 
i) titul, meno, priezvisko, 
j) rodné číslo alebo iné identifikačné číslo, 
k) dátum narodenia, 
l) pohlavie, 
m) občianstvo, 
n) kontaktné údaje, 
o) korešpondenčná adresa, 
p) adresa trvalého pobytu, 
q) adresa prechodného pobytu, 
r) údaje o vzdelaní, 
s) údaje o pracovných skúsenostiach, 
t) jazykové znalosti,  
u) počítačové znalosti,  
v) schopnosti a osobné vlastnosti,  
w) údaje o získaných licenciách a certifikátoch, 
x) typ vodičského oprávnenia, 

y) diskrétny údaj pre nahlásenie straty alebo odcudzenia služobného preukazu, 

mailto:zodpovedna.osoba@mirri.gov.sk
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z) údaj o zdravotnej spôsobilosti podľa osobitného predpisu a kategorizácia prác z 

hľadiska zdravotného rizika, 
aa) druh štátnej služby; ak ide o dočasnú štátnu službu aj jej typ, 
ab) údaje o prijatí na štátnozamestnanecké miesto, dočasnom preložení, trvalom 

preložení, vymenovaní do funkcie alebo o zvolení do funkcie, poverení vykonávaním 

funkcie vedúceho štátneho zamestnanca alebo o poverení zastupovaním vedúceho 

štátneho zamestnanca na štátnozamestnaneckom mieste vedúceho štátneho 

zamestnanca, 
ac) obdobie a spôsob obsadenia štátnozamestnaneckého miesta, 
ad) údaje o štátnozamestnaneckom pomere vrátane histórie pôsobnosti na služobnom 

úrade, 
ae) údaje o inom pracovnoprávnom vzťahu v služobnom úrade, 
af) údaje o služobnej praxi,  
ag) údaje o praxi v štátnej službe, 
ah) údaje o praxi mimo štátnej služby, 
ai) údaje o vzdelávaní vrátane vzdelávacích aktivít,  
aj) údaje o služobnom hodnotení, 
ak) údaje o odmeňovaní,  
al)  údaje o skončení alebo zániku štátnozamestnaneckého pomeru, 
am) údaj, či spĺňa osobitný kvalifikačný predpoklad požadovaný na 

štátnozamestnaneckom mieste, 
an) dátum úmrtia, 
ao) údaje o odstupnom a o odchodnom, 
ap) druh a číslo dokladu totožnosti, ak sa žiada o vydanie mandátneho certifikátu, 
aq) údaj o vydavateľovi dokladu totožnosti a dobe jeho platnosti, ak sa žiada o 

vydanie mandátneho certifikátu, 
ar) číslo sekundárneho dokladu, údaj o jeho vydavateľovi a dobe platnosti, ak sa žiada o 

vydanie mandátneho certifikátu; sekundárnym dokladom môže byť cestovný pas, 

vodičský preukaz, zbrojný preukaz, služobný preukaz, preukaz poistenca verejného 

zdravotného poistenia alebo rodný list, 
as) údaje o autentifikačnom certifikáte, 
at) údaje o bezkontaktnom čipe služobného preukazu, 
au) údaje o mandátnom certifikáte a mandáte, 
av) údaje obsiahnuté v prílohe na overenie mandátu, 
aw) číslo, druh, dátum vydania a doba platnosti služobného preukazu, 
ax) fotografia na služobný preukaz, 
ay) údaje ustanovené osobitným predpisom na zabezpečenie výpisu z registra trestov 

alebo odpisu registra trestov (§ 12 ods. 4 zákona č. 192/2023 Z. z. o registri trestov a o 

zmene a doplnení niektorých zákonov), 
az) verejná listina získaná elektronicky z informačného systému generálnej 

prokuratúry,  
ba) údaje, ktoré sú obsahom dokumentov pripojených k žiadosti o zaradenie do 

výberového konania alebo k žiadosti o prijatie, 
bb) prihlasovacie heslo, 
bc) vek, 
bd) identifikátor lektora, 
be) čestné vyhlásenie, ktoré obsahuje žiadosť o zaradenie do výberového konania alebo 

žiadosť o zaradenie do registra absolventov, 
bf) identifikátor uchádzača vo výberovom konaní, 
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bg) údaje súvisiace s vyhodnotením výberového konania a obsadením 

štátnozamestnaneckého miesta, 
 
bh) pravidelné miesto výkonu štátnej služby a pravidelné miesto výkonu štátnej služby 

na účely cestovných náhrad, 
bi) adresa a názov pracoviska služobného úradu. 

5. Kategórie osobných údajov: všeobecné osobné údaje a osobné údaje osobitnej 

kategórie (údaje o zdraví, napr. údaj o zdravotnej spôsobilosti štátneho zamestnanca) 

 

6. Kategórie dotknutých osôb:  

• Fyzické osoby –  štátni zamestnanci MIRRI SR 

• Fyzické osoby –  bývalí štátni zamestnanci MIRRI SR 

• Fyzické osoby –  absolventi, 

• Fyzické osoby – uchádzači o prijatie do štátnej služby/ na výkon práce vo 

verejnom záujme, 

• Fyzické osoby – používatelia prihlásení na verejnom portáli (verejnosť) 

 

7. Účel spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje na tieto 

účely: 

▪ zabezpečiť súčinnosť pre Úrad vlády Slovenskej republiky pri poskytovaní 

osobných údajov a iných údajov do centrálneho informačného systému štátnej 

služby, 

▪ poskytovať do informačného systému osobné údaje štátnych zamestnancov na 

riadny a efektívny výkon štátnej služby, 

▪ napĺňať registratúrnu, monitorovaciu, kontrolnú a štatistickú funkciu 

jednotlivých modulov centrálneho informačného systému štátnej služby, 

▪ podporovať tvorbu, uskutočňovanie a kontrolu štátnej politiky v oblasti 

štátnozamestnaneckých vzťahov a riadenia ľudských zdrojov v štátnej službe, 

▪ zbierať, analyzovať a vyhodnocovať údaje na tvorbu výstupov o štátnej službe. 

Bližšie špecifikované účely spracúvania osobných údajov uvádzame podľa 

jednotlivých modulov centrálneho informačného systému štátnej služby: 

Verejný portál: Osobné údaje sú spracúvané na tieto účely: zriadiť a spravovať 

používateľský účet, zabezpečiť používateľovi prístup k službám centrálneho 

informačného systému štátnej služby (napr. podať žiadosť o prijatie na obsadzované 

štátnozamestnanecké miesto, požiadať o zaradenie do evidencie štátnych 

zamestnancov, absolventov alebo bývalých štátnych zamestnancov). 

Modul služobných úradov: Osobné údaje sa spracúvajú na zabezpečenie evidencie 

a správy stavu obsadenosti štátnozamestnaneckých miest a na účely kontroly 

a štatistiky.  

Modul obsadzovania miest: Osobné údaje sa spracúvajú na zabezpečenie úkonov 

súvisiacich s obsadzovaním štátnozamestnaneckých miest: výberové konania, 

preukazovanie bezúhonnosti uchádzača, prijatie na obsadzované štátnozamestnanecké 

miesto, na účely vedenia a správy evidencie v registri výberových konaní, v registri 
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žiadostí o overenie bezúhonnosti, v registri žiadostí o prijatie do štátnej služby, na 

účely kontroly a štatistiky. 

Modul kvalifikovaných uchádzačov: Osobné údaje sa spracúvajú na zabezpečenie 

úkonov súvisiacich s vedením a správou evidencie štátnych zamestnancov, bývalých 

štátnych zamestnancov; ďalej je účelom skontrolovať účasť štátneho zamestnanca na 

vzdelávacích aktivitách, vytvoriť služobný preukaz pre štátneho zamestnanca, zaradiť 

bývalého štátneho zamestnanca do registra bývalých štátnych zamestnancov, podávať 

žiadosti zo strany MIRRI SR vo vzťahu k údajom, ktoré sú o štátnom zamestnancovi 

evidované a tiež na účely kontroly a štatistiky. 

Modul vzdelávania: Osobné údaje sa spracúvajú na zabezpečenie úkonov súvisiacich 

s organizovaním, vedením a správou evidencie vzdelávacích aktivít, lektorov, 

prihlásených štátnych zamestnancov a náhradníkov na vzdelávacie aktivity; ďalej sa 

osobné údaje spracúvajú na účely vyhodnocovania vzdelávacích aktivít, kontroly 

a štatistiky. 

Modul služobných preukazov: Osobné údaje sa spracúvajú na účely vyhotovenia 

služobného preukazu pre štátneho zamestnanca, na zabezpečenie úkonov súvisiacich 

s vedením a správou evidencie vydaných služobných preukazov a na účely kontroly 

a štatistiky. 

Nástroj na správu používateľov interného portálu: Účelom spracúvania osobných 

údajov je získavať a vyhodnocovať spätnú väzbu k službám, ktoré poskytuje centrálny 

informačný systém štátnej služby, realizovať prieskumy so zameraním na 

štátnozamestnanecké vzťahy  a štátnu službu, a tiež na účely štatistiky. 

Analytický modul:  K tomuto modulu nemá MIRRI SR prístup a nespracúva v ňom 

žiadne osobné údaje dotknutých osôb. V tomto module spracúva osobné údaje Úrad 

vlády Slovenskej republiky ako správca informačného systému štátnej služby 

a samostatný prevádzkovateľ vo vzťahu k osobným údajom. V tomto module Úrad 

vlády Slovenskej republiky spracúva osobné údaje na vyhodnocovanie údajov 

o štátnej službe, na prípravu , tvorbu a sprístupňovanie analytických výstupov, na 

tvorbu a kontrolu štátnej politiky v oblasti štátnozamestnaneckých vzťahov a riadenia 

ľudských zdrojov. 

8. Právny základ spracúvania: Právnym základom pre spracúvanie osobných údajov 

zamestnancov je splnenie zákonnej povinnosti prevádzkovateľa podľa čl. 6 ods.1 

písm. c) GDPR: ,,spracúvanie je nevyhnutné na splnenie zákonnej povinnosti 

prevádzkovateľa“. 

Spracúvanie je nevyhnutné na splnenie zákonných povinnosti, ktoré 

prevádzkovateľovi vyplývajú z nasledujúcich predpisov: 

• § 21 ods. 2 a ods. 3, § 25 až § 28 zákona č. 55/2017 Z. z. o štátnej službe 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov, 
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• § 19 ods. 4 zákona č. 99/2024 Z.z. o centrálnom informačnom systéme štátnej 

služby a o zmene a doplnení zákona č. 55/2017 Z. z. o štátnej službe a o zmene 

a doplnení niektorých zákonov v znení neskorších predpisov, 

• § 4 ods.1 a ods.4 zákona č. 305/2013 Z.z. o elektronickej podobe výkonu 

pôsobnosti orgánov verejnej moci a o zmene a doplnení niektorých zákonov 

(zákon o e-Governmente), 

• § 16 ods. 2 zákona č. 395/2002 Z.z. o archívoch a registratúrach a o doplnení 

niektorých zákonov, 

• Vyhláška Úradu vlády Slovenskej republiky č. 112/2024 o údajoch 

poskytovaných do centrálneho informačného systému štátnej služby a o 

používateľskom účte, 

• Vyhláška Úradu vlády Slovenskej republiky č. 110/2024 Z.z., ktorou sa 

ustanovujú podrobnosti o systemizácii štátnozamestnaneckých miest. 

 

9. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

• MIRRI SR nevyužíva sprostredkovateľa pri spracovateľských činnostiach 

v centrálnom informačnom systéme štátnej služby. 

 

10. Subsprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

• MIRRI SR nevyužíva subsprostredkovateľa pri spracovateľských činnostiach v 

centrálnom informačnom systéme štátnej služby. 

 

11. Príjemcovia osobných údajov: Príjemcom osobných údajov je Úrad vlády 

Slovenskej republiky. Ďalej môžu byť príjemcami orgány verejnej moci, ktoré sú 

oprávnené spracúvať osobné údaje na základe ich zákonnej povinnosti (napr. 

Generálna prokuratúra SR v prípade overovania bezúhonnosti uchádzača o prijatie do 

štátnej služby alebo štátneho zamestnanca) a orgánom činným v trestnom konaní v 

prípade, ak o informácie požiada daný orgán a má na ne zákonný nárok vyplývajúci 

mu z osobitných právnych predpisov. 

 

12. Doba spracúvania osobných údajov: Prevádzkovateľ spracúva osobné údaje, až kým 

nezanikne účel, na ktorý sa osobné údaje spracúvali / alebo keď zanikne dôvod na 

používanie centrálneho informačného systému štátnej služby. 

 

13. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné 

údaje od dotknutých osôb alebo zo svojich informačných systémov. Ďalej tieto 

potrebné údaje vkladá do centrálneho informačného systému štátnej služby, ktorého 

správcom je Úrad vlády Slovenskej republiky na účely plnenia povinností podľa 

zákona č. 99/2024 Z.z. o centrálnom informačnom systéme štátnej služby a o zmene a 

doplnení zákona č. 55/2017 Z. z. o štátnej službe a o zmene a doplnení niektorých 

zákonov v znení neskorších predpisov. V prípadoch, keď je MIRRI SR používateľom 

centrálneho informačného systému štátnej služby a získava z neho potrebné osobné 

údaje na vlastné účely, spracúva osobné údaje na riadne a efektívne vykonávanie 

vnútorných riadiacich procesov a organizačných procesov a s nimi súvisiacich činností 

používateľa, na účely plnenia zákonom uložených povinností v rozsahu a v súlade s 

osobitnými predpismi, napr. podľa zákona č. 95/2019 Z.z. o  o informačných 
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technológiách vo verejnej správe a o zmene a doplnení niektorých zákonov. Úrad 

vlády Slovenskej republiky je správcom centrálneho informačného systému štátnej 

služby a spracúva osobné údaje ako samostatný prevádzkovateľ. MIRRI SR je 

z pohľadu GDPR taktiež samostatným prevádzkovateľom pri spracúvaní osobných 

údajov. 

 

14. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa. Spracúvanie 

osobných údajov prebieha výhradne v krajinách Európskej únie. 

 

15. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

16. Zdroj, z ktorého boli získané osobné údaje: MIRRI SR získava osobné údaje 

priamo od dotknutých osôb, ale tiež aj z centrálneho informačného systému štátnej 

služby a od iných subjektov štátnej a verejnej správy, napr. od Sociálnej poisťovne, 

zdravotných poisťovní a i. 

  

17. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie 

vrátane profilovania. 

 

18. Spracúvanie osobných údajov bude prebiehať automatizovanými prostriedkami 

spracúvania. 

 

19. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov. 

 

20. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby: zodpovedna.osoba@mirri.gov.sk  

 

21. Poskytovanie osobných údajov vyplýva z právnych predpisov v bode č. 8. V prípade 

neposkytnutia nevyhnutných osobných údajov nie je možné, aby bolo zabezpečené 

plnenie úloh MIRRI SR ako orgánu verejnej moci a zamestnávateľa. 

 

22. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov. Úrad na ochranu osobných údajov Slovenskej republiky (gov.sk) 

mailto:zodpovedna.osoba@mirri.gov.sk
https://dataprotection.gov.sk/sk/ine/vyhladavanie-sluzby-formulara-elektronicku-komunikaciu/podavanie-navrhu-zacatie-konania/
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SPRACÚVANIE VIDEÍ Z PODUJATÍ 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 o ochrane 

fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým sa zrušuje 

smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „nariadenie GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

,,ministerstvo“ alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky, Pribinova 

25, 811 09 Bratislava, IČO: 50349287. 

 

Zodpovedná osoba pre oblasť osobných údajov: telefón: +421 2 2092 8425, e-mail: 

zodpovedna.osoba@mirri.gov.sk 
 

Rozsah spracúvaných osobných údajov: audiovizuálny záznam (zostrih) so zobrazením 

tváre a postavy zamestnanca alebo ďalších fyzických osôb (ďalej len ,,video“) 

 

Kategórie dotknutých osôb: fyzické osoby – zamestnanci ministerstva a/ alebo iné fyzické 

osoby, ktoré sa zúčastnili podujatia na ministerstve a ktoré poskytli svoj súhlas so 

spracúvaním videa na nižšie uvedené účely. 

 

Účel spracúvania: Prevádzkovateľ spracúva uvedené osobné údaje dotknutej osoby 

(zamestnanca ministerstva/ inej fyzickej osoby z podujatia) na prezentačné účely spojené 

s propagáciou dobrého mena ministerstva ako zamestnávateľa a/ alebo orgánu verejnej moci. 

Propagácia mena ministerstva je zacielená na prezentovanie ministerstva ako kvalitného 

zamestnávateľa a na získanie záujmu budúcich uchádzačov o zamestnanie v štátnej správe.  
Ďalším účelom je aj informovanie širšej verejnosti o zrealizovanom podujatí. 

Čiastkové účely spracúvania sú nasledovné: 

o interné marketingové účely, napr. pri prezentácii aktivít jednotlivých organizačných 

útvarov na intranete alebo cez interný email, kde sa okrem textu použijú aj videá 

z akcií. 

o  na prezentačné účely spojené s propagáciou dobrého mena ministerstva ako 

zamestnávateľa na externých portáloch ako napr. https://www.profesia.sk/,na 

oficiálnom webovom sídle ministerstva na https://mirri.gov.sk/# alebo na profiloch 

ministerstva na sociálnych sieťach ako je Facebook, Instagram, LinkedIn a YouTube. 

 

Právny základ spracúvania: Právny základ pre spracúvanie osobných údajov je súhlas 

dotknutej osoby na spracúvanie osobných údajov podľa čl. 6 ods. 1 písm. a) nariadenia GDPR 

,,dotknutá osoba vyjadrila súhlas so spracúvaním svojich osobných údajov na jeden alebo 

viaceré konkrétne účely.“ Dotknutá osoba má právo kedykoľvek svoj súhlas odvolať, pričom 

jeho podobizeň/postava bude v tomto prípade z videa vymazaná a nebude možné ju naďalej 

využívať. 

Pre spracúvanie videí, ktoré boli zverejnené bez súhlasu dotknutej osoby, ministerstvo koná na 

právnom základe oprávnených záujmov prevádzkovateľa podľa čl. 6 ods. 1 písm. f) nariadenia 

mailto:zodpovedna.osoba@mirri.gov.sk
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GDPR: ,,spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje 

prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami 

prevažujú záujmy alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu 

osobných údajov, najmä ak je dotknutou osobu dieťa.“ Dotknutá osoba má v tomto prípade 

právo namietať voči spracúvaniu jeho podobizne/postavy na videu a má právo požiadať 

o výmaz svojich osobných údajov z videa, ktoré sa naňho vzťahujú. Ministerstvo posúdi 

žiadosť dotknutej osoby a video následne vymaže alebo anonymizuje. Oprávneným záujmom, 

ktorý ministerstvo sleduje, je prezentácia aktivít útvarov ministerstva, propagácia dobrého 

mena ministerstva ako zamestnávateľa a získanie záujmu budúcich uchádzačov o zamestnanie. 

Spracovatelia osobných údajov: príslušné organizačné útvary prevádzkovateľa. 

 

Príjemcovia osobných údajov: 

• prevádzkovatelia/ vlastníci webových stránok, na ktorých sú zverejnené videá 

dotknutých osôb:  

napr. Profesia, spol. s.r.o [prevádzkovateľ webu https://www.profesia.sk/], 

• prevádzkovatelia sociálnych platforiem, na ktorých sú zverejnené videá dotknutých 

osôb: napr. spoločnosť Meta Platforms, Inc. [prevádzkovateľ sociálnych sietí 

Facebook a Instagram]. 

 

Spracovateľské činnosti s osobnými údajmi: Prevádzkovateľ získava videá priamo na 

podujatí, ďalej zverejňuje videá priamo na webe www.mirri.gov.sk, na sociálnych sieťach 

ministerstva, na intranete, v interných e-mailoch pre zamestnancov a na externých weboch, 

ktoré súvisia s daným podujatím alebo propagujú dobré meno ministerstva. 

 

Zásady ochrany osobných údajov: Osobné údaje dotknutej osoby budú spracúvané v súlade 

s čl. 5 nariadenia GDPR a všetkými ostatnými, na daný právny vzťah aplikovateľnými, 

ustanoveniami nariadenia GDPR a relevantnými ustanoveniami vnútroštátneho práva. 

 

Doba uchovávania osobných údajov: Osobné údaje dotknutej osoby budú spracúvané a 

uchovávané po dobu 1 roka alebo najneskôr dovtedy, pokiaľ príslušný organizačný útvar už 

nebude potrebovať videozáznam na účely uvedené v tejto informácii o spracúvaní osobných 

údajov. Doba spracúvania môže byť aj kratšia v prípade, že dotknutá osoba odvolá svoj súhlas 

so spracúvaním osobných údajov. 

 

Prenos osobných údajov do tretích krajín alebo medzinárodným organizáciám: Nie, vo 

väčšine prípadov sa nevykonáva takýto prenos. Prenos do tretích krajín sa môže uskutočniť 

v prípade videí, ktoré budú vložené na sociálne siete. Ministerstvo neposkytuje Vaše osobné 

údaje subjektom v tretích krajinách. Prevádzkovatelia sociálnych sietí však spracúvajú Vaše 

osobné údaje a vykonávajú prenos aj do tretích krajín, ktoré uvádzajú vo svojich podmienkach 

ochrany osobných údajov. V prípade, ak pôjde o tretiu krajinu, ktorá zaručuje primeranú 

ochranu vašich osobných údajov, bude to krajina z tohto zoznamu: Zoznam krajín 

zaručujúcich primeranú ochranu.Na takýto prenos nie je nutné žiadne osobitné povolenie. V 

prípade, že Vaše osobné údaje bude prevádzkovateľ sociálnych sietí spracúvať v tretej krajine 

mimo tohto zoznamu, musí táto krajina poskytovať primerané záruky ochrany osobných 

údajov podľa čl. 46 GDPR. 

 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie vrátane 

profilovania. 

 

https://www.profesia.sk/
https://dataprotection.gov.sk/uoou/sk/content/prenos-do-krajin-zarucujucich-primeranu-uroven-ochrany-0
https://dataprotection.gov.sk/uoou/sk/content/prenos-do-krajin-zarucujucich-primeranu-uroven-ochrany-0
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Spracúvanie osobných údajov nie je zákonnou ani zmluvnou požiadavkou, ani 

požiadavkou, ktorá by bola potrebná na uzavretie zmluvy. Dotknutej osobe nehrozia žiadne 

negatívne dôsledky v prípade, že sa rozhodne neposkytnúť svoje osobné údaje (video). 

 

V súlade s čl. 15 až 22 nariadenia GDPR je dotknutá osoba oprávnená prostredníctvom 

žiadosti si uplatniť nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov,  

g) právo namietať spracúvanie osobných údajov, 

h) právo dotknutej osoby na neuplatňovanie rozhodovania založeného výlučne na 

automatizovanom individuálnom rozhodovaní vrátane profilovania. 

 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby. 

 

Dotknutá osoba, ktorej osobné údaje sú spracúvané prevádzkovateľom na účel uvedené v tejto 

informácii o spracúvaní osobných údajov má právo svoj súhlas kedykoľvek odvolať zaslaním 

písomnej požiadavky na e-mailovú adresu zodpovedna.osoba@mirri.gov.sk V tom prípade budú 

Vaše osobné údaje bezodkladne zlikvidované a nebudú sa ďalej spracúvať. 

 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu 

osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných 

údajov a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Úrad na 

ochranu osobných údajov Slovenskej republiky (gov.sk) 

 

  

mailto:zodpovedna.osoba@mirri.gov.sk
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ZABEZPEČENIE LETECKEJ PREPRAVY 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: 
Zodpovedná osoba za oblasť GDPR, telefón: +421 2 2092 8425, e-mail: 

zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: 

Identifikačné údaje fyzických osôb: 

a) meno a priezvisko cestujúceho, 

b) pohlavie, 

c) dátum narodenia, 

d) číslo pasu/občianskeho preukazu cestujúceho,   

e) kontaktný telefón cestujúceho, 

f) e-mailová adresa cestujúceho. 

 

4. Kategórie osobných údajov:  

Bežné osobné údaje. 

 

5. Kategórie dotknutých osôb:  

Fyzické osoby vysielané prevádzkovateľom na pracovné cesty v súvislosti s plnením 

ich pracovných povinností (napr. zamestnanci). 

 

6. Účel spracúvania osobných údajov: 

Poskytovať služby spojené so zabezpečením leteckej prepravy pre dotknuté osoby pri 

plnení pracovných povinností dotknutých osôb, ktoré sú povinní realizovať na 

pracovných cestách. 

 
7. Právny základ spracúvania: 

Oprávnený záujem prevádzkovateľa podľa čl. 6 ods. 1 písm. f) GDPR: „spracúvanie 

je nevyhnutné na účely oprávnených záujmov, ktoré sleduje prevádzkovateľ alebo 

tretia strana, s výnimkou prípadov, keď nad takýmito záujmami prevažujú záujmy 

alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných 

údajov, najmä ak je dotknutou osobu dieťa“. Oprávneným záujmom prevádzkovateľa 

je uľahčiť realizáciu leteckej prepravy pre dotknuté osoby a zabezpečiť tým 
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ekonomicky výhodnú leteckú prepravu pre svojich zamestnancov – dotknuté osoby, 

pre efektívne plnenie služobných povinností na služobných cestách. 

 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Spoločnosť, ktorá pre MIRRI SR zabezpečuje letenky a súvisiace služby. 

 

9. Príjemcovia osobných údajov:  

Letecké spoločnosti zabezpečujúce leteckú prepravu. 

 

10. Doba spracúvania a uchovávania osobných údajov: 

Osobné údaje budú uchovávané výhradne na nevyhnutnú dobu, po dobu účinnosti 

zmluvy medzi prevádzkovateľom a sprostredkovateľom alebo až do doby, kým 

nepominie účel spracúvania osobných údajov. 

 

11. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám: 

Prevádzkovateľ nevykonáva prenos osobných údajov do tretej krajiny ani 

medzinárodným organizáciám. Prenos do tretích krajín je možný len so súhlasom 

prevádzkovateľa a to len vtedy, keď má na takýto prenos právny základ, a zároveň ide 

o príjemcu: (i) ktorý je v krajine zaručujúcej adekvátnu úroveň ochrany osobných 

údajov; alebo (ii) na ktorého sa vzťahuje nástroj spĺňajúci požiadavky EÚ na prenos 

osobných údajov príjemcom, ktorí sú mimo územia EÚ. 

 

12. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

13. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

14. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, 

e-mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni 

prevádzkovateľa. 
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15. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytnutie údajov nevyplýva zo žiadneho zákona ani nie je požiadavkou zo zmluvy 

s dotknutou osobou. V prípade, ak dotknutá osoba odmietne poskytnúť nevyhnutné 

osobné údaje, nebude môcť MIRRI SR pre ňu zabezpečiť leteckú prepravu. Dotknutá 

osoba by si v takomto prípade musela zabezpečiť leteckú prepravu individuálne. 

 

16. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na 

ochranu osobných údajov Slovenskej republiky (gov.sk) 
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VYBOVANIE AGENDY PRÁV DOTKNUTÝCH OSȎB 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“ministerstvo“ alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

Kto je zodpovedný za spracúvanie Vašich osobných údajov v prípade, ak sa rozhodnete uplatniť 

si Vaše práva v oblasti GDPR? 

Prevádzkovateľom podľa GDPR je Ministerstvo investícií, regionálneho rozvoja a informatizácie 

Slovenskej republiky. Ministerstvo môžete kontaktovať na adrese: 

Pribinova 25 

811 09 Bratislava 

https://mirri.gov.sk/kontakt/  

 

Kontaktné údaje zodpovednej osoby 

Ak máte akékoľvek otázky ohľadom toho, ako spracúvame Vaše osobné údaje alebo si chcete uplatniť 

Vaše práva v súvislosti s ochranou osobných údajov, napríklad odvolať súhlas so spracúvaním 

osobných údajov, môžete kontaktovať zodpovednú osobu za ministerstvo: 

e-mail: zodpovedna.osoba@mirri.gov.sk 

telefónne číslo: + 421 2 2092 8425   

Na aké účely spracúvame Vaše osobné údaje? 

Vaše osobné údaje spracúvame, aby sme mohli vybaviť Vašu žiadosť v prípade, ak sa na nás obrátite 

a budete si chcieť uplatniť Vaše práva v oblasti GDPR ako dotknutá osoba. Vaše osobné údaje 

spracúvame aj na účely overenia Vašej totožnosti, ak máme pochybnosti o Vašej identite. Je to 

opatrenie, aby sme neposkytli Vaše osobné údaje cudzej osobe alebo aby ste neoprávnene nezískali 

osobné údaje cudzej osoby. 

Vaše osobné údaje spracúvame aj na účely uplatňovania alebo obhajovania právnych nárokov v 

prípade súdnych, správnych a iných konaní pred príslušnými orgánmi, napríklad pred Úradom na 

ochranu osobných údajov Slovenskej republiky. 

 

Aké kategórie osobných údajov spracúvame? 

Nespracúvame o Vás žiadne osobné údaje osobitnej povahy. Spracúvame iba bežné osobné údaje, a to 

Váš titul, meno, priezvisko, adresu trvalého pobytu, dátum narodenia a ďalšie osobné údaje, ktoré sa 

nám rozhodnete poskytnúť a sú relevantné pre vybavenie Vašej žiadosti. 

 

Na akom právnom základe spracúvame Vaše osobné údaje? 

Spracúvanie Vašich osobných údajov vykonáva ministerstvo na základe právneho základu splnenia 

zákonnej povinnosti prevádzkovateľa podľa čl. 6 ods.1. písm. c) GDPR ,,spracúvanie je nevyhnutné 

na splnenie zákonnej povinnosti prevádzkovateľa.“ Zákonnú povinnosť spracúvať Vaše osobné údaje 

na vybavenie agendy práv dotknutej osoby ministerstvu určuje priamo GDPR v článkoch 15 až 22. 

Taktiež nám povinnosť v špecifických prípadoch ukladá aj zákon č. 18/2018 Z. z. o ochrane osobných 

https://mirri.gov.sk/kontakt/
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údajov a o zmene a doplnení niektorých zákonov v znení neskorších predpisov, ide napr. o § 81 ods. 3 

alebo § 94 tohto zákona. 

Ako dlho Vaše osobné údaje spracúvame? 

Vaše osobné údaje spracúvame po dobu 10 rokov od vybavenia Vašej žiadosti. 

 

Komu môžu byť Vaše osobné údaje poskytnuté? 

Vaše osobné údaje môžeme v nevyhnutných prípadoch poskytnúť orgánom verejnej moci, ktoré sú 

oprávnené vyžiadať si Vaše osobné údaje na základe osobitných právnych predpisov napr. orgány 

štátnej správy a verejnej moci na výkon kontroly a dozoru a súdy a orgány činné v trestnom konaní. 

 

O kom zhromažďujeme a spracúvame osobné údaje? 

Dotknuté osoby, o ktorých získavame, zhromažďujeme a ďalej spracúvame osobné údaje sú fyzické 

osoby, ktoré si uplatnili na ministerstve svoje práva v oblasti ochrany osobných údajov (napr. občania) 

 

Budú Vaše osobné údaje prenášané do tretích krajín alebo medzinárodnej organizácii? 

Nie, Vaše osobné údaje nebudeme poskytovať tretím krajinám ani medzinárodným organizáciám. 

 

Zahŕňa spracúvanie Vašich osobných údajov ministerstvom automatizované individuálne 

rozhodovanie alebo profilovanie? 

Nie. Nebudeme Vás ,,škatuľkovať“ (profilovať), nebudeme sledovať ani hodnotiť Vaše správanie ani z 

dát nebudeme vyvodzovať žiadne závery, ktoré by sa Vás negatívne dotkli. 

 

Informácia o zákonnej alebo zmluvnej požiadavke 

Poskytnutie osobných údajov nie je zmluvnou požiadavkou ani požiadavkou, ktorá by bola potrebná 

na uzavretie zmluvy. Poskytnutie osobných údajov je však zákonnou požiadavkou, v prípade, ak sa 

dotknutá osoba rozhodne uplatniť svoje práva v oblasti GDPR. Na vybavenie Vašej žiadosti bude 

ministerstvo potrebovať Vaše osobné údaje, aby mohla byť Vaša identita úspešne overená. V prípade 

neposkytnutia osobných údajov nie je možné komplexne vybaviť žiadosť dotknutej osoby alebo 

korektne overiť totožnosť dotknutej osoby. 

 

Aké sú Vaše práva v oblasti GDPR a ako si ich môžete uplatniť? 

Máte nárok na všetky práva podľa GDPR.  

 

Máte právo získať prístup k svojim osobným údajom,  

právo dostať informácie o spracúvaní osobných údajov,  

právo dostať potvrdenie od ministerstva, že spracúvame Vaše osobné údaje,  

právo na opravu a doplnenie osobných údajov,  

právo na vymazanie svojich osobných údajov (právo ,,na zabudnutie“),  

právo na obmedzenie spracúvania osobných údajov,  

právo preniesť si osobné údaje od jednej spoločnosti k druhej,  

právo namietať voči spracúvaniu osobných údajov a  

právo na to, aby sa na Vás nevzťahovalo rozhodnutie, ktoré by vzniklo z profilovania alebo 

automatizovaného spracúvania. 

 

Všetky práva podľa GDPR si môžete uplatniť poštou, podaním na podateľni MIRRI alebo odoslaním 

e-mailovej žiadosti. 
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Ministerstvo investícií, regionálneho rozvoja a 

informatizácie Slovenskej republiky 

Pribinova 25 

811 09 Bratislava 

e-mail: zodpovedna.osoba@mirri.gov.sk 

telefónne číslo: + 421 2 2092 8425   

 

Máte právo obrátiť sa na dozorný orgán, ak došlo k porušeniu Vašich práv podľa GDPR 

Ak sa ako dotknutá osoba domnievate, že pri spracúvaní osobných údajov boli porušené Vaše práva, 

máte právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov a o zmene 

a doplnení niektorých zákonov v znení neskorších predpisov. Konanie o ochrane osobných údajov 

Úrad na ochranu osobných údajov Slovenskej republiky  

Hraničná 12 

820 07 Bratislava 27 

E-mail: statny.dozor@pdp.gov.sk 

https://dataprotection.gov.sk/ 
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VYUŽÍVANIE TAXISLUŽBY 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

“MIRRI SR” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za 

oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: 

Prevádzkovateľ spracúva osobné údaje v rozsahu meno, priezvisko, služobný e-mail, 

služobné telefónne číslo, účel jazdy, dátum a čas zrealizovanej jazdy, vzdialenosť, cena 

za prepravu a trasa jazdy (bez GPS lokalizácie v čase). 

 

4. Kategórie osobných údajov:  

Prevádzkovateľ spracúva bežné osobné údaje. 

 

5. Kategórie dotknutých osôb:  

Dotknutými osobami sú fyzické osoby – zamestnanci MIRRI SR využívajúci taxislužbu. 

 

6. Účel spracúvania osobných údajov:  

Osobné údaje budú spracúvané za účelom zabezpečiť: 

a) registráciu a vytvorenie nového profilu používateľa (zamestnanca), 

b) vyúčtovanie jazdy, 

c) kontrolu oprávneného a hospodárneho využívania taxislužby zamestnancami, 

d) vymáhanie náhrady škody od zamestnancov a vyvodenie zodpovednosti za 

spôsobenú škodu v súvislosti s využívaním taxislužby zamestnancami, 

e) preukázanie hospodárnosti a účelnosti využívania rozpočtu MIRRI SR. 

 
7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov zamestnancov na účely uvedené 

v bode 6  c), d)  je oprávnený záujem prevádzkovateľa podľa čl. 6 ods. 1 písm. f) 

GDPR: „spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje 

prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami 

prevažujú záujmy alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú 

ochranu osobných údajov, najmä ak je dotknutou osobu dieťa“. Oprávneným záujmom 
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prevádzkovateľa je priebežne kontrolovať hospodárne a účelné využívanie prostriedkov, 

ktoré MIRRI SR zverilo svojim zamestnancom do užívania.  

 

Právnym základom pre spracúvanie osobných údajov záujemcov o využívanie taxislužby 

v nevyhnutnom rozsahu na účel uvedený v bode 6 a) je plnenie zmluvy, pričom 

zmluvnou stranou je dotknutá osoba podľa čl. 6 ods.1 písm. b) GDPR: ,,Spracúvanie je 

nevyhnutné na plnenie zmluvy, ktorej zmluvnou stranou je dotknutá osoba, alebo aby sa 

na základe žiadosti dotknutej osoby vykonali opatrenia pred uzatvorením zmluvy.“ 

Spracúvanie je nevyhnutné na registráciu dotknutej osoby. 

 

Právnym základom pre spracúvanie osobných údajov na účel uvedený v bode 6 b), e) je 

splnenie zákonnej povinnosti prevádzkovateľa podľa čl. 6 ods. 1 písm. c): ,,spracúvanie 

je nevyhnutné na splnenie zákonnej povinnosti prevádzkovateľa." Zákonná 

povinnosť pre MIRRI ustanovuje § 10 zákona č. 431/2002 Z. z. o účtovníctve v znení 

neskorších predpisov, ďalej § 74 zákona č. 222/2004 Z. z. o dani z pridanej hodnoty v 

znení neskorších predpisov a § 9 ods. 4 zákona č. 523/2004 Z. z. o rozpočtových 

pravidlách verejnej správy a o zmene a doplnení niektorých zákonov. 

 

8. Spracovatelia osobných údajov: 

Osobné údaje budú spracúvané príslušnými organizačnými útvarmi prevádzkovateľa. 

 

9. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nemá žiadneho sprostredkovateľa.  

 

10. Príjemcovia osobných údajov:  

Osobné údaje môžu byť zverené alebo sprístupnené na účely auditu, overovania 

a kontroly: 

a) Orgánu auditu, 

b) Úradu Vládneho auditu, 

c) Ministerstvu financií Slovenskej republiky. 

 

11. Spracovateľské činnosti s osobnými údajmi: 
Prevádzkovateľ získava osobné údaje priamo od zamestnancov prostredníctvom e-mailu. 

Tieto získané osobné údaje uchováva v informačnom systéme – aplikácii taxislužby a po 

uplynutí doby spracúvania uvedenej v bode 12 ich zlikviduje. Osobné údaje spracúva na 

účely uvedené v bode 6 a poskytuje ich orgánom auditu. 

 

12. Doba spracúvania a uchovávania osobných údajov: 

Osobné údaje dotknutých osôb budú aktívne spracúvané počas doby trvania ich 

štátnozamestnaneckého pomeru na MIRRI SR, resp. až pokým sa zamestnanec rozhodne 

účet deaktivovať. MIRRI SR je povinné uchovávať osobné údaje z používateľského 

profilu zamestnanca ešte po dobu 10 rokov z dôvodu preukázania využitia verejných 

prostriedkov štátnymi zamestnancami a kontroly účelnosti jázd orgánom auditu. 

Používateľský účet bude po ukončení štátnozamestnaneckého pomeru deaktivovaný. 

 

13. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám:  

Nie, nevykonáva sa.  
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14. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

15. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

16. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

 

17. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytnutie údajov nevyplýva zo žiadneho zákona. Pre registráciu zamestnanca je nutné 

poskytnúť osobné údaje (meno, priezvisko, služobný e-mail a služobné telefónne číslo) 

na plnenie zmluvného vzťahu medzi dotknutou osobou (zamestnancom) a 

prevádzkovateľom aplikácie taxislužby. V prípade, ak dotknutá osoba odmietne 

poskytnúť nevyhnutné osobné údaje, nebude môcť využívať taxislužbu. 

 

18. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu na 

ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na ochranu 

osobných údajov Slovenskej republiky (gov.sk) 

  

mailto:zodpovedna.osoba@mirri.gov.sk
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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PRIDEĽOVANIE PRÍSTUPOV A MONITORING VSTUPOV V SYSTÉME KONTROLY 

VSTUPOV 

 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako“ 

ministerstvo” alebo “prevádzkovateľ”) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov na ministerstve: Zodpovedná osoba 

za oblasť GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 
 

3. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva osobné údaje v nasledujúcom rozsahu: 

Rozsah osobných údajov potrebných pre prideľovanie  prístupov do jednotlivých traktov 

budovy pre dotknuté osoby: 

• meno, priezvisko, číslo vstupnej karty, typ udeleného prístupu. 

Rozsah osobných údajov potrebných pre monitoring vstupov dotknutých osôb do budovy 

prostredníctvom systému kontroly vstupov: 

• meno, priezvisko, číslo vstupnej karty, dátum, čas a miesto prechodu dotknutej 

osoby cez jednotlivé prístupové body v budove ministerstva. 

 

4. Kategórie osobných údajov:  

Ministerstvo spracúva bežné osobné údaje. Ministerstvo nespracúva žiadne osobné údaje 

osobitnej povahy. 

 

5. Kategórie dotknutých osôb:  

Dotknutými osobami sú fyzické osoby – zamestnanci ministerstva a dodávatelia, ktorí pri 

vstupe do priestorov ministerstva prechádzajú vstupnými turniketmi a prípadne ďalej cez 

systém kontroly vstupov umiestnený na jednotlivých poschodiach budovy. 

 

6. Účel spracúvania osobných údajov:  

Osobné údaje budú spracúvané na tieto účely: 

a) prideľovanie vstupov fyzickým osobám do priestorov ministerstva v budove 

Tower 115, 

b) v prípade chránených priestorov s obmedzením prístupu z dôvodov informačnej 

bezpečnosti, ochrany utajovaných skutočností citlivých údajov alebo prvkov 

 

mailto:zodpovedna.osoba@mirri.gov.sk
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kritickej infraštruktúry je účelom spracúvania osobných údajov správne priradenie 

oprávnenia pre vstup pre určené fyzické osoby a riešenie vzniknutých 

bezpečnostných incidentov alebo incidentov porušenia fyzickej a objektovej 

bezpečnosti, 

c) kontrola súladu dochádzky, ktorú si aktívne zaznačí sám zamestnanec, s údajmi 

zo systému kontroly vstupov, 

d) kontrola plnenia povinností podriadeného zamestnanca nadriadeným 

zamestnancom v súvislosti s aktívnym zaznamenávaním dochádzky, ktorú si 

zaznamenáva zamestnanec prostredníctvom vstupnej karty,  

e) prípadné vyvodenie zodpovednosti za porušenie povinností v súvislosti 

s evidovaním dochádzky a porušenie Pracovného poriadku alebo Služobného  

poriadku  ministerstva. 

 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov na účely uvedené v bode 6 písm. c), 

d) a e) je oprávnený záujem prevádzkovateľa podľa čl. 6 ods. 1 písm. f) GDPR: 

„spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje prevádzkovateľ 

alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami prevažujú záujmy 

alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných 

údajov, najmä ak je dotknutou osobu dieťa“. Oprávneným záujmom ministerstva je 

zabezpečiť dôslednejšie plnenie povinností zamestnancov ministerstva v súvislosti s 

ich aktívnym zaznamenávaním dochádzky. Oprávnený záujem prevádzkovateľa 

ministerstvo napĺňa uskutočnením porovnania záznamov, ktoré si značí zamestnanec 

v dochádzkovom systéme a záznamov jednotlivých prechodov cez prístupové body zo 

systému kontroly vstupov. 

 

Právnym základom pre spracúvanie osobných údajov na účely uvedené v bode 6  písm. 

a), b) je vykonať spracúvanie, ktoré je nevyhnutné na splnenie úlohy realizovanej vo 

verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi podľa 

čl. 6 ods. 1 písm. e): ,,spracúvanie je nevyhnutné na splnenie úlohy realizovanej vo 

verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi.“ Povinnosť 

chrániť fyzickú bezpečnosť sietí a informačných systémov technicko-organizačnými 

opatreniami, napríklad aj zavedením systému kontroly vstupov ustanovuje § 16 ods. 1 

písm. b) vyhlášky Národného bezpečnostného úradu č. 362/2018 Z. z, ktorou sa 

ustanovuje obsah bezpečnostných opatrení, obsah a štruktúra bezpečnostnej 

dokumentácie a rozsah všeobecných bezpečnostných opatrení. Uvedená vyhláška je 

vykonávacím predpisom zákona č. 69/2018 Z.z. o kybernetickej bezpečnosti a o zmene a 

doplnení niektorých zákonov. Takáto povinnosť sa uvádza aj v § 53 Zákona č. 215/2004 

Z. z. o ochrane utajovaných skutočností a o zmene a doplnení niektorých zákonov a tiež v 

§ 3 Vyhlášky Národného bezpečnostného úradu č. 336/2004 Z. z. o fyzickej bezpečnosti 

a objektovej bezpečnosti. 

 

8. Spracovatelia osobných údajov: 

Osobné údaje budú spracúvané nasledujúcimi organizačnými útvarmi ministerstva: 

Osobný úrad, oddelenie hospodárskej správy, oddelenie bezpečnosti a krízového 

riadenia, v odôvodnených prípadoch vedúci zamestnanci. 

 

9. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 
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Na tieto účely ministerstvo nevyužíva žiadneho sprostredkovateľa.  

 

10. Príjemcovia osobných údajov: 

Osobné údaje nie sú poskytované žiadnym príjemcom. V špecifických prípadoch môžu 

byť osobné údaje poskytnuté orgánom činným v trestnom konaní, súdom alebo orgánom 

verejnej moci, ktoré získavajú osobné údaje na základe osobitných právnych predpisov, 

avšak nepovažujú sa za príjemcov osobných údajov. 

 

Samostatným prevádzkovateľom, ktorý prevádzkuje systém kontroly vstupov je správca 

budovy ministerstva: Danube Facility Services, s.r.o. River park, Dvořákovo nábrežie 10, 

811 02 Bratislava, IČO:  35 953 705.čč 

 

11. Opis spracúvania osobných údajov: 
Ministerstvo získava osobné údaje potrebné pre správne pridelenie prístupov do 

jednotlivých traktov budovy priamo od jednotlivých fyzických osôb a osobné údaje 

potrebné pre monitoring vstupov do budovy prostredníctvom systému kontroly vstupov 

získava ministerstvo z informačného systému, ktorý slúži na systém kontroly vstupov. 

Tieto získané osobné údaje uchováva v informačnom systéme kontroly vstupov a po 

uplynutí doby spracúvania uvedenej v bode 12 ich zlikviduje. Osobné údaje ministerstvo 

spracúva na účely uvedené v bode 6. 

 

12. Doba spracúvania a uchovávania osobných údajov: 

Osobné údaje potrebné pre kryptovanie vstupných kariet a prideľovanie  prístupov pre 

fyzické osoby do jednotlivých traktov budovy sú spracúvané po dobu trvania 

štátnozamestnaneckého / pracovného pomeru na ministerstve alebo až do doby, kým je 

dotknutej osobe odňatý prístup do konkrétneho traktu budovy. 

 

Osobné údaje potrebné pre monitoring vstupov do budovy prostredníctvom systému 

kontroly vstupov sú spracúvané a uchovávané po dobu 24 mesiacov od momentu 

zaznamenania konkrétneho prechodu v systéme kontroly vstupov. 

 

Po uvedenej dobe spracúvania sú osobné údaje zlikvidované. 

 

13. Zdroj, z ktorého ministerstvo získalo osobné údaje: 

Ministerstvo získalo časť osobných údajov priamo od dotknutej osoby (meno, priezvisko) 

a časť osobných údajov zo systému kontroly vstupov (číslo vstupnej karty, prechod cez 

prístupový bod). 

 

14. Prostriedky, ktorými sa vykonáva spracúvanie osobných údajov: 

Spracúvanie osobných údajov sa vykonáva prostredníctvom technických prostriedkov: 

systém kontroly vstupov prostredníctvom prístupových bodov, klientskych staníc 

a spoločného servera.  

15. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám:  

Nie, nevykonáva sa.  

 

16. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 
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17. Ďalšie dôležité informácie o spracúvaní osobných údajov: 

Systém kontroly vstupov zaznamenáva prechod dotknutej osoby cez prístupové body. 

Prechod dotknutej osoby sa zaznamenáva priložením identifikačnej karty dotknutej osoby 

k čítačke vstupov a uchováva sa v informačnom systéme automatizovaným spôsobom. 

Toto zaznamenávanie je pasívne bez ľudského zásahu, pričom však nie je použité 

automatizované individuálne rozhodovanie ani na profilovanie dotknutých osôb. Aktívna 

kontrola prechodov dotknutých osôb cez turniket a systém kontroly vstupov sa vykonáva 

výnimočne na základe žiadosti vedúceho zamestnanca v odôvodnených prípadoch. 

 

18. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

 

19. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

 

20. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytnutie údajov nevyplýva zo zákona ani nie je zmluvnou požiadavkou, alebo 

požiadavkou, ktorá je potrebná na uzavretie zmluvy. Dotknutá osoba je však povinná 

poskytnúť osobné údaje nevyhnutné na zaznamenávanie dochádzky a kontrolu plnenia 

povinností zamestnancov v súvislosti s evidenciou dochádzky. V prípade, ak dotknutá 

osoba odmietne poskytnúť nevyhnutné osobné údaje, nebude možné vyhotoviť pre túto 

osobu vstupnú kartu, prideliť jej prístupy na pracovisko, čím by nebolo možné plniť si 

pracovné/ služobné povinnosti. Zároveň by vedúci zamestnanci nemohli splniť svoju 

povinnosť kontrolovať plnenie povinnosti jemu podriadeného zamestnanca. 

 

21. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu na 

ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na ochranu 

osobných údajov Slovenskej republiky (gov.sk) 

  

mailto:zodpovedna.osoba@mirri.gov.sk
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POSKYTNUTIE PRÍSPEVKU NA REKREÁCIU ZAMESTNANCA 
 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako“ 

ministerstvo” alebo “prevádzkovateľ”) ako subjekt, ktorý spracúva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky  

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov na ministerstve:  

Zodpovedná osoba za oblasť GDPR: 

 telefónne číslo: +421 2 2092 8425 

 e-mail: zodpovedna.osoba@mirri.gov.sk 

 

3. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva osobné údaje zamestnanca, dieťaťa zamestnanca, rodiča zamestnanca, 

manžela alebo manželky rodiča zamestnanca a inej osoby žijúcej so zamestnancom v spoločnej 

domácnosti, ktorí sa zúčastnili na rekreácii v nasledujúcom rozsahu: 

 zamestnanec: titul, meno, priezvisko, osobné číslo, organizačný útvar, e-mail, telefónne 

číslo, číslo bankového účtu/IBAN, dátum narodenia, adresa pobytu, osobné údaje z 

účtovných dokladov, ktorými zamestnanec preukazuje oprávnené výdavky, osobné údaje 

zo sobášneho listu v prípade manžela a manželky, osobné údaje zo žiadosti o poskytnutie 

príspevku na rekreáciu, osobné údaje z čestného vyhlásenia o spoločnej domácnosti, 
 

 dieťa zamestnanca: meno, priezvisko, osobné údaje z rodného listu dieťaťa a z 

potvrdenia o návšteve školy, 
 

 ďalšie oprávnené osoby: meno a priezvisko, vzťah k zamestnancovi, osobné údaje zo 

sobášneho listu v prípade manžela a manželky. 

 

4. Kategórie osobných údajov:  

Ministerstvo spracúva bežné osobné údaje. Ministerstvo nespracúva žiadne osobné údaje 

osobitnej povahy. 

 

5. Kategórie dotknutých osôb:  

Dotknutými osobami sú fyzické osoby – zamestnanci ministerstva, deti zamestnancov, rodičia 

zamestnancov, manželia/manželky rodičov zamestnancov a iné osoby žijúce so zamestnancom 

v spoločnej domácnosti. 

 

6. Účel spracúvania osobných údajov:  

Osobné údaje budú spracúvané na tieto účely: 

a) overovanie nároku na príspevok na rekreáciu, 

b) overovanie splnenia podmienok podania žiadosti o poskytnutie príspevku, 

c) posúdenie žiadosti o poskytnutie príspevku. 
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7. Právny základ spracúvania: 

Ministerstvo pri spracúvaní osobných údajov koná na základe právneho základu plnenia úlohy 

realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej ministerstvu 

podľa čl. 6 ods. 1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na splnenie úlohy realizovanej vo 

verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi.“ Ministerstvo je 

zamestnávateľ, ktorý má viac ako 49 zamestnancov a má povinnosť poskytovať na žiadosť 

zamestnanca príspevok na rekreáciu. Podľa § 152a ods. 1 zákona č. 311/2001 Z. z. Zákonník 

práce v znení neskorších predpisov je ministerstvo povinné posúdiť splnenie podmienok na 

poskytnutie príspevku na rekreáciu. Túto úlohu nie je možné splniť bez spracúvania 

nevyhnutných osobných údajov zamestnancov. Verejným záujmom je zvýšiť počet prenocovaní v 

súvislosti s cestovným ruchom na Slovensku a zatraktívniť SR ako cieľovú destináciu pri výbere 

rekreačného pobytu. Ministerstvo si zároveň plní úlohu posudzovania a overovania nároku 

zamestnanca na príspevok na rekreáciu v súvislosti s výkonom verejnej moci. 

 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Ministerstvo pri spracúvaní osobných údajov nevyužíva žiadneho sprostredkovateľa. 

 

9. Príjemcovia osobných údajov: 

Osobné údaje nie sú poskytované žiadnym príjemcom. Osobné údaje môžu byť poskytnuté 

Finančnej správe SR, aj keď tento subjekt nie je považovaný za príjemcu podľa GDPR. 

 

10. Opis spracúvania osobných údajov: 

Ministerstvo získava a spracúva osobné údaje potrebné na účely uvedené v bode 6. Súčasťou 

spracúvania je napr. overenie oprávnených výdavkov na základe relevantných daňových 

dokladov, overenie identity osôb, ktoré sa pobytu zúčastnili spolu so zamestnancom, overenie 

manželského alebo príbuzenského vzťahu medzi zamestnancom a osobami, ktoré uviedol v 

žiadosti o príspevok na rekreáciu, overenie minimálneho počtu prenocovaní, overenie, či 

pracovný pomer zamestnanca na ministerstve trvá nepretržite najmenej 24 mesiacov a ďalšie 

nevyhnutné činnosti. 

 

11. Doba spracúvania a uchovávania osobných údajov: 

Ministerstvo bude spracúvať osobné údaje po dobu potrebnú na overenie podkladov k žiadosti a 

následne sa osobné údaje budú archivovať po dobu 10 rokov, resp. podľa vecnej skupiny 

registratúrneho plánu ministerstva podľa Prílohy č. 1 Smernice č. 10/2024 z 25. septembra 2024 o 

Registratúrnom poriadku. Po uvedenej dobe spracúvania budú osobné údaje zlikvidované. 

 

12. Zdroj, z ktorého ministerstvo získalo osobné údaje: 

Ministerstvo získalo osobné údaje priamo od dotknutých osôb. 

 

13. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám:  

Nie, nevykonáva sa.  

 

14. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

15. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si uplatniť 

nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 
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d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu právne 

účinky alebo osobu významne ovplyvňujú. 

 

16. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-mailom na 

zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

 

17. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytnutie údajov nie je zmluvnou požiadavkou, alebo požiadavkou, ktorá je potrebná na 

uzavretie zmluvy. Poskytovanie osobných údajov vyplýva z plnenia úloh pri výkone verejného 

záujmu alebo pri výkone verejnej moci podľa čl. 6 ods. 1 písm. e) GDPR prostredníctvom 

činností prevádzkovateľa. Prevádzkovateľ je zodpovedný za kontrolu splnenia podmienok na 

príspevok na rekreáciu. V prípade neposkytnutia osobných údajov, nebude môcť ministerstvo 

poskytnúť zamestnancovi požadovaný príspevok na rekreáciu. 

 

18. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

o ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky (gov.sk) 
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POSKYTNUTIE PRÍSPEVKU NA ŠPORTOVÚ ČINNOSŤ DIEŤAŤA ZAMESTNANCA 
 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako“ 

ministerstvo” alebo “prevádzkovateľ”) ako subjekt, ktorý spracúva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky  

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov na ministerstve:  

Zodpovedná osoba za oblasť GDPR: 

 telefónne číslo: +421 2 2092 8425 

 e-mail: zodpovedna.osoba@mirri.gov.sk 

 

3. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva osobné údaje zamestnanca, manžela/manželky zamestnanca a dieťaťa 

zamestnanca (s príslušnosťou k športovej organizácii po dobu najmenej 6 mesiacov pred podaním 

žiadosti o príspevok na športovú činnosť) v nasledujúcom rozsahu: 

 zamestnanec: titul, meno, priezvisko, osobné číslo, organizačný útvar, e-mail, telefónne 

číslo, číslo bankového účtu/IBAN, dátum narodenia, adresa pobytu, osobné údaje z 

účtovných dokladov vystavených športovou organizáciou, osobné údaje z čestného 

vyhlásenia o poskytnutí finančných prostriedkov z bezpodielového spoluvlastníctva 

manželov, osobné údaje zo žiadosti o poskytnutie príspevku na športovú činnosť dieťaťa, 
 

 dieťa zamestnanca: meno, priezvisko, osobné údaje z dokladu o príslušnosti dieťaťa k 

športovej organizácii, 
 

 ďalšie oprávnené osoby: meno a priezvisko zamestnanca športovej organizácie, názov a 

identifikačné číslo športovej organizácie zapísanej v registri právnických osôb v športe, 

ktorá zabezpečuje pre dieťa zamestnanca vykonávanie športovej činnosti. 

 

4. Kategórie osobných údajov:  

Ministerstvo spracúva bežné osobné údaje. Ministerstvo nespracúva žiadne osobné údaje 

osobitnej povahy. 

 

5. Kategórie dotknutých osôb:  

Dotknutými osobami sú fyzické osoby – zamestnanci ministerstva, manželia/manželky 

zamestnancov, deti zamestnancova ďalšie oprávnené osoby (napr. zamestnanci športovej 

organizácie).  

 

6. Účel spracúvania osobných údajov:  

Osobné údaje budú spracúvané na tieto účely: 

a) overovanie nároku na príspevok na športovú činnosť dieťaťa, 

b) overovanie splnenia podmienok podania žiadosti o poskytnutie príspevku, 
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c) posúdenie žiadosti o poskytnutie príspevku. 

 

7. Právny základ spracúvania: 

Ministerstvo pri spracúvaní osobných údajov koná na základe právneho základu splnenia úlohy 

realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej ministerstvu 

podľa čl. 6 ods. 1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na splnenie úlohy realizovanej vo 

verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi.“ Ministerstvo je 

zamestnávateľ, ktorý má viac ako 49 zamestnancov a má povinnosť poskytovať na žiadosť 

zamestnanca príspevok na športovú činnosť jeho dieťaťa. Podľa § 152b ods. 1 zákona č. 

311/2001 Z. z. Zákonník práce v znení neskorších predpisov je ministerstvo povinné posúdiť 

splnenie podmienok na poskytnutie príspevku na športovú činnosť dieťaťa. Túto úlohu nie je 

možné splniť bez spracúvania nevyhnutných osobných údajov zamestnancov. Verejným 

záujmom je zabezpečiť efektívnu podporu a rozvoj športu detí a mládeže na Slovensku. 

Ministerstvo si zároveň plní úlohu posudzovania a overovania nároku zamestnanca na príspevok 

na športovú činnosť dieťaťa v súvislosti s výkonom verejnej moci. 
 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Ministerstvo pri spracúvaní osobných údajov nevyužíva žiadneho sprostredkovateľa. 

 

9. Príjemcovia osobných údajov: 

Osobné údaje nie sú poskytované žiadnym príjemcom. Osobné údaje môžu byť poskytnuté 

Finančnej správe SR, aj keď tento subjekt nie je považovaný za príjemcu podľa GDPR. 

 

10. Opis spracúvania osobných údajov: 

Ministerstvo získava a spracúva osobné údaje potrebné na účely uvedené v bode 6. Súčasťou 

spracúvania je napr. overenie oprávnených výdavkov na základe relevantných účtovných 

dokladov, overenie identity osôb, ktoré žiadajú o poskytnutie príspevku a osôb, ktoré vykonávajú 

športovú činnosť, overenie príslušnosti dieťaťa k športovej organizácii, overenie športovej 

organizácie ako oprávnenej osoby zabezpečovať pre dieťa športovú činnosť, overenie, či 

pracovný pomer zamestnanca na ministerstve trvá nepretržite najmenej 24 mesiacov a ďalšie 

nevyhnutné činnosti. 

 

11. Doba spracúvania a uchovávania osobných údajov: 

Ministerstvo bude spracúvať osobné údaje po dobu potrebnú na overenie podkladov k žiadosti a 

následne sa osobné údaje budú archivovať po dobu 10 rokov, resp. podľa vecnej skupiny 

registratúrneho plánu ministerstva podľa Prílohy č. 1 Smernice č. 10/2024 z 25. septembra 2024 o 

Registratúrnom poriadku. Po uvedenej dobe spracúvania budú osobné údaje zlikvidované. 

 

12. Zdroj, z ktorého ministerstvo získalo osobné údaje: 

Ministerstvo získalo osobné údaje priamo od dotknutých osôb. 

 

13. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám:  

Nie, nevykonáva sa.  

 

14. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

15. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si uplatniť 

nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 
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b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu právne 

účinky alebo osobu významne ovplyvňujú. 

 

16. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-mailom na 

zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

 

17. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytnutie údajov nie je zmluvnou požiadavkou, alebo požiadavkou, ktorá je potrebná na 

uzavretie zmluvy. Poskytnutie osobných údajov vyplýva z plnenia úloh pri výkone verejného 

záujmu alebo pri výkone verejnej moci podľa čl. 6 ods. 1 písm. e) GDPR prostredníctvom 

činností prevádzkovateľa. Prevádzkovateľ je zodpovedný za kontrolu splnenia podmienok na 

príspevok na športovú činnosť dieťaťa. V prípade neposkytnutia osobných údajov, nebude môcť 

ministerstvo poskytnúť zamestnancovi požadovaný príspevok na športovú činnosť. 

 

18. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

o ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky (gov.sk) 
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POUŽÍVANIE APLIKÁCIE WEBEX 
 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

„ministerstvo” alebo „prevádzkovateľ”) ako subjekt, ktorý spracúva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky  

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Identifikačné a kontaktné údaje prevádzkovateľa (pri poskytovaní služieb): 

Cisco Systems, Inc 

Haarlerbergweg 13-19, 1101 CH  

Amsterdam-Zuidoost  

NETHERLANDS 

 

3. Zodpovedná osoba pre oblasť osobných údajov na ministerstve:  

Zodpovedná osoba za oblasť GDPR: 

 telefónne číslo: +421 2 2092 8425 

 e-mail: zodpovedna.osoba@mirri.gov.sk 

 

4. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva osobné údaje v rozsahu:  

• používateľ: meno, priezvisko, e-mailová adresa, heslo, prehliadač, telefónne číslo 

(voliteľné), adresa (voliteľné), profilový obrázok alebo obrázok avatara (voliteľné), 

informácie o používateľovi zahrnuté v profile zamestnanca (ak sú synchronizované), 

jedinečné ID používateľa (UUID) (pseudonymizované 128-bitové číslo priradené 

výpočtovým uzlom v sieti),  

 

• organizátor online stretnutí: meno a priezvisko/názov organizátora, e-mailová adresa, 

URL adresa lokality stretnutia, názov stretnutia, čas začatia/ukončenia stretnutia, IP 

adresa, identifikátor používateľa, typ hardvéru, typ a verzia operačného systému, 

klientska verzia, MAC adresa (ak bolo zariadenie s MAC), verzia služby, prijaté 

opatrenia, geografická oblasť (kód krajiny), informácie o stretnutí (napr. dátum a čas, 

frekvencia, priemerné a skutočné trvanie, množstvo, kvalita, sieťová aktivita a sieťové 

pripojenie), počet stretnutí, počet relácií zdieľania obrazovky a relácií bez zdieľania 

obrazovky, počet účastníkov, rozlíšenie obrazovky, spôsob pripojenia, informácie 

o výkone, riešení problémov a diagnostike, 

 

• účastník hovoru: používateľské meno, IP adresa, e-mailová adresa, telefónne číslo, 

informácie o zariadení v miestnosti, informácie odoslané prostredníctvom registračného 

formulára účastníka (voliteľné), 
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• údaje generované používateľmi: voliteľné – záznamy stretnutí, prepisy záznamov zo 

stretnutí, nahrané súbory, obsah tabule, chatové správy, anotácie, 

 

• údaje generované Webexom: voliteľné – obsah generovaný AI Assistant, obrázky 

z informačného kanála z kamery používateľa počas stretnutia, 

 

• kalendár: ak sa s kalendárom používa doplnok Webex, spracúvajú sa iba vyššie uvedené 

údaje týkajúce sa účastníkov stretnutí, dátumov a časov, 

 

• centrum technickej podpory: ak sa používateľ obráti na Centrum technickej podpory 

spoločnosti Cisco Systems, Inc. (ďalej len „Cisco“) so žiadosťou o diagnostiku 

a vyriešenie problému, spracúvajú sa osobné údaje pri použití tejto služby; opis 

spracúvania týchto osobných údajov je dostupný na: Trust Portal - Cisco. 

 

5. Kategórie osobných údajov:  

Ministerstvo spracúva bežné osobné údaje. Ministerstvo nespracúva žiadne osobné údaje 

osobitnej povahy. 

 

6. Kategórie dotknutých osôb:  

Dotknutými osobami sú fyzické osoby – používatelia Webexu, organizátori online stretnutí, 

účastníci hovoru.  

 

7. Účel spracúvania osobných údajov:  

Osobné údaje budú spracúvané: 

a) osobné údaje o používateľoch na účely: 

• poskytovania služby, 

• registrácie do služby, 

• riešenia žiadostí zákazníckej podpory,  

• overenia a autorizácie prístupu k používateľskému účtu, 

• zobrazenia informácií o profile používateľa ostatným používateľom Webexu, 

• zobrazenia používateľského avatara a profilu ostatným používateľom (avatar 

môže byť uložený lokálne vo vyrovnávacej pamäti v zariadeniach iných 

používateľov Webexu, ktorí sa zúčastnili rovnakých stretnutí po dobu 2 týždňov), 

• riadenia vzťahov so zákazníkmi (napr. transakčná komunikácia, vyúčtovanie 

služby), 

• fakturácie za službu, 

 

b) osobné údaje o organizátorovi online stretnutí na účely: 

• poskytovania služby, 

• diagnostiky technických problémov, 

• vykonávania analýz a štatistických analýz pre zákazníka s cieľom poskytnúť 

administrátorovi v rámci ministerstva prehľad o používaní, 

• vybavovania žiadostí zaslaných na zákaznícku podporu, 

• podpory pri organizovaní, triedení a/alebo zaraďovaní správ podľa dôležitosti 

alebo manažovania funkcionalít aplikácie Webex spôsobom, ktorý je relevantný 

pre používateľa a jeho prácu, 

• poskytovania funkcie štatistiky o spolupráci (vrátane osobných štatistík) 

(voliteľné), 

• fakturácie za službu, 

• diagnostiky a riešenia problémov, 

 

https://trustportal.cisco.com/c/r/ctp/trust-portal.html#/1552559092863136
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c) osobné údaje generované používateľmi: 

• poskytovania služby, 

 

d) osobné údaje generované Webexom: 

• poskytovania služby, 

 

e) osobné údaje z kalendára a centra technickej podpory: 

• poskytovania služby. 

 

8. Právny základ spracúvania: 

Právny základ pri spracúvaní osobných údajov, ktoré sú nevyhnutné pre poskytovanie služby, je 

plnenie zmluvy podľa čl. 6 ods. 1 písm. b) GDPR: ,,spracúvanie je nevyhnutné na plnenie 

zmluvy, ktorej zmluvnou stranou je dotknutá osoba, alebo aby sa na základe žiadosti dotknutej 

osoby vykonali opatrenia pred uzatvorením zmluvy.“ Zmluvný vzťah medzi prevádzkovateľom 

služby Webex a dotknutou osobou vzniká pri odsúhlasení podmienok používania služby Webex. 

 

Právny základ pre spracúvanie osobných údajov v prípade využitia voliteľných funkcií je súhlas 

dotknutej osoby na spracúvanie osobných údajov podľa čl. 6 ods. 1 písm. a) nariadenia 

GDPR ,,dotknutá osoba vyjadrila súhlas so spracúvaním svojich osobných údajov na jeden alebo 

viaceré konkrétne účely.“ Zamestnanec má právo kedykoľvek svoj súhlas odvolať, pričom jeho 

osobné údaje poskytnuté na marketingové účely v tomto prípade budú vymazané a nebude možné 

ich naďalej využívať. 

 

Ministerstvo pri spracúvaní osobných údajov na účely poskytnutia technickej podpory (v 

obmedzenej miere) svojim zamestnancom koná na základe právneho základu oprávnený záujem 

prevádzkovateľa podľa čl. 6 ods. 1 písm. f) GDPR: „spracúvanie je nevyhnutné na účely 

oprávnených záujmov, ktoré sleduje prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď 

nad takýmito záujmami prevažujú záujmy alebo základné práva a slobody dotknutej osoby, ktoré 

si vyžadujú ochranu osobných údajov, najmä ak je dotknutou osobu dieťa“. Oprávneným 

záujmom prevádzkovateľa je uľahčiť realizáciu online stretnutí, konferencií, webinárov a ďalších 

akcií a pomôcť pri riešení technických problémov, ktoré sú riešiteľné zo strany ministerstva. 

 

9. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Ministerstvo využíva pri spracúvaní osobných údajov sprostredkovateľa: spoločnosť Cisco. 

 

10. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

Osobné údaje môžu byť zdieľané medzi poskytovateľmi služieb, dodávateľmi alebo oprávnenými 

tretími stranami. Spoločnosť Cisco aktuálne využíva sub-sprostredkovateľov Akamai, Amazon 

Web Services a Microsoft. Aktualizovaný zoznam sub-sprostredkovateľov je dostupný na Trust 

Portal - Cisco. 

 

11. Príjemcovia osobných údajov: 

Osobné údaje sú poskytované dodávateľovi aplikácie Webex – spoločnosti Cisco a subjektom 

uvedeným v bode 10. 

 

12. Doba spracúvania a uchovávania osobných údajov: 

Ministerstvo spracúva osobné údaje používateľov po dobu potrebnú na vyriešenie technického 

problému alebo podnetu. Používatelia spracúvajú osobné údaje vygenerované z online stretnutí po 

dobu trvania služobného alebo pracovného pomeru. 

 

V nasledujúcej tabuľke sú uvedené osobné údaje spracúvané Webexom, doba, počas ktorej je 

potrebné údaje uchovávať, a dôvody, prečo sú uchovávané: 

https://trustportal.cisco.com/c/r/ctp/trust-portal.html?doctype=Privacy%20Data%20Sheet&search_keyword=webex#/1554085468927155
https://trustportal.cisco.com/c/r/ctp/trust-portal.html?doctype=Privacy%20Data%20Sheet&search_keyword=webex#/1554085468927155
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TYP OSOBNÝCH 

ÚDAJOV 
OBDOBIE UCHOVÁVANIA DÔVOD UCHOVÁVANIA 

Informácie o 

používateľovi 

Aktívne predplatné: 

- po dobu pokiaľ si zákazník 

udržiava aktívne predplatné 

(platené alebo bezplatné) 

 

Ukončená služba: 

- po ukončení služby sa odstránia 

osobné údaje okrem mena 

a UUID, tie sa zachovávajú 7 

rokov od ukončenia služby. 

Meno a UUID sa uchovávajú ako 

súčasť obchodných záznamov 

spoločnosti Cisco a v súlade s 

finančnými a audítorskými 

požiadavkami spoločnosti Cisco.  

Informácie 

o organizátorovi 

online stretnutí 

• 13 mesiacov (7 rokov pre 

fakturačné údaje) 

Informácie o organizátorovi online 

stretnutí, ako sú napr. analýzy a 

riešenie problémov, sa uchovávajú 

na poskytovanie technickej 

podpory na žiadosť zákazníkov a 

na zlepšenie používateľského 

prostredia v aplikácii Webex 

 

* Všetky fakturačné údaje sa 

uchovávajú 7 rokov ako súčasť 

obchodných záznamov spoločnosti 

Cisco a uchovávajú sa v súlade s 

finančnými a audítorskými 

požiadavkami spoločnosti Cisco. 

Po uplynutí stanovenej doby 

uchovávania sa údaje vymažú. 

Informácie 

generované 

používateľmi 

Aktívne predplatné: 

- okrem nahrávok – vymaže 

zákazník alebo používateľ podľa 

svojho uváženia 

- nahrávky – uchovávané 30 dní 

 

Ukončená služba: 

- vymazané do 60 dní 

Informácie generované 

používateľmi, s výnimkou 

nahrávok, sa neuchovávajú na 

platforme Webex Meetings, keď 

zákazník alebo používateľ tieto 

údaje odstráni. Uchovávajú sa 60 

dní po ukončení využívania 

služieb, aby si ich zákazníci mohli 

stiahnuť. 

 

Nahrávky sú vymazané takzvaným 

,,soft delete“ s možnosťou obnovy 

dát a uchovávajú sa 30 dní pred 

odstránením z platformy, aby 

zákazník alebo používateľ mohol 

získať záznam, ktorý neúmyselne 

odstránil. 

Obsah generovaný 

Webexom 

Aktívne predplatné: 

- vymaže zákazník alebo používateľ 

podľa svojho uváženia 

- obsah generovaný AI Asistentom 

sa uchováva 7 dní od 

vygenerovania 

Obsah generovaný Webexom sa 

vo všeobecnosti neuchováva na 

platforme Webex, keď zákazník 

alebo používateľ odstráni tieto 

údaje. 

 

Obsah generovaný AI Assistant sa 

uchováva, aby si ho zákazník 

alebo používateľ mohol stiahnuť. 

(Ak zákazník alebo používateľ 

tieto údaje vymaže počas 7-dňovej 

lehoty, už sa neuchovávajú.) 

 

Obrázky z kamery používateľa 

počas online stretnutia, ktoré sa 
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spracúvajú tak, aby poskytovali 

funkčnosť určitých voliteľných 

funkcií, ktoré používajú obrázky, 

ako je napríklad funkcia Auto Step 

Away alebo funkcia virtuálneho 

pozadia, rozostrenia a efektov, sa 

na platforme Webex Meetings 

neuchovávajú. 

 

13. Zdroj, z ktorého ministerstvo získalo osobné údaje: 

Ministerstvo a/alebo spoločnosť Cisco získali osobné údaje priamo od dotknutých osôb. 

 

14. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám:  

Osobné údaje sú spracúvané vo vybranej geografickej dátovej oblasti. V prípade ministerstva 

spoločnosť Cisco spracúva osobné údaje (najmä obsah generovaný na online stretnutiach, údaje 

o používateľoch a organizátoroch online stretnutí) výhradne v Európskej únii, pričom servery sa 

nachádzajú v Nemecku a Holandsku.  

V určitých špecifických prípadoch môžu byť osobné údaje spracúvané aj mimo vybranej 

geografickej oblasti. Takýto prenos do tretích krajín sa vyskytne v prípade, ak sa používateľ 

zaregistruje na Cisco platforme, aby sa dozvedel viac informácií o Cisco produktoch 

a podujatiach; ak používateľ poskytuje svoje kontaktné zákaznícke údaje; ak používateľ v rámci 

Webexu spolupracuje s inými používateľmi z rozdielnej geografickej oblasti, ak používateľ 

využije zákaznícku technickú podporu; ak povolí voliteľné funkcie ako napríklad push notifikácie 

na mobile alebo ak Webex využívajú používatelia ako hostia s bezplatným účtom. V týchto 

prípadoch sa osobné údaje prenášajú do Spojených štátov amerických, Veľkej Británie, 

Švajčiarska, Brazílie, Austrálie, Japonska alebo Singapuru. Spoločnosť Cisco využíva 

mechanizmy prenosu, ktoré zabezpečujú primeranú ochranu osobných údajov a umožňujú 

zákonný prenos údajov na základe nasledujúcich záruk: 

• Záväzné podnikové pravidlá (prevádzkovateľ), 

• Pravidlá cezhraničnej ochrany súkromia APEC, 

• Uznanie ochrany osobných údajov APEC pre spracovateľov, 

• Štandardné zmluvné doložky EÚ, 

• Rámec ochrany osobných údajov medzi EÚ a USA a rozšírenie rámca ochrany osobných 

údajov medzi EÚ a USA pre Spojené kráľovstvo,  

• Švajčiarsko-americký rámec ochrany osobných údajov. 

Spoločnosť Cisco vypracovala analýzy primeraných záruk pri prenosoch do tretích krajín: 

• Analýza primeraných záruk pri prenosoch do tretích krajín 

 

15. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

16. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si uplatniť 

nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

https://ec.europa.eu/newsroom/article29/items/613841/en
https://cbprs.org/
https://cbprs.org/compliance-directory/prp/
https://trustportal.cisco.com/c/r/ctp/trust-portal.html?search_keyword=standard%20contractual#/19206046239245247
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt0000000GnJ2AAK&status=Active
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt0000000GnJ2AAK&status=Active
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt0000000GnJ2AAK&status=Active
https://trustportal.cisco.com/c/r/ctp/trust-portal.html?doctype=Transfer%20Impact%20Assessment
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g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu právne 

účinky alebo osobu významne ovplyvňujú. 

 

17. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-mailom na 

zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

 

18. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby aj prostredníctvom: 

• formuláru žiadosti o ochranu osobných údajov spoločnosti Cisco dostupného na Cisco 

DSR Form, 

• poštových služieb na adresu: 

Riaditeľ ochrany osobných údajov spoločnosti Cisco 

Cisco Systems, Inc. 

170 W. Tasman Drive 

San Jose, CA 95134 

UNITED STATES 

Riaditeľ ochrany 

osobných údajov v 

Amerike 

Cisco Systems, Inc.  

170 W. Tasman Drive  

San Jose, CA 95134  

UNITED STATES  

Riaditeľ ochrany osobných údajov 

pre Áziu a Tichomorie, Japonsko 

a Čínu (APJC) 

Cisco Systems, Inc. Bldg 80, Lvl 25, 

Mapletree Biz City, 80 Pasir Panjang 

Road, Singapore, 117372 

SINGAPORE  

Riaditeľ ochrany osobných 

údajov pre Európu, Blízky 

východ a Afriku (EMEA) 

Cisco Systems, Inc.  

Haarlerbergweg 13-19, 1101 CH 

Amsterdam-Zuidoost 

NETHERLANDS  

 

19. Ďalšie dôležité informácie: 

Spoločnosť Cisco často aktualizuje zmeny v spracovaní osobných údajov. Najnovšiu verziu 

nájdete v časti Ochrana osobných údajov v Centre dôveryhodnosti spoločnosti Cisco. Osobné 

údaje sú spracúvané v súlade s globálnymi požiadavkami na bezpečnosť a ochranu osobných 

údajov vrátane všeobecného nariadenia EÚ o ochrane údajov (GDPR). Spoločnosť Cisco 

dodržiava prísne interné normy a udržiava aj overenia a certifikácie tretích strán, aby preukázala 

záväzok k bezpečnosti informácií a ochrane osobných údajov. Služba získala nasledujúce 

certifikácie: 

• EU Cloud Code of Conduct Adherence by SCOPE Europe, 

• ISO/IEC 27001:2013, ISO/IEC 27017:2015, ISO/IEC 27018:2019, ISO/IEC 27701:2019 

Certification,  

• SOC 2 Type II Report, 

• BSI Cloud Computing Compliance Criteria Catalogue (German C5),  

• CSA STAR Level 2 Certification,  

• FedRAMP,  

• HIPAA Attestation,  

• Spanish Esquema Nacional de Seguridad Certification,  

• Italian AgID (Agency for Digital Italy) Certification,  

• Australian IRAP (Information Security Registered Assessors Program) Certification,  

• Digital Trust Label (Switzerland), 

• Electronic Transactions Development Agency Certification (Thailand). 

 

20. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytnutie osobných údajov je zmluvnou požiadavkou, alebo požiadavkou, ktorá je potrebná na 

uzavretie zmluvy v prípade uzatvárania zmluvného vzťahu medzi zákazníkom a spoločnosťou 

mailto:zodpovedna.osoba@mirri.gov.sk
https://privacyrequest.cisco.com/
https://privacyrequest.cisco.com/
https://trustportal.cisco.com/c/r/ctp/trust-portal.html#/
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Cisco. Bez poskytnutia nevyhnutných osobných údajov spoločnosť Cisco nemôže poskytovať 

zákazníkovi služby platformy Webex, realizovať vyúčtovanie služby a vykonávať ďalšie činnosti 

na účely uvedené v bode 7.   

 

21. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

o ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky (gov.sk) 

 

 

 

 

 
 
 

  

https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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ZABEZPEČENIE VYŠKOLENÝCH ZAMESTNANCOV PRVEJ POMOCI 

 
Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

„ministerstvo” alebo „prevádzkovateľ”) ako subjekt, ktorý spracúva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky  

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov na ministerstve:  

Zodpovedná osoba za oblasť GDPR: 

 telefónne číslo: +421 2 2092 8425 

 e-mail: zodpovedna.osoba@mirri.gov.sk 

 

3. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva osobné údaje v rozsahu meno, priezvisko, príslušnosť k jednotkám civilnej 

ochrany, číslo kancelárie a poschodie, rok absolvovania kurzu prvej pomoci. 

 

4. Kategórie osobných údajov:  

Ministerstvo spracúva bežné osobné údaje. Ministerstvo nespracúva žiadne osobné údaje 

osobitnej povahy. 

 

5. Kategórie dotknutých osôb:  

Dotknutými osobami sú fyzické osoby – zamestnanci ministerstva, ktorí absolvovali kurz prvej 

pomoci.  

 

6. Účel spracúvania osobných údajov:  

a) Osobné údaje budú spracúvané na účely poskytnutia informácií zamestnancom ministerstva 

a návštevám ministerstva o vyškolených zamestnancoch, na ktorých sa je možné obrátiť v prípade 

potreby prvej pomoci na prízemí budovy a na jednotlivých poschodiach pred príchodom lekárov 

alebo zásahového tímu. 

 

b) Osobné údaje budú spracúvané aj na účely vzdelávania dostatočného počtu zamestnancov na 

poskytovanie prvej predlekárskej pomoci, na preukázanie zabezpečovania tejto povinnosti 

príslušným orgánom kontroly, na určenie postupu záchranných prác v prípade evakuácie alebo 

ohrozenia života a na kontrolu zabezpečenia pravidelného vzdelávania na vykonávanie 

záchranných prác.  

 

7. Právny základ spracúvania: 

Právnym základom spracúvania osobných údajov v prípade účelov uvedených v bode 6 písmena 

a) je oprávnený záujem prevádzkovateľa podľa čl. 6 ods. 1 písm. f) GDPR: „spracúvanie je 

nevyhnutné na účely oprávnených záujmov, ktoré sleduje prevádzkovateľ alebo tretia strana, s 

výnimkou prípadov, keď nad takýmito záujmami prevažujú záujmy alebo základné práva a 

slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných údajov, najmä ak je dotknutou 
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osobu dieťa“. Oprávneným záujmom prevádzkovateľa je zabezpečiť odbornú prvú pomoc pred 

príchodom lekárov alebo zásahového tímu.  

 

Právnym základom spracúvania osobných údajov v prípade účelov uvedených v bode 6 písmena 

b) je splnenie úlohy realizovanej vo verejnom záujme alebo pri výkone verejnej moci 

zverenej prevádzkovateľovi podľa čl. 6 ods. 1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na 

splnenie úlohy realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi.“ Ministerstvo si ako zamestnávateľ plní úlohy pri bezprostrednom a vážnom 

ohrození života alebo zdravia osôb nachádzajúcich sa v objekte ministerstva. Tieto úlohy určuje § 

8 ods. 1 zákona č. 124/2006 Z.z. o bezpečnosti a ochrane zdravia pri práci a o zmene a doplnení 

niektorých zákonov. 

 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Ministerstvo nevyužíva pri spracúvaní osobných údajov žiadneho sprostredkovateľa. 

 

9. Príjemcovia osobných údajov: 

Osobné údaje nebudú poskytované žiadnym príjemcom. 

  

10. Doba spracúvania a uchovávania osobných údajov: 

Osobné údaje budú spracúvané po dobu trvania služobného alebo pracovného pomeru 

vyškoleného zamestnanca. Po skončení spracúvania budú osobné údaje zlikvidované. 

 

11. Zdroj, z ktorého ministerstvo získalo osobné údaje: 

Ministerstvo získalo osobné údaje priamo od dotknutých osôb. 

 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám:  

Osobné údaje sa nebudú prenášať do tretej krajiny ani medzinárodným organizáciám.   

 

13. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

14. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si uplatniť 

nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu právne 

účinky alebo osobu významne ovplyvňujú. 

 

15. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-mailom na 

zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

 

16. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytnutie osobných údajov nevyplýva zo zákona ani nie je zmluvnou požiadavkou, alebo 

požiadavkou, ktorá je potrebná na uzavretie zmluvy. V prípade neposkytnutia osobných údajov 

mailto:zodpovedna.osoba@mirri.gov.sk


179 
 

nebudú mať zamestnanci/návštevy ministerstva možnosť sa, v prípade potreby prvej pomoci, 

rýchlo a jednoducho dostať ku kontaktným údajom vyškolených osôb.  

 

17. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

o ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky (gov.sk) 

 

  

https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov


180 
 

PREDKLADANIE ŽIADOSTÍ O POSKYTNUTIE NENÁVRATNÉHO FINANČNÉHO 

PRÍSPEVKU  
 

Informácie pre dotknutú osobu pri získaní osobných údajov 

 

Podľa čl. 13 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 o ochrane 

fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým sa zrušuje 

smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) Ministerstvo 

investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako „MIRRI SR” alebo 

„prevádzkovateľ”) ako subjekt, ktorý spracúva osobné údaje dotknutej osoby, poskytuje dotknutej 

osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky Pribinova 

25, 811 09 Bratislava, IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov MIRRI SR: Zodpovedná osoba za oblasť 

GDPR, telefón: +421 2 2092 8425, e-mail: zodpovedna.osoba@mirri.gov.sk 

 

3. Názov spracúvania: Výzva Lepšie e-GOV služby na predkladanie žiadostí o poskytnutie 

nenávratného finančného príspevku (ďalej len „Výzva“). 

 

4. Rozsah spracúvaných osobných údajov:  

Všeobecné osobné údaje: 

• meno, priezvisko a titul zamestnanca, 

• dátum narodenia, 

• miesto trvalého pobytu, 

• funkcia zamestnanca, 

• funkcia vedúceho zamestnanca, ak ide o štátnozamestnanecké miesto alebo pracovné 

miesto vedúceho zamestnanca, 

• deň vzniku štátnozamestnaneckého pomeru alebo pracovného pomeru, 

• skúšobná doba, ak plynie, 

• druh štátnej služby alebo obdobného pracovného pomeru, 

• organizačný útvar, 

• označenie pravidelného miesta výkonu štátnej služby/výkonu práce vo verejnom 

záujme alebo výkonu práce, ktorým je obec, časť obce alebo inak určené miesto, 

• dĺžka určeného služobného/pracovného času alebo dĺžka kratšieho 

služobného/pracovného času, ak bol dohodnutý, 

• čas trvania dočasnej štátnej služby, ak ide o dočasnú štátnu službu, 

• odbor štátnej služby, ak sa určuje, 

• údaj o tom, či ide o štátnozamestnanecké miesto mimoriadnej významnosti, 

• údaj o výmere dovolenky odkazom na príslušné ustanovenie zákona alebo 

kolektívnej zmluvy, 

• najnáročnejšia činnosť, 

• bližšie určená najnáročnejšia činnosť, 

• ďalšia činnosť a bližšie určená ďalšia činnosť, ak jej vykonávanie vyplýva z opisu 

štátnozamestnaneckého miesta/z opisu pracovnej činnosti , 

• údaj o dĺžke výpovednej doby odkazom na príslušné ustanovenie zákona, 
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• ďalšie údaje uvedené v služobnej alebo pracovnej zmluve.  

Osobné údaje osobitnej kategórie: 

• nespracúvajú sa.  

Údaje o trestných činoch a priestupkoch: 

• nespracúvajú sa. 

 

5. Kategórie osobných údajov: všeobecné osobné údaje. 

 

6. Kategórie dotknutých osôb:  

Prevádzkovateľ spracúva osobné údaje fyzických osôb – zamestnancov MIRRI SR, ktorí sú 

zapojení do Výzvy ako: 

• žiadatelia, 

• účastníci.  

 

7. Účel spracúvania osobných údajov:  

Prevádzkovateľ spracúva osobné údaje na účely overenia splnenia podmienok Výzvy 

predložením dokumentu preukazujúceho pracovnoprávny alebo obdobný pracovný vzťah 

(služobná alebo pracovná zmluva).  

 

8. Právny základ spracúvania:  

Právnym základom pre spracúvanie osobných údajov zamestnancov je splnenie zákonnej 

povinnosti prevádzkovateľa podľa čl. 6 ods. 1 písm. c) Nariadenia ,,spracúvanie je 

nevyhnutné na splnenie zákonnej povinnosti prevádzkovateľa“. Spracúvanie je nevyhnutné na 

splnenie povinností, ktoré prevádzkovateľovi ukladá osobitný predpis. Zákonná povinnosť 

spracúvať nevyhnutný rozsah osobných údajov vyplýva z § 46 ods. 2 zákona 121/2022 o 

príspevkoch z fondov Európskej únie a o zmene a doplnení niektorých zákonov. 

 

9. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sprostredkovateľa ani 

sub-sprostredkovateľa.  

 

10. Príjemcovia osobných údajov:  

Príjemcom osobných údajov môže byť Vláda Slovenskej republiky, orgán zabezpečujúci 

ochranu finančných záujmov Európskej únie, centrálny koordinačný orgán, regionálne centrá, 

riadiaci orgán, platobný orgán, orgán auditu, sprostredkovateľský orgán, koordinačný orgán 

pre finančné nástroje a orgány v oblasti integrovanej územnej investície, ako aj ďalšie 

subjekty, ktoré sa podieľajú na výkone vymedzených úloh vyplývajúcich z legislatívy 

Európskej únie a ďalšie oprávnené subjekty – orgány štátnej alebo verejnej správy, ktoré sú 

oprávnené požadovať konkrétne údaje podľa osobitných právnych predpisov. 

Na účely výkonu kontroly, auditu a výkonu dohľadu môžu byť osobné údaje poskytnuté aj 

platobnému orgánu, orgánu auditu, Európskej komisii, Európskemu úradu na boj proti 

podvodom a iným orgánom kontroly, auditu a dohľadu.  
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11. Doba uchovávania osobných údajov: Prevádzkovateľ spracúva osobné údaje po dobu 10 

rokov. Túto dobu spracúvania osobných údajov ohraničuje doba potrebná pre spracovanie 

a administratívne vyhodnotenie žiadosti o nenávratný finančný príspevok alebo na dobu 

trvania zákonnej povinnosti spracúvania osobných údajov v zmysle právneho predpisu 

uvedeného v tejto informačnej povinnosti. 

 

12. Opis plánovaného spracúvania: Prevádzkovateľ MIRRI SR získava potrebné osobné údaje 

priamo od dotknutých osôb a ďalej ich poskytuje zamestnancom Riadiaceho orgánu pre 

Program Slovensko na MIRRI SR. Zamestnanci Riadiaceho orgánu pre program Slovensko 

tieto osobné údaje ďalej spracúvajú a uchovávajú na účely overenia splnenia podmienok 

Výzvy. 

  

13. Prenos osobných údajov do tretej krajiny: Nie, nevykonáva sa.  

 

14. Prenos osobných údajov medzinárodným organizáciám: Nie, nevykonáva sa. 

 

15. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie vrátane 

profilovania. 

 

16. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu právne 

účinky alebo osobu významne ovplyvňujú. 

 

17. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby. 

 

18. Poskytovanie osobných údajov je zákonnou požiadavkou: vyplýva zo zákonnej povinnosti 

prevádzkovateľa podľa § 46 zákona o príspevkoch z fondov EÚ. 

 

Prevádzkovateľ je zodpovedný za plnenie povinností ako správca informačného systému 

verejnej správy v zmysle § 2 ods. 5 zákona č. 95/2019 Z. z. o informačných technológiách vo 

verejnej správe a o zmene a doplnení niektorých zákonov v znení neskorších predpisov 

a zároveň je Riadiacim orgánom pre Program Slovensko.  

 

V prípade neposkytnutia nevyhnutných osobných údajov nie je možné zapojiť sa do 

zverejnenej výzvy, získať príspevok z fondov EÚ ani administratívne spracúvať žiadosti 

o poskytnutie príspevkov z fondov EÚ. 

 

19. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, 

má právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu 
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osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných 

údajov a o zmene a doplnení niektorých zákonov v znení neskorších predpisov.  
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ORGANIZOVANIE VZDELÁVACÍCH AKTIVÍT 
 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

„ministerstvo“ alebo „prevádzkovateľ“) ako subjekt, ktorý spracúva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky  

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Zodpovedná osoba pre oblasť osobných údajov na ministerstve:  

Zodpovedná osoba za oblasť GDPR: 

 telefónne číslo: +421 2 2092 8425 

 e-mail: zodpovedna.osoba@mirri.gov.sk 

 

3. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva osobné údaje dotknutej osoby v rozsahu: 

a) meno, priezvisko,  

b) e-mail, 

c) dátum a miesto narodenia (v prípade získania certifikátu/ osvedčenia po absolvovaní 

vzdelávacej aktivity) 

d) opisy štátnozamestnaneckých miest (v prípade potreby nastaviť špecializovaný obsah 

vzdelávacej aktivity šitý na mieru), 

e) pracovná pozícia, 

f) osobné číslo (ak ide o zamestnanca a osobné číslo sa využíva ako identifikátor), 

g) ďalšie nevyhnutné údaje potrebné pre zabezpečenie vzdelávacej aktivity. 

 

4. Kategórie osobných údajov:  

Ministerstvo spracúva bežné osobné údaje. Ministerstvo nespracúva žiadne osobné údaje 

osobitnej povahy. 

 

5. Kategórie dotknutých osôb:  

Dotknutými osobami sú fyzické osoby – osoby, ktoré sú záujemcami o vzdelávaciu aktivitu, 

osoby prihlásené na vzdelávaciu aktivitu (napr. zamestnanci alebo osoby z radov verejnosti), 

lektori/ prednášajúci a osoby v dodávateľskom vzťahu s ministerstvom. 

 

6. Účel spracúvania osobných údajov:  

Osobné údaje budú spracúvané na účely: 

a) nastavenia obsahu vzdelávania danej skupiny zamestnancov zaradených na vzdelávanie, 

b) kontroly, či prihlásený záujemca spadá do cieľovej skupiny (ak je to podmienkou 

prihlásenia na vzdelávaciu aktivitu), 

c) prihlásenia účastníkov na vzdelávaciu aktivitu, resp. zamietnutia prihlášky, ak záujemca 

nesplní podmienky prihlásenia na vzdelávaciu aktivitu), 
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d) zasielania dôležitých informácií týkajúcej sa vzdelávacej aktivity (napr. termín, 

organizačné informácie, vzdelávacie materiály a podobne), 

e) overenia prítomnosti osôb na prezenčnej listine, 

f) zasielania certifikátov o absolvovaní vzdelávania, 

g) výkonu kontroly, auditu a overovania oprávnenými osobami, 

h) zasielania informácií o zaujímavých vzdelávacích aktivitách vo forme newslettera. 

 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov v nevyhnutnom rozsahu v prípade účelov 

uvedených v bode 6 a), b), c), d), f) je plnenie zmluvy, pričom zmluvnou stranou je dotknutá 

osoba podľa čl. 6 ods.1 písm. b) GDPR: „Spracúvanie je nevyhnutné na plnenie zmluvy, ktorej 

zmluvnou stranou je dotknutá osoba, alebo aby sa na základe žiadosti dotknutej osoby vykonali 

opatrenia pred uzatvorením zmluvy.“ Spracúvanie je nevyhnutné na plynulé zorganizovanie 

vzdelávacej aktivity zo strany ministerstva. 

 

Ministerstvo pri spracúvaní osobných údajov v prípade účelov uvedených v bode 6 e), g) koná na 

základe právneho základu splnenia úlohy realizovanej vo verejnom záujme alebo pri výkone 

verejnej moci zverenej ministerstvu podľa čl. 6 ods. 1 písm. e) GDPR: ,,spracúvanie je 

nevyhnutné na splnenie úlohy realizovanej vo verejnom záujme alebo pri výkone verejnej moci 

zverenej prevádzkovateľovi.“ Podľa § 25 ods. 3 zákona č. 368/2021 Z. z. o mechanizme na 

podporu obnovy a odolnosti a o zmene a doplnení niektorých zákonov je ministerstvo oprávnené 

spracúvať osobné údaje na účely získania finančných prostriedkov určených na vykonávanie 

plánu obnovy a na účely v súvislosti s realizáciou investície, ak je vzdelávacia aktivita hradená 

z prostriedkov Plánu obnovy a odolnosti SR. Verejným záujmom je zabezpečiť skvalitnenie 

vzdelávania v rôznych oblastiach štátnej a verejnej správy. Ministerstvo si zároveň plní úlohu 

posudzovania a overovania nároku  záujemcu o absolvovanie vzdelávacej aktivity, ak je toto 

podmienkou účasti na vzdelávacej aktivite. Ministerstvo pri výkone kontroly postupuje najmä 

podľa § 20 ods. 2 zákona č. 357/2015 Z.z. o finančnej kontrole a audite a o zmene a doplnení 

niektorých zákonov.  
 

Právnym základom pre spracúvanie osobných údajov v nevyhnutnom rozsahu v prípade účelu 

uvedeného v bode 6 h) je oprávnený záujem prevádzkovateľa podľa čl. 6 ods. 1 písm. f) 

GDPR:  

,,spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje prevádzkovateľ alebo 

tretia strana, s výnimkou prípadov, keď nad takýmito záujmami prevažujú záujmy alebo základné 

práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných údajov, najmä ak je 

dotknutou osobu dieťa.“ Tento právny základ sa aplikuje v prípade predchádzajúceho zmluvného 

vzťahu s účastníkom vzdelávacej aktivity alebo v nadväznosti na predchádzajúcu komunikáciu so 

záujemcom/ účastníkom vzdelávacej aktivity. V opačnom prípade sa zasielanie informácií 

o zaujímavých vzdelávacích aktivitách vykonáva na základe súhlasu dotknutej osoby so 

spracúvaním osobných údajov podľa čl. 6 ods. 1 písm. a) GDPR: ,,dotknutá osoba vyjadrila 

súhlas so spracúvaním svojich osobných údajov na jeden alebo viaceré konkrétne účely.“ 

 

V prípade poskytnutia osobných údajov inému poskytovateľovi, ktorý zabezpečuje 

zorganizovanie vzdelávacej aktivity je právnym základom súhlas dotknutej osoby so 

spracúvaním osobných údajov podľa čl. 6 ods. 1 písm. a) GDPR: ,,dotknutá osoba vyjadrila 

súhlas so spracúvaním svojich osobných údajov na jeden alebo viaceré konkrétne účely.“ 

 

V prípade zabezpečenia služieb zo strany iného poskytovateľa vzdelávacej aktivity sa 

spracúvanie osobných údajov vykonáva na základe právneho základu, ktorý si samostatne zvolil 

konkrétny poskytovateľ vzdelávacej aktivity ako samostatný prevádzkovateľ v zmysle GDPR. 
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8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Ministerstvo pri spracúvaní osobných údajov nevyužíva žiadneho sprostredkovateľa. 

 

9. Príjemcovia osobných údajov: 

V prípade, ak je organizátorom vzdelávacej aktivity samotné ministerstvo, osobné údaje nebudú 

poskytované tretím stranám na ďalšie účely. 

 

V prípade, ak je organizátorom vzdelávacej aktivity iný poskytovateľ, osobné údaje budú 

poskytnuté tej spoločnosti, ktorá organizuje vzdelávacie kurzy. 

  

Osobné údaje môžu byť poskytnuté orgánom auditu, certifikačnému orgánu, Najvyššiemu 

kontrolnému úradu Slovenskej republiky, Úradu pre verejné obstarávanie, Protimonopolnému 

úradu Slovenskej republiky, Európskej komisii alebo Európskemu dvoru audítorov, resp. 

oprávneným osobám na výkon kontroly alebo auditu v zmysle príslušných právnych predpisov, 

najmä zákona č. 368/2021 Z. z. o mechanizme na podporu a odolnosti a o zmene a doplnení 

niektorých zákonov v znení neskorších predpisov a zákona č. 357/2015 Z. z. o finančnej kontrole 

a audite a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Títo príjemcovia 

sa však nemusia považovať za príjemcov v zmysle GDPR.  

 

10. Doba spracúvania a uchovávania osobných údajov: 

Ministerstvo bude spracúvať osobné údaje po dobu nevyhnutnú na zorganizovanie alebo 

zabezpečenie vzdelávacej aktivity. Následne sa osobné údaje z prezenčných listín a certifikátov 

budú archivovať po dobu 10 rokov na účely kontroly a auditu. V prípade zasielania informácií 

o nových vzdelávacích aktivitách sú osobné údaje spracúvané po dobu 5 rokov alebo aj skôr 

v prípade odhlásenia sa z newslettera.  

Po uvedenej dobe spracúvania budú osobné údaje zlikvidované.  

Poskytovateľ, ktorý bude realizovať školenia, bude konať ako nezávislý prevádzkovateľ 

osobných údajov, ktorý bude osobné údaje získavať a ďalej spracúvať po dobu, ktorú uvádza vo 

svojich podmienkach spracúvania osobných údajov.  

 

11. Zdroj, z ktorého prevádzkovateľ získal osobné údaje: 

Ministerstvo získalo osobné údaje priamo od dotknutých osôb. 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám:  

Nie, nevykonáva sa.  

 

13. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

14. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si uplatniť 

nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu právne 

účinky alebo osobu významne ovplyvňujú. 
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15. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-mailom na 

zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

 

16. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytovanie osobných údajov nie je zákonnou požiadavkou. Poskytovanie osobných údajov je 

zmluvnou požiadavkou, ak vyplýva z uzatvorenia zmluvného vzťahu medzi ministerstvom 

a dotknutou osobou. V prípade neposkytnutia osobných údajov nie je možné zabezpečiť účasť 

záujemcu na vzdelávacej aktivite. 

 

17. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

o ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky (gov.sk) 

  

mailto:zodpovedna.osoba@mirri.gov.sk
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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KYBERARÉNA 

 
Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

„ministerstvo“ alebo „prevádzkovateľ“) ako subjekt, ktorý spracúva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky  

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

 

2. Kontaktné údaje zodpovednej osoby pre oblasť osobných údajov na ministerstve:  

 telefónne číslo: +421 2 2092 8425 

 e-mail: zodpovedna.osoba@mirri.gov.sk 

 

3. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva osobné údaje dotknutej osoby v rozsahu meno a priezvisko, e-mailová 

adresa, telefónne číslo, názov organizácie zamestnávateľa, názov a popis pracovnej 

funkcie/zaradenia, kategória používateľa informačno-komunikačných technológii, do ktorej sa 

klasifikuje dotknutá osoba, dátum vydania certifikátu zo školenia, dátum registrácie, dátum z 

prezenčnej listiny, podpis na prezenčnej listine, slovné hodnotenie účastníka školenia. 

 

4. Kategórie osobných údajov:  

Ministerstvo spracúva bežné osobné údaje. Ministerstvo nespracúva žiadne osobné údaje 

osobitnej povahy. 

 

5. Kategórie dotknutých osôb:  

Ministerstvo spracúva osobné údaje fyzických osôb – účastníkov školení a tréningov, ktorými sú 

zamestnanci verejnej správy v oblasti kybernetickej a informačnej bezpečnosti, IT manažéri, 

manažéri kybernetickej bezpečnosti, ako aj riadiaci pracovníci a IT zamestnanci. 

6. Účel spracúvania osobných údajov:  

Ministerstvo pracuje s osobnými údajmi, aby mohlo zabezpečiť nasledujúce účely: 

a) registráciu na školenia a tréningy, 

b) zasielanie pokynov k vzdelávacím aktivitám,  

c) zabezpečenie požiadaviek dotknutých osôb, napr. upresnenie scenárov kybernetických 

incidentov, počtu osôb, zmena termínu vybraného tréningu a pod.,  

d) vydanie a zaslanie certifikátu, ktorý potvrdzuje vyškolenie, 

e) preukázanie vynakladania poskytnutého príspevku v súvislosti s realizáciou projektu 

Výcvikové a školiace stredisko pre bezpečnosť prevádzky a správy IT pre sektor VS. 

7. Právny základ spracúvania: 

Ministerstvo pracuje s osobnými údajmi na právnom základe podľa Nariadenia Európskeho 

parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní 

osobných údajov a o voľnom pohybe takých údajov, ktorým sa zrušuje smernica 95/46/ES 

(všeobecné nariadenie o ochrane údajov, ďalej len „GDPR“). 

mailto:zodpovedna.osoba@mirri.gov.sk
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Ministerstvo využíva právny základ, ktorým je splnenie zákonnej povinnosti prevádzkovateľa. 

Tento právny základ využíva ministerstvo pri preukázaní vynakladania poskytnutého príspevku v 

súvislosti s realizáciou projektu. Tento právny základ je daný v článku 6 odsek 1 písmeno c) 

GDPR: „spracúvanie je nevyhnutné na splnenie zákonnej povinnosti prevádzkovateľa“. Zákonnú 

povinnosť určuje ministerstvu § 46 ods. 3 zákona č. 121/2022 Z. z. o príspevkoch z fondov 

Európskej únie a o zmene a doplnení niektorých zákonov. 

 

Ďalším právnym základom je plnenie úloh pri výkone verejného záujmu alebo pri výkone 

verejnej moci. Tento právny základ pre spracúvanie osobných údajov využíva ministerstvo pri 

realizácii projektu, realizácii školení, registrácii účastníkov, informovaní účastníkov v súvislosti 

so školeniami a pri vydávaní certifikátov a pri preukázaní vynakladania poskytnutého príspevku v 

súvislosti s realizáciou projektu. Tento právny základ je daný v článku 6 odsek 1 písmeno e) 

GDPR: „spracúvanie je nevyhnutné na splnenie úlohy realizovanej vo verejnom záujme alebo pri 

výkone verejnej moci zverenej prevádzkovateľovi“. Verejným záujmom ministerstva je zlepšiť 

vzdelanie zamestnancov verejnej správy v oblasti kybernetickej a informačnej bezpečnosti, zvýšiť 

všeobecné povedomie o IT bezpečnosti a súvisiacich rizikách, zvýšiť povedomie o phishingových 

a ransomwérových útokoch, znížiť počet incidentov spôsobených internými zamestnancami z 

dôvodu nevedomosti. Plnenie úloh určuje ministerstvu § 23a ods. 1 písm. a) zákona č. 95/2019 

Z.z. o informačných technológiách vo verejnej správe a o zmene a doplnení niektorých zákonov. 

 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Ministerstvo pri spracúvaní osobných údajov nevyužíva žiadneho sprostredkovateľa ani sub-

sprostredkovateľa.  

 

9. Príjemcovia osobných údajov: 

Ministerstvo môže poskytnúť osobné údaje oprávneným inštitúciám v prípade auditu a kontroly 

toho, či ministerstvo dobre hospodári s finančnými prostriedkami, ktoré sa využívajú v projekte 

Výcvikové a školiace stredisko pre bezpečnosť prevádzky a správy IT pre sektor VS. Súčasťou 

projektu je aj vývoj, nasadenie a prevádzka tohto portálu. Oprávnenými orgánmi sú inštitúcie na 

výkon kontroly nakladania s finančnými prostriedkami z Operačného programu Integrovaná 

infraštruktúra, Najvyšší kontrolný úrad Slovenskej republiky, Úrad pre verejné obstarávanie, 

Úrad vládneho auditu, Európsky úrad boja proti podvodom, orgán auditu a jeho spolupracujúce 

orgány, zástupcovia Európskej komisie a Európskeho dvora audítorov, dozorné orgány, ktoré 

kontrolujú kybernetickú bezpečnosť a ochranu osobných údajov a ďalšie subjekty definované 

platnými zákonmi. 

 

10. Doba spracúvania a uchovávania osobných údajov: 

Osobné údaje sú spracúvané po dobu aktívnej účasti na školeniach a tréningoch a po skončení 

vzdelávacích aktivít ešte po dobu trvania udržateľnosti projektu Výcvikové a školiace stredisko 

pre bezpečnosť prevádzky a správy IT pre sektor VS, čo môže byť až po dobu 3 rokov od 

skončenia aktívnej účasti dotknutej osoby na školeniach a tréningoch na účely kontroly a 

preukazovania výdavkov v rámci auditu.  

Osobné údaje budú vymazané po skončení doby udržateľnosti projektu alebo po ukončení auditu 

podľa toho, ktorá skutočnosť nastane skôr. 

 

11. Zdroj, z ktorého prevádzkovateľ získal osobné údaje: 

Ministerstvo získava osobné údaje priamo od dotknutých osôb. 

 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám:  

Nie, nevykonáva sa.  
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13. Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na 

profilovanie. 

 

14. V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si uplatniť 

nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené na 

automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu právne 

účinky alebo osobu významne ovplyvňujú. 

 

15. Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-mailom na 

zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

 

16. Informácia o zmluvnej alebo zákonnej požiadavke: 

Poskytnutie osobných údajov pred účasťou na školeniach je zákonná povinnosť v prípade, ak 

dotknutá osoba vyjadrí svoj záujem zúčastniť sa na školeniach a tréningoch kyberarény. 

Poskytnutie osobných údajov však nie je zmluvnou požiadavkou. V prípade, že by dotknutá 

osoba neposkytla osobné údaje, nemohla by sa zúčastniť školení ani tréningov kyberarény. 

 

17. Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

o ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky (gov.sk) 

 

  

mailto:zodpovedna.osoba@mirri.gov.sk
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
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PREVEROVANIE OZNÁMENÍ PROTISPOLOČENSKEJ ČINNOSTI 

 
Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

„ministerstvo“, „MIRRI SR” alebo „prevádzkovateľ”) ako subjekt, ktorý spracúva osobné údaje 

dotknutej osoby, poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky Pribinova 25, 

811 09 Bratislava, IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby pre oblasť ochrany osobných údajov 

MIRRI SR: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

3. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva bežné osobné údaje dotknutých osôb v rozsahu: 

a) povinné: 

• e-mailová adresa – len pre podanie oznámenia elektronicky 

(e-mailom/prostredníctvom elektronického formulára), 

b) nepovinné: 

• meno, priezvisko, titul, 

• funkcia, pracovná pozícia, 

• telefónne číslo,  

• adresa trvalého pobytu, 

• adresa prechodného alebo iného pobytu,  

• podpis (vlastnoručný, elektronický), 

c) iné údaje, ktoré môže oznamovateľ poskytnúť: 

• rodné číslo, 

• dátum narodenia, 

• IP adresa používateľa, 

• log in, 

• typ zariadenia, 

• iné údaje uvedené v oznámení. 

4. Kategórie osobných údajov: 

Ministerstvo spracúva bežné osobné údaje. Osobné údaje osobitnej kategórie osobných údajov 

nespracúva.  

5. Kategórie dotknutých osôb: 

mailto:zodpovedna.osoba@mirri.gov.sk
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Ministerstvo spracúva osobné údaje: 

• fyzických osôb – oznamovateľov – zamestnancov prevádzkovateľa alebo iných osôb 

podľa zákona č. 54/2019 Z. z. o ochrane oznamovateľov protispoločenskej činnosti a o 

zmene a doplnení niektorých zákonov v znení neskorších predpisov,  

• fyzických osôb, ktorých osobné údaje sú uvedené v oznámení – napr. osoby, ktorých 

oznamovateľ označuje za dotknuté osoby zodpovedné za oznamovanú protispoločenskú 

činnosť, svedkovia alebo iné zainteresované osoby, 

• fyzických osôb, ktorých osobné údaje sú nevyhnutné na preverenie oznámenia – napr. 

svedkovia alebo iné zainteresované osoby. 

6. Účel spracúvania osobných údajov:  

Prevádzkovateľ spracúva osobné údaje za účelom preverovania oznámení podľa zákona č. 

54/2019 Z. z. o ochrane oznamovateľov protispoločenskej činnosti a o zmene a doplnení 

niektorých zákonov v znení neskorších predpisov, vrátane oznámení o odvetných opatreniach, 

a za účelom vedenia evidencie oznámení podľa uvedeného zákona. 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov zamestnancov je splnenie zákonnej 

povinnosti prevádzkovateľa podľa čl. 6 ods.1 písm. c) GDPR: „spracúvanie je nevyhnutné na 

splnenie zákonnej povinnosti prevádzkovateľa.“ 

 

Spracúvanie je nevyhnutné pre splnenie zákonnej povinnosti prevádzkovateľa preveriť oznámenia 

podľa zákona č. 54/2019 Z. z. o ochrane oznamovateľov protispoločenskej činnosti a o zmene a 

doplnení niektorých zákonov v znení neskorších predpisov a viesť evidenciu oznámení podľa 

uvedeného zákona. Prevádzkovateľ je orgánom verejnej moci, ktorý je povinný plniť úlohy 

zamestnávateľa podľa zákona č. 54/2019 Z. z. o ochrane oznamovateľov protispoločenskej 

činnosti a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. 

 

Prevádzkovateľovi vyplývajú úlohy z § 10, § 11 a ďalších ustanovení zákona č. 54/2019 Z. z. o 

ochrane oznamovateľov protispoločenskej činnosti a o zmene a doplnení niektorých zákonov 

v znení neskorších predpisov. 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sprostredkovateľa.  

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene 

sprostredkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sub-sprostredkovateľa. 

10. Príjemcovia osobných údajov: 

Osobné údaje môžu byť poskytnuté: 

• na účely výkonu kontroly aj Úradu na ochranu oznamovateľov, 
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• na účely trestného konania alebo konania o správnom delikte podľa osobitných predpisov 

aj orgánom činným v trestom konaní alebo správnym orgánom. 

11. Doba spracúvania (vrátane uchovávania) osobných údajov: 

Prevádzkovateľ spracúva osobné údaje štandardne po dobu 3 rokov. Po skončení tejto lehoty 

budú osobné údaje spracúvané v prípade, že sú potrebné pre účely ďalšieho konania súvisiaceho 

s oznámením. V takomto prípade budú osobné údaje spracúvané až do ukončenia prebiehajúceho 

konania súvisiaceho s oznámením.  

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným 

organizáciám: 

Nie, nevykonáva sa. 

13. Informácia o automatizovanom individuálnom rozhodovaní a profilovaní: 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na profilovanie. 

14. Práva dotknutej osoby: 

V súlade s čl. 15 až čl. 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií týkajúcich 

sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené 

na automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu právne 

účinky alebo osobu významne ovplyvňujú. 

15. Žiadosť o výkon práv dotknutej osoby: 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby u prevádzkovateľa 

alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-mailom na 

zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

16. Informácia o zákonnej alebo zmluvnej požiadavke: 

Poskytovanie osobných údajov nevyplýva zo zákona ani nie je zmluvnou požiadavkou, alebo 

požiadavkou, ktorá je potrebná na uzavretie zmluvy. V prípade rozhodnutia oznamovateľa podať 

oznámenie elektronicky (e-mailom/prostredníctvom elektronického formulára), je potrebné 

poskytnúť e-mailovú adresu oznamovateľa. Poskytnutie iných osobných údajov pri podaní 

oznámenia nie je povinné, avšak v prípade neposkytnutia žiadnych kontaktných údajov 

oznamovateľa, nebude možné kontaktovať oznamovateľa za účelom vyžiadania prípadne 

mailto:zodpovedna.osoba@mirri.gov.sk
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potrebných doplňujúcich informácií a taktiež nebude možné oznamovateľovi oznámiť výsledok 

preverenia oznámenia. 

 

Prevádzkovateľ je orgánom verejnej moci, ktorý je povinný plniť úlohy zamestnávateľa podľa 

zákona č. 54/2019 Z. z. o ochrane oznamovateľov protispoločenskej činnosti a o zmene a 

doplnení niektorých zákonov v znení neskorších predpisov, t. j. prijímať a preverovať oznámenia 

podľa tohto zákona a viesť evidenciu oznámení. V prípade neposkytnutia údajov, vrátane 

prípadných osobných údajov, ktorými oznamovateľ disponuje a ktoré sú nevyhnutné 

pre posúdenie a preverenie oznámenia, sa môže stať, že nebude možné komplexne preveriť 

oznámenie. 

17. Zdroj, z ktorého pochádzajú osobné údaje: 

Osobné údaje získava prevádzkovateľ z oznámenia, z dokumentácie poskytnutej iným 

organizačným útvarom prevádzkovateľa, z verejne prístupných zdrojov a z internej dokumentácie 

prístupnej zamestnancom prevádzkovateľa.  

18. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

o ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky 

(DOCX.20,51 KB) 

  

https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
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POUŽÍVANIE NÁSTROJOV KANCELÁRSKEHO BALÍKA MICROSOFT 365 

 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 z 27. apríla 2016 

o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých údajov, ktorým 

sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej len „GDPR“) 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky (ďalej ako 

„ministerstvo“ alebo „prevádzkovateľ“) ako subjekt, ktorý spracováva osobné údaje dotknutej osoby, 

poskytuje dotknutej osobe nasledovné informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava 

IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby pre ochranu osobných údajov: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

3. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva osobné údaje v rozsahu:  

• identifikačné údaje –  meno, priezvisko, pracovná pozícia,   

• údaje o organizačnom zaradení používateľa – číslo kancelárie, poschodie, organizačný 

útvar, zaradenie v organizácii, ďalšie údaje o organizačnom zaradení, 

• dobrovoľne poskytnuté používateľské údaje: fotografia, údaj o mieste pracoviska: 

v kancelárii/ z domu, ďalšie používateľské údaje, ktoré používateľ sám poskytne, 

• kontaktné údaje – pracovná e-mailová adresa, pracovné telefónne číslo, používateľské 

meno/konto Microsoft 365 (ďalej len „M365“), 

• údaje o aktivite v aplikáciách a systémoch – logy, IP adresa, údaje o zariadení, ktoré 

používa dotknutá osoba, dátum a čas prihlásenia a odhlásenia, údaje o prístupe k súborom 

(napr. informácia o osobe, ktorá otvorila, upravila alebo zdieľala dokument), obsah 

vytváraných a zdieľaných dokumentov a súborov, obsah e-mailovej komunikácie, 

história prístupov, história úprav dokumentov, návštevnosť webových stránok, účasť na 

schôdzach, záznamy z chatu a hovorov (ak sú zapnuté a ukladajú sa), informácie 

o zabezpečení konta (napr. dvojfaktorové overenie), história neúspešných prihlásení, 

detekcia neobvyklého správania (napr. prihlásenie z neznámeho miesta), šifrovacie 

a autentifikačné tokeny, 

• údaje o zariadení, ktoré používateľ používa a o spôsobe používania systému Windows: 

I. vzhľad a prostredie Windowsu, jazykové nastavenia, nastavenia ochrany 

osobných údajov, nastavenie hlasitosti, zmena jasu, zakázanie alebo povolenie 

mikrofónu a kamery, 

https://dataprotection.gov.sk/uoou/sk/content/navrh-na-zacatie-konania-o-ochrane-osobnych-udajov
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II. správa periférnych zariadení ako napr. tlačiareň, monitor, externé jednotky, 

III. konfigurácia siete: nastavenie wifi, ethernetu, mobilného pripojenia, VPN 

pripojenia a v prípade, ak je podporované mobilné pripojenie, tak aj adresa MAC, 

IMEI, mobilné číslo, 

IV. správa kont: pridanie alebo odstránenie používateľského konta, zmena nastavenia 

konta, zmena možností prihlásenia, 

V. konfigurácia predvoľby ochrany osobných údajov: vypnutie alebo zapnutie 

jednotlivých funkcií. 

 

Dôležité upozornenie: Organizačný útvar na ministerstve zodpovedný za správu a prevádzku 

informačných technológií aktívne nezískava a neprehliada obsah, ktorý si používatelia spravujú 

v aplikáciách M365 (napr. Outlook, Teams, SharePoint, OneDrive a i.). Tento útvar ministerstva 

pristupuje k obsahu a údajom v nich len v individuálnych prípadoch v nevyhnutnom rozsahu a len 

určenými oprávnenými osobami na účely riešenia kybernetického bezpečnostného incidentu, 

porušenia pracovnej disciplíny v súvislosti s kybernetickou bezpečnosťou, pri prešetrovaní 

podozrení na porušenie kybernetickej bezpečnosti alebo podozrení na porušenie pracovnej 

disciplíny v súvislosti s kybernetickou bezpečnosťou alebo na odvrátenie kybernetickej hrozby.  

4. Účel spracúvania osobných údajov: 

Prevádzkovateľ spracúva osobné údaje na nasledujúce účely: 

• poskytovanie a podpora produktov a služieb M365, 

• vedenie a správa e-mailovej komunikácie (Outlook), 

• využívanie e-mailovej komunikácie (Outlook), 

• plánovanie pracovných stretnutí a kalendárov (Outlook, Teams), 

• komunikácia prostredníctvom chatu, hlasových hovorov a videohovorov (Teams), 

• tvorba, zdieľanie a spoločné upravovanie dokumentov (Word, Excel, PowerPoint), 

• používanie zdieľaných tímových lokalít (SharePoint), 

• správa a uchovávanie dokumentov (Word, Excel, OneDrive, SharePoint), 

• overovanie identity a správa prihlasovania,  

• prevencia neoprávneného prístupu (viacfaktorová autentifikácia, podozrivé pokusy 

o prihlásenie), 

• detekcia podozrivých aktivít alebo pokusov o únik údajov a prešetrovanie podozrivých 

aktivít (Microsoft Defender, Microsoft Purview – ak sú aktivované), 

• automatické ukladanie a zálohovanie súborov v cloude, 

• obnova predchádzajúcich verzií dokumentov alebo e-mailov, 

• zlepšovanie interných procesov na základe agregovaných údajov (bez identifikácie 

dotknutých osôb). 
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5. Kategórie osobných údajov: 

Ministerstvo spracúva bežné osobné údaje. Ministerstvo nespracúva osobné údaje osobitnej 

kategórie osobných údajov, ak takéto údaje nezačne spracúvať sám používateľ použitím niektorej 

aplikácie M365, napr. vložením na OneDrive). 

6. Kategórie dotknutých osôb: 

Dotknutými osobami sú fyzické osoby – zamestnanci ministerstva, ktorí používajú nástroje 

kancelárskeho balíka M365 a iné fyzické osoby, ktorých údaje sú uložené v úložisku nástrojov 

M365. 

7. Právny základ spracúvania: 

Ministerstvo sa pri spracúvaní osobných údajov spolieha na viacero právnych základov podľa 

GDPR. 

 

Právnym základom pre spracúvanie osobných údajov zamestnancov na účely poskytovania 

a podpory produktov a služieb M365, umožnenia využívania e-mailovej komunikácie (Outlook), 

umožnenia plánovania pracovných stretnutí a kalendárov (Outlook, Teams), komunikácie 

prostredníctvom chatu, hlasových hovorov a videohovorov (Teams), tvorby, zdieľania a 

spoločného upravovania dokumentov (Word, Excel, PowerPoint), používania zdieľaných 

tímových lokalít (SharePoint), overovania identity a správy prihlasovania, prevenciu 

neoprávneného prístupu (viacfaktorová autentifikácia, podozrivé pokusy o prihlásenie), 

automatického ukladania a zálohovania súborov v cloude, obnovu predchádzajúcich verzií 

dokumentov alebo e-mailov a na zlepšovanie interných procesov na základe agregovaných údajov 

(bez identifikácie dotknutých osôb), je oprávnený záujem prevádzkovateľa podľa čl. 6 ods.1 

písm. f) GDPR: ,,spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje 

prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami prevažujú 

záujmy alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú ochranu osobných 

údajov, najmä ak je dotknutou osobu dieťa.“ 

 

Oprávneným záujmom je zlepšiť, zrýchliť a zefektívniť priebeh interných procesov na 

ministerstve, umožniť zlepšenie a zefektívnenie plnenia služobných a pracovných úloh 

zamestnancom ministerstva, zabezpečiť kontinuálnu dostupnosť, integritu a dôvernosť osobných 

údajov v správe ministerstva a zaistiť stanovenú úroveň kybernetickej bezpečnosti pri používaní 

služieb M365. 

Právnym základom v prípade detekcie podozrivých aktivít alebo pokusov o únik údajov a 

prešetrovanie podozrivých aktivít je realizovanie výkonu verejnej moci zverenej 

prevádzkovateľovi podľa čl. 6 ods. 1 písm. e) GDPR: ,,spracúvanie je nevyhnutné na splnenie 

úlohy realizovanej vo verejnom záujme alebo pri výkone verejnej moci zverenej 

prevádzkovateľovi“ , najmä zabezpečenie dostupnosti, dôvernosti a integrity prevádzky sietí a 
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informačných systémov v zmysle povinností vyplývajúcich najmä z § 19 zákona č. 69/2018 Z.z. o 

kybernetickej bezpečnosti a o zmene a doplnení niektorých zákonov a plnenie úloh a povinností 

stanovených v § 14 až 23 zákona č. 95/2019 Z.z. o informačných technológiách vo verejnej 

správe a o zmene a doplnení niektorých zákonov. 

 

Právny základ pre spracúvanie osobných údajov na účely správy a uchovávania dokumentov 

(Word, Excel, OneDrive, SharePoint) závisí od agendy jednotlivých organizačných útvarov 

ministerstva. V niektorých prípadoch je právnym základom plnenie zákonnej povinnosti 

prevádzkovateľa zmysle čl. 6 ods. 1. písm. c) GDPR: ,,spracúvanie je nevyhnutné na splnenie 

zákonnej povinnosti prevádzkovateľa“, ak je ministerstvo povinné osobné údaje uchovávať napr. 

podľa § 107 zákona č. 55/2017 Z.z. o štátnej službe a o zmene a doplnení niektorých zákonov. 

 

V prípade napĺňania účelu správy a uchovávania dokumentov môže byť využitý aj právny základ 

súhlas dotknutej osoby so spracúvaním osobných údajov podľa čl. 6 ods. 1 písm. a) GDPR: 

,,dotknutá osoba vyjadrila súhlas so spracúvaním svojich osobných údajov na jeden alebo viaceré 

konkrétne účely;“ a to v prípade, ak používateľ zverejní svoju vlastnú fotografiu alebo iné 

voliteľné údaje pri používaní služieb M365 alebo v prípade, ak v službách M365 uchováva napr. 

osobné údaje iných osôb získané na základe súhlasu dotknutej osoby (Príkladom sú fotografie 

z verejného podujatia uložené na spoločnom sharepointovom úložisku). 

 

Niektoré organizačné útvary ministerstva môžu byť oprávnené využívať osobné údaje aj na 

plnenie svojich pracovných a služobných úloh na základe právneho základu ,,plnenia zmluvy, 

ktorej zmluvnou stranou je dotknutá osoba, alebo aby sa na základe žiadosti dotknutej osoby 

vykonali opatrenia pred uzatvorením zmluvy“ podľa čl. 6 ods. 1 písm. b) GDPR v konkrétnych 

situáciách, ak je to nevyhnutné na výkon pracovných, resp. služobných povinností vyplývajúcich 

zo služobnej alebo pracovnej zmluvy, ak je dotknutou osobou jedna zo zmluvných strán. 

8. Spracovatelia osobných údajov: 

Osobné údaje sú spracúvané príslušnými organizačnými útvarmi prevádzkovateľa podľa rozsahu 

ich agendy v Organizačnom poriadku prevádzkovateľa. 

9. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Sprostredkovateľom je spoločnosť Microsoft Corporation, Redmond, 980 52, USA (ďalej len 

,,Microsoft“). Microsoft nezískava prístup k obsahu uložených dát ministerstva vrátane osobných 

údajov na úložiskách nástrojov M365 (Sharepoint, OneDrive, Word, Excel, Teams, Outlook...), 

ale spracúva vymedzený rozsah osobných údajov o používateľoch a o spôsobe využívania 

služieb.  
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10. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

Zoznam dodávateľov (sub-sprostredkovateľov), ktorých Microsoft používa, je dostupný na portáli 

spoločnosti Microsoft, pričom je pravidelne aktualizovaný v čase: 

Zoznam sub-sprostredkovateľov  

11. Príjemcovia osobných údajov: 

Osobné údaje môžu byť okrem sprostredkovateľa a sub-sprostredkovateľom poskytnuté orgánom 

verejnej moci (štátne inštitúcie) alebo orgánom činným v trestnom konaní v prípade, ak 

poskytnutie osobných údajov je vyžadované podľa osobitného predpisu. 

Príjemcami môžu byť dodávatelia služieb (napr. dodávateľ technickej podpory, dodávateľ 

analytickej služby, spracovateľ platieb), obchodní partneri, audítorské spoločnosti, vývojárske 

spoločnosti a i. 

12. Doba spracúvania a uchovávania osobných údajov: 

Osobné údaje sú spracúvané počas doby poskytovania produktov M365 a po dobu dokončenia 

konkrétnych požiadaviek od dotknutej osoby. Osobné údaje sú uchovávané po dobu potrebnú na 

dodržiavanie právnych nariadení, riešenie sporov, uplatňovanie zmluvných záväzkov a na ďalšie 

legitímne účely.  

Doba uchovávania sa môže líšiť v závislosti od typov údajov alebo používania produktov 

dotknutou osobou: 

• dokumenty uložené v službe OneDrive, e-mailové správy v aplikácii Outlook – sú 

údaje uchovávané, kým ich dotknutá osoba vlastnoručne nevymaže [napr. presunutím e-

mailu z priečinka doručená pošta do priečinka Odstránené položky a následným 

vyprázdnením priečinka (po vyprázdnení priečinka Odstránené položky, zostanú 

odstránené položky v systéme Microsoftu ešte 30 dní, až potom sa úplne odstránia)]; 

údaje môžu byť odstránené skôr v prípade, že dotknutá osoba prekročí limity objemu 

údajov, ktoré je možné uložiť v konte dotknutej osoby, 

• údaje osobitnej kategórie osobných údajov – podľa konkrétnej agendy používateľa, 

• vyhľadávacie dotazy Bing – po dobu 6 mesiacov a následne sa uložené dotazy odstránia 

odstránením celej IP adresy,  

• identifikátory súborov cookie a iné identifikátory medzi reláciami, ktoré sa 

používajú na identifikáciu konkrétneho účtu alebo zariadenia – po dobu 18 

mesiacov. 

V prípade, ak dotknutá osoba požiada v paneli ochrany osobných údajov spoločnosti Microsoft 

o vymazanie jej osobných údajov, spoločnosť Microsoft jej osobné údaje vymaže. 

Osobné údaje dotknutých osôb môžu byť odstránené: 

https://servicetrust.microsoft.com/DocumentPage/f2cc90fe-471f-4f07-a9ae-af71ebce8486


200 
 

• aktívne – dotknutá osoba má aktívne konto a užívateľ alebo správca odstráni údaje alebo 

správca odstráni užívateľa, 

• pasívne – skončí predplatné služby M365. 

Nasledujúca tabuľka uvádza maximálnu dobu uchovávania údajov podľa kategórie údajov 

a klasifikácie: 

KLASIFIKÁCIA 

ÚDAJOV 
POPIS PRÍKLAD 

DOBA 

UCHOVÁVANIA 

používateľský 

obsah 

 

- obsah priamo 

poskytovaný/vytvore

ný správcom  

(ministerstvom) 

a používateľom 

(text, zvuk, video, 

obrazové súbory, 

softvér vytvorený 

a uložený 

v dátových centrách 

spoločnosti 

Microsoft pri 

používaní služieb 

v M365) 

- dáta vytvorené 

v aplikácii Word, 

Excel, PowerPoint, 

Outlook a OneNote 

 

- heslá, certifikáty, 

šifrovacie kľúče, 

kľúče úložiska 

- pri aktívnom 

vymazaní: 

maximálne 30 dní 

 

- pri pasívnom 

vymazaní: 

maximálne 180 dní 

identifikovateľné 

informácie 

koncového 

užívateľa (EUII) 

- dáta, ktoré 

identifikujú alebo by 

mohli byť použité 

k identifikácii 

používateľa služby 

spoločnosti 

Microsoft 

- EUII neobsahuje 

používateľský obsah 

- používateľské 

meno alebo 

zobrazované meno 

(DOMÉNA\Použív

ateľské_meno) 

- hlavné meno 

používateľa 

(meno@doména) 

- IP adresy špecifické 

pre používateľa 

- pri aktívnom 

vymazaní: 

maximálne 180 dní 

 

- pri pasívnom 

vymazaní: 

maximálne 180 dní 

pseudonymizované 

identifikátory 

koncových 

užívateľov (EUPI) 

• identifikátor 

vytvorený 

spoločnosťou 

Microsoft spojený 

• užívateľské 

identifikátory 

GUID, PUID alebo 

SID 

• pri aktívnom 

vymazaní: 

maximálne 30 dní 
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s užívateľom služby 

spoločnosti 

Microsoft  

• v kombinácii 

s ďalšími 

informáciami (napr. 

mapovacia tabuľka), 

EUPI identifikuje 

koncového užívateľa 

• rozhranie EUPI 

neobsahuje 

informácie nahrané 

alebo vytvorené 

dotknutou osobou 

 

• ID relácia 

• pri pasívnom 

vymazaní: 

maximálne 180 dní 

 

Počas aktívneho predplatného môže používateľ pristupovať k používateľským dátam uloženým 

v M365, extrahovať ich alebo odstraňovať. Po ukončení aktívneho predplatného spoločnosť 

Microsoft uchováva používateľské dáta uložené v M365 účte s obmedzenými funkciami po dobu 

90 dní, aby užívateľ mohol dáta extrahovať. Po uplynutí 90 dní (najneskôr 180 dní) uchovávania 

spoločnosť Microsoft účet deaktivuje a odstráni používateľské dáta. 

Osobné údaje v dokumentoch, ktoré v rámci ministerstva spracúvajú používatelia, sú spracúvané 

po dobu, ktorá je stanovená v  Záznamoch o spracovateľských činnostiach prevádzkovateľa.xlsx 

na ministerstve, pričom uplynutie doby spracúvania spravuje sám používateľ (vecný gestor danej 

agendy na ministerstve).  

Doba spracúvania osobných údajov po ukončení pracovného/ služobného pomeru: 

Konto používateľa je odstránené na druhý pracovný deň od ukončenia pracovného/služobného 

pomeru. Obsah e-mailov je odstránený do 30 dní. V prípade ukončenia služobného/pracovného 

pomeru používateľa, a ak zároveň doba spracúvania danej agendy stále pokračuje, používateľ sám 

zabezpečuje prenos agendy spracúvania osobných údajov na iného aktívneho používateľa na 

ministerstve. Ak používateľ sám neodstráni obsah v aplikáciách M365 a ani nedeleguje 

správcovstvo tohto obsahu, organizačný útvar ministerstva zodpovedný za správu a prevádzku 

informačných technológií tento obsah odstráni do koša a trvale obsah vymaže v lehote do 2 

rokov. 

https://upvi.sharepoint.com/:x:/s/mirri-sr/EdaXETx015hEsggCjIiWjCwBNrvaeZ-mPw5rNqJtcT1HYA?e=lI86N0
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13. Prenos osobných údajov do tretej krajiny alebo medzinárodným organizáciám: 

Uložené dáta, automaticky ukladané logy, dokumenty aj osobné údaje vrátane 

pseudonymizovaných osobných údajov, ktorých prevádzkovateľom je ministerstvo a sú uložené 

v úložiskách pri využívaní kancelárskych nástrojov M365, sú spracúvané v rámci vybranej 

geografickej oblasti Európskej únie a Európskeho hospodárskeho priestoru v dátových centrách 

Microsoftu v Európskej únii a v rámci Európskeho hospodárskeho priestoru. Toto geografické 

vymedzenie spracúvania osobných údajov sa vzťahuje na cloudové služby Azure, Microsoft 365, 

Power Platform, and Dynamics 365. 

 

V prípade, ak napr. meeting hosťuje usporiadateľ mimo Európskej únie a Európskeho 

hospodárskeho priestoru, sú jeho osobné údaje prenášané z Európskeho hospodárskeho priestoru 

do tretích krajín. Osobné údaje sa potom môžu ukladať a spracúvať v rôznych dátových centrách, 

ktoré spravuje Microsoft. Hlavné dátové centrá sa nachádzajú v Austrálii, Brazílii, Fínsku, 

Francúzsku, Holandsku, Hongkongu, Indii, Írsku, Japonsku, Južnej Afrike, Kanade, Kórejskej 

republike, Luxembursku, Malajzii, Nemecku, Rakúsku, Singapure, Spojenom kráľovstve a 

Spojených štátoch. V prípade prenosov do Spojených štátov existuje rozhodnutie Európskej 

komisie o primeranosti, ktoré je dostupné na Vykonávacie rozhodnutie - 2023/1795 - EN - EUR-

Lex Na takýto prenos nie je nutné žiadne osobitné povolenie. V prípade, že Vaše osobné údaje 

bude Microsoft spracúvať v tretej krajine mimo tohto Zoznamu krajín zaručujúcich primeranú 

ochranu, musí táto krajina poskytovať primerané záruky ochrany osobných údajov podľa čl. 46 

GDPR. 

V prípade využitia profesionálnych služieb, napr. ak používateľ využije priamu IT technickú 

podporu od Microsoftu s interakciou s pracovníkom Microsoftu, jeho osobné údaje sú taktiež 

uchovávané v rámci vybranej dátovej hranice Európskej únie a Európskeho hospodárskeho 

priestoru. Limitované množstvo údajov však môže byť prenášané aj do tretích krajín, najmä 

v prípade diagnostických údajov alebo v prípade, ak Microsoft nevie zaručiť poskytnutie 

technickej podpory vo vybranej európskej dátovej hranici. V takých prípadoch Microsoft vykoná 

dočasný prenos vybraných osobných údajov do tretích krajín. Prenos osobných údajov do tretích 

krajín podliehaj podmienkam štandardných zmluvných doložiek z roku 2021, ktoré 

implementovala spoločnosť Microsoft. Záruky ochrany osobných údajov sú definované v 

Štandardných zmluvných doložkách a v dodatku k štandardným zmluvným doložkám týkajúcich 

sa prenosov osobných údajov Dodatok k štandardným zmluvným doložkám.  

14. Automatizované individuálne rozhodovanie a profilovanie: 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani na profilovanie. 

Prevádzkovateľ nebude uplatňovať ani realizovať akékoľvek nástroje na realizáciu 

https://eur-lex.europa.eu/legal-content/SK/TXT/?uri=uriserv%3AOJ.L_.2023.231.01.0118.01.SLK&toc=OJ%3AL%3A2023%3A231%3ATOC
https://eur-lex.europa.eu/legal-content/SK/TXT/?uri=uriserv%3AOJ.L_.2023.231.01.0118.01.SLK&toc=OJ%3AL%3A2023%3A231%3ATOC
https://dataprotection.gov.sk/sk/prevadzkovatelia/prenos-osobnych-udajov/prenos-do-tretich-krajin-medzinarodnej-organizacii-zarucujucich-primeranu-uroven-ochrany/
https://dataprotection.gov.sk/sk/prevadzkovatelia/prenos-osobnych-udajov/prenos-do-tretich-krajin-medzinarodnej-organizacii-zarucujucich-primeranu-uroven-ochrany/
https://servicetrust.microsoft.com/DocumentPage/d4e2c91a-1c8f-40f6-a1ae-432f5dc2d6f5
https://servicetrust.microsoft.com/DocumentPage/c2cc192d-14f5-4c35-8b02-c671d48d7ad4
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automatizované individuálne rozhodovanie a nebude používať postupy za účelom profilovania 

osôb na základe spracovávaných osobných údajov. 

15. Práva dotknutej osoby: 

V súlade s čl. 15 až 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si uplatniť 

nasledovné práva dotknutej osoby: 

a) právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania, 

c) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa jej 

týkajú, 

d) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

e) právo na obmedzenie spracúvania osobných údajov, 

f) právo na prenosnosť osobných údajov, 

g) právo namietať spracúvanie osobných údajov, 

h) právo na neuplatňovanie rozhodovania založeného výlučne na automatizovanom 

individuálnom rozhodovaní, vrátane profilovania. 

Prevádzkovateľ vykonáva výkon práv dotknutej osoby podľa článkov 15 až 22 GDPR. V 

prípadoch uvedených v článku 11 ods. 2 GDPR nemôže prevádzkovateľ odmietnuť konať na 

základe žiadosti dotknutej osoby pri výkone jej práva podľa článkov 15 až 22 GDPR, pokiaľ 

nepreukáže, že dotknutú osobu nie je schopný identifikovať. 

 

16. Informácia o zmluvnej alebo zákonnej požiadavke: 

Keď ministerstvo požiada dotknutú osobu, aby poskytla osobné údaje a nie je to nevyhnutné na 

plnenie zákonnej povinnosti, plnenie zmluvy s dotknutou osobou alebo to nie je nevyhnutné na 

plnenie úloh vo verejnom záujme či výkon verejnej moci ministerstva, dotknutá osoba to môže 

odmietnuť. Mnohé z produktov Microsoft však vyžadujú niektoré osobné údaje na poskytovanie 

príslušných služieb, napr. používanie konta. Ak sa používateľ rozhodne neposkytnúť informácie 

požadované na poskytovanie produktu alebo funkcie, daný produkt alebo funkciu nebude môcť 

používať. V prípadoch, keď ministerstvu zo zákona vyplýva povinnosť získavať a spracúvať 

osobné údaje alebo keď ministerstvo uzatvorí alebo plní zmluvu s dotknutou osobou, a dotknutá 

osoba neposkytne predmetné údaje, ministerstvo nebude môcť plniť svoje povinnosti alebo 

uzatvoriť zmluvu s dotknutou osobou. 

Ak ide o existujúci produkt, ktorý používateľ používa, možno ho bude musieť ministerstvo 

pozastaviť alebo zrušiť. V takom prípade bude ministerstvo o takejto skutočnosti informovať 

dotknutú osobu. Ak je poskytovanie údajov nepovinné a používateľ sa rozhodne neposkytnúť 

osobné údaje, nebude môcť používať voliteľné funkcie nástrojov, ktoré takéto údaje používajú 

(napr. prispôsobovanie, nové funkcionality), pretože funkcie nebudú fungovať. 
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17. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej práva, má 

právo podať návrh na začatie konania o ochrane osobných údajov Úradu na ochranu osobných 

údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. o ochrane osobných údajov 

a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. Návrh na začatie konania 

o ochrane osobných údajov | Úrad na ochranu osobných údajov Slovenskej republiky (gov.sk) 

 

18. Ďalšie dôležité informácie: 

Spoločnosť Microsoft používa osobné údaje pri používaní cloudových služieb na účely: 

• zabezpečenia poskytovania služby M365 (údaje o licenčnej službe, o type licencie, ktorú 

používa prevádzkovateľ, informácie o nakonfigurovaných nastaveniach), 

• poskytovania cloudových online služieb (povinné údaje služieb – informácie 

o konfigurácii aplikácie M365), 

• vykonania konkrétnej akcie (vygenerovanie obsahu, zoznamu, prepis) pri použití 

konkrétnej funkcie Copilot (údaje súvisiace s prevádzkou služby, aby služba ostala 

zabezpečená, aktuálna a fungovala podľa očakávania), 

• udržiavania aplikácií služby M365 v zabezpečenom a aktuálnom stave, 

• zisťovania, diagnostiky a opravy problémov (povinné diagnostické údaje, viditeľné 

diagnostické údaje), 

• zlepšovania produktov, 

• zabezpečenia dôležitých aktualizácií služby (zistenie dostupnosti online aktualizácií, 

stiahnutie a nainštalovanie aktualizácií), 

• udržiavania nastavení prevádzkovateľa, aj nastavení ochrany osobných údajov 

(konfigurácia predvoľby ochrany osobných údajov – vypnutie/zapnutie funkcie) – 

zabezpečenie ich aktuálnosti vo všetkých zariadeniach, v ktorých prevádzkovateľ používa 

aplikácie služby M365 (synchronizácia e-mailovej schránky v aplikácii Outlook, 

synchronizácia zoznamu naposledy použitých dokumentov, posledné miesto vykonania 

úprav v dokumente, zobrazenie miesta, prihlásenie nového zariadenia s rovnakým 

kontom, single sign-on zachovanie, single sign-off odhlásenie zo všetkých aplikácií, 

odstránenie nastavení zo zariadenia pri odhlásení zo všetkých zariadení), každá vykonaná 

zmena v nastaveniach sa odosiela na servery spoločnosti Microsoft, 

• správy periférnych zariadení (tlačiareň, monitory, externé jednotky), 

• konfigurácie siete (nastavenie Wi-Fi, ethernetu, mobilného pripojenia, VPN pripojenia; 

ak je podporované mobilné pripojenie, tak aj MAC adresa, IMEI, mobilné číslo), 

• správy konta používateľa – pridanie/odstránenie konta, zmena nastavenia konta, zmena 

možností prihlásenia.  

https://dataprotection.gov.sk/sk/ine/vyhladavanie-sluzby-formulara-elektronicku-komunikaciu/podavanie-navrhu-zacatie-konania/
https://dataprotection.gov.sk/sk/ine/vyhladavanie-sluzby-formulara-elektronicku-komunikaciu/podavanie-navrhu-zacatie-konania/
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Na účely udržiavania aplikácií služby M365 v zabezpečenom a aktuálnom stave, zisťovania, 

diagnostiky a nápravy problémov a na účely zlepšovania produktov spoločnosť Microsoft 

nezískava meno, priezvisko, e-mail používateľa ani obsah súborov, ani údaje z iných 

nesúvisiacich aplikácii. 
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SPRAVOVANIE E-MAILOVÝCH SCHRÁNOK   

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej aj ako „ministerstvo“, „MIRRI SR” alebo „prevádzkovateľ”) ako subjekt, 

ktorý spracúva osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné 

informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby pre oblasť ochrany osobných údajov 

MIRRI SR: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

3. Kategórie osobných údajov: 

Ministerstvo spracúva bežné osobné údaje. Osobné údaje osobitnej kategórie osobných 

údajov ani osobné údaje týkajúce sa uznania viny za trestné činy a priestupky 

ministerstvo nespracúva a nepredpokladá spracúvanie týchto druhov osobných údajov. 

V prípade, keby sa predmetom spracúvania mali stať osobné údaje osobitnej kategórie 

alebo osobné údaje týkajúce sa uznania viny za trestné činy a priestupky (napr. by takéto 

údaje boli súčasťou e-mailového obsahu), ministerstvo tieto osobné údaje nezahrnie do 

spracúvania.  

4. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva bežné osobné údaje dotknutých osôb v rozsahu: 

• titul, meno, priezvisko, 

• e-mailová adresa, 

• funkcia, pracovná pozícia, 

• IP adresa používateľa,  

• typ používaného zariadenia, 

• metaúdaje súvisiace s používaním e-mailovej schránky (napr. dátum, čas 

odoslania e-mailu, veľkosť prílohy, typ súboru, hypertextové prepojenia a i.), 

• logy ‒ prevádzkové údaje týkajúce sa komunikácie medzi e-mailovým klientom 

Outlook a serverom (napr. údaje o pripojení, synchronizácii e-mailovej schránky, 
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odosielaní či prijímaní pošty, chyby autentifikácie používateľov, informácie 

o stave spojenia Outlooku so serverom, priebeh sťahovania e-mailového súboru 

zo servera, sieťová komunikácia a i.), 

• obsah e-mailov (iba v prípade zaistenia kybernetickej hrozby, vyšetrovania 

bezpečnostného incidentu, prešetrovania porušenia služobnej/pracovnej 

disciplíny, zaistenia kontinuity pracovnej agendy ministerstva napr. v prípade 

dlhodobej neprítomnosti zamestnanca). 

 

Dôležitá informácia: Poverení zamestnanci ministerstva, ktorí spravujú e-mailové 

schránky (emailový server), prednostne prehľadávajú metadáta a nie obsah. Ak aj 

narazia na súkromný obsah, nečítajú ho, nespracúvajú a takýto súkromný obsah nie je 

použitý ako dôkaz pri disciplinárnom konaní ani ako podklad na skončenie 

služobného/pracovného pomeru. 

5. Kategórie dotknutých osôb: 

Ministerstvo spracúva osobné údaje: 

• fyzických osôb – používateľov e-mailových schránok, ktorým bola pridelená e-

mailová schránka v rámci plnenia pracovných alebo zmluvných povinností voči 

ministerstvu. 

6. Účel spracúvania osobných údajov:  

Ministerstvo spracúva osobné údaje na tieto účely: 

a) zriadiť a konfigurovať e-mailové schránky (resp. konto) pre používateľov 

a vykonávať prevádzku a údržbu e-mailových schránok, ktorá zahŕňa aj evidenciu 

všetkých pridelených, aktívnych a zrušených e-mailových schránok, 

b) spravovať, riadiť manažment používania, zálohovať, archivovať a kontrolovať e-

mailové schránky v pôsobnosti ministerstva (pod kontrolou sa rozumie dohľad 

nad dodržiavaním interných predpisov a osobitných predpisov v oblasti 

bezpečnosti pri používaní e-mailových schránok), 

c) zabezpečiť kontinuitu projektov ministerstva a kontinuitu pracovnej agendy, 

d) ochrániť majetok ministerstva pred hroziacou bezprostrednou škodou, zaistiť 

bezpečnú prevádzku informačných systémov ministerstva, najmä zabezpečiť  

ochranu pred neoprávneným prístupom, zneužitím alebo narušením integrity e-

mailových schránok, 

e) deaktivovať a odstrániť e-mailové schránky (resp. konto) pre používateľov,  

f) detegovať a odvrátiť kybernetické hrozby, vyšetrovať, riešiť a prijať opatrenia na 

nápravu kybernetických a bezpečnostných incidentov, 

g) znížiť riziko zneužitia e-mailových schránok a podporovať dodržiavanie 

základných bezpečnostných zásad pri používaní e-mailových schránok, 
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h) vykonať bezpečnostné overovanie e-mailovej infraštruktúry, testovať odolnosť 

systémov a používateľské správanie na preverenie pripravenosti používateľov na 

identifikáciu potenciálnych kybernetických hrozieb, odhalenie technických alebo 

procesných zraniteľností a posilnenie celkovej úrovne kybernetickej a informačnej 

bezpečnosti v rámci ministerstva, 

i) umožniť prešetrovanie porušení služobnej/pracovnej disciplíny a prešetrovanie 

porušenia interných smerníc a osobitných predpisov. 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov na účely uvedené v bode 6 písm. 

a), d) až i) je výkon verejnej moci zverenej prevádzkovateľovi podľa čl. 6 ods. 1 písm. 

e) GDPR: „spracúvanie je nevyhnutné na splnenie úlohy realizovanej vo verejnom 

záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi“. 

 

Prevádzkovateľ je orgánom verejnej moci, ktorý je povinný plniť úlohy podľa zákona č. 

95/2019 Z.z. o informačných technológiách vo verejnej správe a o zmene a doplnení 

niektorých zákonov, a tiež podľa zákona č. 69/2018 Z.z. o kybernetickej bezpečnosti a o 

zmene a doplnení niektorých zákonov. 

 

Prevádzkovateľovi vyplývajú úlohy z § 20 ods. 2 písm. k), l), m), n) zákona č. 69/2018 Z. 

z. o kybernetickej bezpečnosti a o zmene a doplnení niektorých zákonov: „Bezpečnostné 

opatrenia sa prijímajú aspoň pre: 

k) bezpečnosť pri prevádzke sietí a informačných systémov, 

l) ochranu proti škodlivému kódu a nežiaducemu obsahu, 

m) systémovú bezpečnosť, sieťovú bezpečnosť a komunikačnú bezpečnosť, 

n) monitorovanie, zaznamenávanie a hlásenie udalostí.“ 

 

Ďalšie povinnosti o zavedení bezpečnostných opatrení ministerstvu určuje Príloha č. 1 

vyhlášky Národného bezpečnostného úradu č. 227/2025 Z.z. o bezpečnostných 

opatreniach, konkrétne v bodoch 86, 94, 104, 105, 106, 114, 115, 116, 120.  

 

Ministerstvo si plní úlohy v prípade, ak je správcom, ktorý pravidelne monitoruje svoje 

informačné systémy verejnej správy podľa § 17 a § 18 zákona č. 95/2019 Z.z. o 

informačných technológiách vo verejnej správe a o zmene a doplnení niektorých 

zákonov. 

 

Podrobnosti o bezpečnostných opatreniach ďalej stanovuje Príloha č. 2 vyhlášky Úradu 

podpredsedu vlády Slovenskej republiky pre investície a informatizáciu č. 179/2020 Z.z., 
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ktorou sa ustanovuje spôsob kategorizácie a obsah bezpečnostných opatrení 

informačných technológií verejnej správy.  

 

Právnym základom pre spracúvanie osobných údajov na účely uvedené v bode 6 písm. 

b), c) je oprávnený záujem, ktorý sleduje ministerstvo podľa čl. 6 ods. 1 písm. f) 

GDPR: „spracúvanie je nevyhnutné na účely oprávnených záujmov, ktoré sleduje 

prevádzkovateľ alebo tretia strana, s výnimkou prípadov, keď nad takýmito záujmami 

prevažujú záujmy alebo základné práva a slobody dotknutej osoby, ktoré si vyžadujú 

ochranu osobných údajov, najmä ak je dotknutou osobu dieťa“. 

 

Oprávneným záujmom ministerstva je znížiť riziko zneužitia e-mailových schránok 

používateľov, znížiť riziko vzniku porušenia služobnej/pracovnej disciplíny, podporovať 

prevenciu pred neoprávneným používaním e-mailových schránok a zabezpečiť kontinuitu 

služobnej/pracovnej agendy ministerstva ako je kontinuita významných projektov 

ministerstva. 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sprostredkovateľa.  

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho 

sub-sprostredkovateľa. 

10. Príjemcovia osobných údajov: 

Osobné údaje môžu byť poskytnuté: 

• na účely trestného konania alebo konania o správnom delikte podľa osobitných 

predpisov aj orgánom činným v trestom konaní alebo správnym orgánom, 

• na účely výkonu auditu alebo kontroly orgánom verejnej moci, ktoré spracúvajú 

osobné údaje na základe osobitných predpisov, 

• iným orgánom verejnej moci, ak preukážu zákonný nárok pri vyžiadaní osobných 

údajov podľa práva Európskej únie alebo podľa osobitných predpisov Slovenskej 

republiky. Takéto subjekty sa však v zmysle čl. 4 ods. 9 GDPR nepovažujú za 

príjemcov. 

11. Doba spracúvania (vrátane uchovávania) osobných údajov: 

Ministerstvo spracúva logy v súvislosti s používaním e-mailových schránok po dobu 6 

mesiacov. Osobné údaje, ktoré sú súčasťou obsahu e-mailovej schránky sú spracúvané až 

do ukončenia služobného/pracovného pomeru dotknutej osoby alebo do ukončenia 

trvania zmluvného vzťahu dotknutej osoby s ministerstvom. Obsah mailovej schránky je 

následne uchovávaný po vymazaní e-mailovej schránky alebo po skončení pracovno-
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právneho, resp. zmluvného vzťahu najviac po dobu 30 dní. Následne môže byť obsah e-

mailovej schránky dostupný výhradne v rámci systémových záloh po dobu najviac 12 

mesiacov. Táto lehota neplatí v prípade, že sú osobné údaje potrebné pre účely 

prebiehajúceho auditu alebo kontroly. V takomto prípade budú osobné údaje spracúvané 

až do ukončenia prebiehajúceho konania/auditu/kontroly/trestného stíhania/incidentu. 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným 

organizáciám: 

Osobné údaje nebudú prenášané do tretích krajín ani medzinárodným organizáciám. 

13. Informácia o automatizovanom individuálnom rozhodovaní a profilovaní: 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani 

na profilovanie. 

14. Práva dotknutej osoby: 

V súlade s čl. 15 až čl. 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené 

na automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

15. Žiadosť o výkon práv dotknutej osoby: 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

16. Informácia o zákonnej alebo zmluvnej požiadavke: 

Poskytovanie osobných údajov nevyplýva priamo zo zákona ani nie je zmluvnou 

požiadavkou, alebo požiadavkou, ktorá je potrebná na uzavretie zmluvy.   
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Prevádzkovateľ je orgánom verejnej moci, ktorý je povinný plniť úlohy najmä podľa 

zákona č. 69/2018 Z.z. o kybernetickej bezpečnosti a o zmene a doplnení niektorých 

zákonov, t. j. dodržiavať bezpečnostné opatrenia v oblasti kybernetickej bezpečnosti. 

Prevádzkovateľovi vyplýva plnenie úloh ako orgánu verejnej moci aj z ďalších 

osobitných predpisov, ktoré sú uvedené v týchto podmienkach spracúvania osobných 

údajov. 

 

V prípade neposkytnutia údajov, vrátane osobných údajov, nebude možné zriadiť e-

mailovú schránku pre používateľa, konfigurovať ju, spravovať, vykonávať údržbu či 

dohľad nad jej používaním a tiež nebude možné plne zabezpečovať správu, prevádzku a 

údržbu e-mailovej infraštruktúry ministerstva. 

17. Zdroj, z ktorého pochádzajú osobné údaje: 

Osobné údaje získava ministerstvo z technickej a informačnej infraštruktúry ministerstva 

a v relevantných prípadoch aj priamo od dotknutej osoby alebo od osobného úradu 

MIRRI. 

18. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na ochranu 

osobných údajov Slovenskej republiky (DOCX.20,51 KB) 

  

https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
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PREVEROVANIE PODNETOV TÝKAJÚCICH SA KORUPCIE A INÝCH PODANÍ 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej ako „ministerstvo“, „MIRRI SR” alebo „prevádzkovateľ”) ako subjekt, 

ktorý spracúva osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné 

informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby pre oblasť ochrany osobných údajov 

MIRRI SR: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

3. Kategórie osobných údajov: 

Ministerstvo spracúva bežné osobné údaje. Osobné údaje osobitnej kategórie osobných 

údajov ani osobné údaje týkajúce sa uznania viny za trestné činy a priestupky 

ministerstvo nespracúva. 

4. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva bežné osobné údaje dotknutých osôb v rozsahu: 

a) nepovinné: 

• meno, priezvisko, titul, 

• e-mailová adresa, 

• telefónne číslo,  

• funkcia, pracovná pozícia, 

• adresa trvalého pobytu, 

• adresa prechodného alebo iného pobytu, 

• podpis (vlastnoručný, elektronický), 

b) iné údaje, ktoré môže dotknutá osoba sama poskytnúť: 

• rodné číslo, 

• dátum narodenia, 

• IP adresa používateľa, 

mailto:zodpovedna.osoba@mirri.gov.sk
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• log in, 

• typ zariadenia, 

• iné údaje uvedené v podaní/podnete. 

5. Kategórie dotknutých osôb: 

Ministerstvo spracúva osobné údaje: 

• fyzických osôb – podávateľov podnetov/podaní, 

• fyzických osôb, ktorých osobné údaje sú uvedené v podnete, resp. inom podaní, 

• fyzických osôb, ktorých osobné údaje sú nevyhnutné na preverenie podnetu, resp. 

iného podania. 

6. Účel spracúvania osobných údajov: 

Prevádzkovateľ spracúva osobné údaje na účely preverovania a vybavovania podnetov 

týkajúcich sa korupcie a iných podaní, ktoré boli doručené prevádzkovateľovi, a na účely 

vedenia evidencie týchto podnetov a iných podaní. 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov zamestnancov je splnenie úloh 

realizovaných vo verejnom záujme alebo pri výkone verejnej moci podľa čl. 6 ods. 1 

písm. e) GDPR. 

Prevádzkovateľ je ústredným orgánom štátnej správy, ktorému vyplývajú úlohy z § 6 

zákona č. 583/2008 Z. z. o prevencii kriminality a inej protispoločenskej činnosti a o 

zmene a doplnení niektorých zákonov v znení neskorších predpisov. 

Prevádzkovateľovi taktiež vyplývajú úlohy napr. z § 16 zákona č. 395/2002 Z. z. 

o archívoch a registratúrach a o doplnení niektorých zákonov v znení neskorších 

predpisov a § 17 zákona č. 305/2013 Z. z. o elektronickej podobe výkonu pôsobnosti 

orgánov verejnej moci a o zmene a doplnení niektorých zákonov (zákon o e-

Governmente) v znení neskorších predpisov. 

Prevádzkovateľ má zároveň zavedený a certifikovaný systém manažérstva proti korupcii 

podľa normy STN ISO 37001:2019, pričom mu vyplývajú úlohy z kapitoly 8.10 

Vyšetrovanie a riešenie korupcie, na základe ktorej má povinnosť posudzovať a prípadne 

vyšetrovať akúkoľvek korupciu, porušenie predpisov a pravidiel protikorupčnej politiky 

alebo systému manažérstva proti korupcii, ktoré sa oznámili alebo zistili. 

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho sprostredkovateľa.  

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 
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Prevádzkovateľ nevyužíva na spracúvanie osobných údajov žiadneho 

sub-sprostredkovateľa. 

10. Príjemcovia osobných údajov: 

Osobné údaje môžu byť poskytnuté: 

• na účely výkonu auditu, kontroly a výkonu dohľadu platobnému orgánu, orgánu 

auditu, Európskej komisii, Európskemu úradu na boj proti podvodom a iným 

orgánom kontroly, auditu a dohľadu, 

• na účely poskytovania súčinnosti alebo postúpenia príslušnému orgánu ďalším 

orgánom verejnej moci, 

• na účely trestného konania alebo konania o správnom delikte podľa osobitných 

predpisov aj orgánom činným v trestom konaní alebo správnym orgánom. 

11. Doba spracúvania (vrátane uchovávania) osobných údajov: 

Prevádzkovateľ aktívne spracúva osobné údaje po dobu preverovania a vybavovania 

podnetu, resp. iného podania. Následne prevádzkovateľ uchováva osobné údaje 

štandardne po dobu 10 rokov. Po skončení tejto lehoty budú osobné údaje spracúvané 

v prípade, že sú potrebné pre účely ďalšieho konania súvisiaceho s podnetom, resp. 

podaním. V takomto prípade budú osobné údaje spracúvané až do ukončenia 

prebiehajúceho konania. 

12. Prenos osobných údajov do tretej krajiny alebo medzinárodným 

organizáciám: 

Osobné údaje nebudú prenášané do tretích krajín ani medzinárodným organizáciám. 

13. Informácia o automatizovanom individuálnom rozhodovaní a profilovaní: 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani 

na profilovanie. 

14. Práva dotknutej osoby: 

V súlade s čl. 15 až čl. 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov, 

f) právo namietať spracúvanie osobných údajov, 
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g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené 

na automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

15. Žiadosť o výkon práv dotknutej osoby: 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

16. Informácia o zákonnej alebo zmluvnej požiadavke: 

Poskytovanie osobných údajov nevyplýva zo zákona ani nie je zmluvnou požiadavkou, 

alebo požiadavkou, ktorá je potrebná na uzavretie zmluvy. Poskytnutie osobných údajov 

pri podaní podnetu týkajúceho sa korupcie alebo iného podania nie je povinné, avšak 

v prípade neposkytnutia žiadnych osobných kontaktných údajov dotknutej osoby, nebude 

možné kontaktovať podávateľa za účelom vyžiadania prípadne potrebných doplňujúcich 

informácií a taktiež nebude možné podávateľovi oznámiť výsledok preverenia 

podnetu/podania. 

Prevádzkovateľ je ako orgán verejnej moci zodpovedný za preverenie a vybavenie 

podnetu týkajúceho sa korupcie alebo iného podania, ktoré je mu doručené. V prípade 

neposkytnutia údajov, vrátane prípadných osobných údajov, ktorými podávateľ disponuje 

a ktoré sú nevyhnutné pre posúdenie a preverenie podnetu/podania, sa môže stať, 

že nebude možné preveriť a vybaviť podnet/podanie. 

17. Zdroj, z ktorého pochádzajú osobné údaje: 

Osobné údaje získava prevádzkovateľ z podnetu/podania, z dokumentácie poskytnutej 

iným organizačným útvarom prevádzkovateľa, z verejne prístupných zdrojov a z internej 

dokumentácie prístupnej zamestnancom prevádzkovateľa. 

18. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na ochranu 

osobných údajov Slovenskej republiky (DOCX.20,51 KB) 
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ČINNOSTI MONITOROVACIEHO VÝBORU A KOMISIÍ 

PRE PROGRAM SLOVENSKO 2021 – 2027 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej ako „ministerstvo“, „MIRRI SR” alebo „prevádzkovateľ”) ako subjekt, 

ktorý spracúva osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné 

informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa: 

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby za ochranu osobných údajov MIRRI SR: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

3. Rozsah spracúvaných osobných údajov:  

Dotknutá osoba poskytuje bežné osobné údaje v rozsahu meno, priezvisko, funkcia, 

názov organizácie, e-mail, telefónny kontakt a podpis uvedené v prezenčnej 

listine/v zápisnici zo zasadnutia Monitorovacieho výboru pre Program Slovensko 2021 – 

2027 alebo zasadnutia príslušných Komisií pri Monitorovacom výbore pre Program 

Slovensko 2021 – 2027 zriadených v súlade s čl. 7 ods. 4 Štatútu Monitorovacieho 

výboru pre Program Slovensko 2021 – 2027.  

4. Kategória dotknutých osôb: 

Ministerstvo spracúva osobné údaje fyzických osôb – zamestnancov ministerstva, 

zástupcov Monitorovacieho výboru pre Program Slovensko 2021 – 2027 a príslušných 

Komisií pri Monitorovacom výbore pre Program Slovensko 2021 – 2027.  

5. Účel spracúvania osobných údajov: 

Dotknutá osoba poskytuje osobné údaje na účely zabezpečenia výkonu administratívno-

technických činností Monitorovacieho výboru pre Program Slovensko 2021 – 2027 

a/alebo príslušných Komisií pri Monitorovacom výbore pre Program Slovensko 2021 – 

2027  ako napr. vyhotovenie zápisov zo zasadnutí, overenie počtu účastníkov zasadnutia 

a pod., ako aj  zverejnenie zoznamu členov Monitorovacieho výboru pre Program 

Slovensko 2021 – 2027 a príslušných Komisií pri Monitorovacom výbore pre Program 

Slovensko 2021 – 2027 a ich aktualizácií podľa § 10 ods. 6 zákona č. 121/2022 Z. z. 

mailto:zodpovedna.osoba@mirri.gov.sk
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o príspevkov z fondov Európskej únie a o zmene a doplnení niektorých zákonov v znení 

neskorších predpisov na účely transparentného informovania verejnosti o aktívnej 

činnosti Monitorovacieho výboru pre Program Slovensko 2021 – 2027 a príslušných 

Komisií pri Monitorovacom výbore pre Program Slovensko 2021 – 2027.  Riadiaci orgán 

zverejňuje zoznam členov monitorovacieho výboru, zoznam komisií zriadených pri 

monitorovacom výbore a členov týchto komisií na svojom webovom sídle: 

https://eurofondy.gov.sk/program-slovensko/monitorovaci-vybor/. 

6. Právny základ spracúvania osobných údajov: 

Právnym základom pre spracúvanie osobných údajov dotknutých osôb v rozsahu meno a 

priezvisko je splnenie zákonnej povinnosti prevádzkovateľa podľa čl. 6 ods. 1 písm. c) 

GDPR: „spracúvanie je nevyhnutné na splnenie zákonnej povinnosti prevádzkovateľa“. 

Zákonná požiadavka vyplýva z: 

▪ § 10 ods. 6 zákona č. 121/2022 Z. z. o príspevkoch z fondov Európskej únie a o 

zmene a doplnení niektorých zákonov, 

▪ čl. 38 ods. 4 a čl. 39 ods. 1 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 

2021/1060, ktorým sa stanovujú spoločné ustanovenia o Európskom fonde 

regionálneho rozvoja, Európskom sociálnom fonde plus, Kohéznom fonde, Fonde 

na spravodlivú transformáciu a Európskom námornom, rybolovnom 

a akvakultúrnom fonde a rozpočtové pravidlá pre uvedené fondy, ako aj pre Fond 

pre azyl, migráciu a integráciu, Fond pre vnútornú bezpečnosť a Nástroj finančnej 

podpory na riadenie hraníc a vízovú politiku (ďalej len „Nariadenie Európskeho 

parlamentu a Rady (EÚ) č. 2021/1060“). 

Právnym základom pre spracúvanie osobných údajov v rozsahu funkcia, názov 

organizácie, e-mail, telefónny kontakt a podpis je plnenie úloh pri výkone verejného 

záujmu alebo pri výkone verejnej moci podľa čl. 6 ods.1 písm. e) GDPR: „spracúvanie 

je nevyhnutné na splnenie úlohy realizovanej vo verejnom záujme alebo pri výkone 

verejnej moci zverenej prevádzkovateľovi“. Plnenie úloh vyplýva prevádzkovateľovi z: 

▪ čl. 38 ods. 3 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2021/1060, 

▪ čl. 72 ods. 1 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2021/1060, 

▪ § 10 ods. 2 zákona č. 121/2022 Z. z. o príspevkoch z fondov Európskej únie a o 

zmene a doplnení niektorých zákonov. 

Ministerstvo ako riadiaci orgán pre Program Slovensko 2021 – 2027 spracúva osobné 

údaje v súvislosti s riadením programu v záujme plnenia cieľov programu, najmä 

podporovaním práce monitorovacieho výboru. 

7. Príjemcovia osobných údajov dotknutej osoby: 

Na účely výkonu kontroly, auditu a výkonu dohľadu môžu byť osobné údaje poskytnuté 

aj platobnému orgánu, orgánu auditu, Európskej komisii, Európskemu úradu na boj proti 

https://eurofondy.gov.sk/program-slovensko/monitorovaci-vybor/
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podvodom a iným orgánom kontroly, auditu a dohľadu. Na účely zabezpečenia činnosti 

príslušných Komisií pri Monitorovacom výbore pre Program Slovensko 2021 – 2027 

môžu byť osobné údaje poskytnuté aj sprostredkovateľskému orgánu. 

8. Doba spracúvania (vrátane uchovávania) osobných údajov: 

Prevádzkovateľ spracúva osobné údaje v súlade s čl. 86 Nariadenia Európskeho 

parlamentu a Rady (EÚ) 2021/1060, ktorým sa stanovujú spoločné ustanovenia 

o Európskom fonde regionálneho rozvoja, Európskom sociálnom fonde plus, Kohéznom 

fonde, Fonde na spravodlivú transformáciu a Európskom námornom, rybolovnom 

a akvakultúrnom fonde a rozpočtové pravidlá pre uvedené fondy, ako aj pre Fond pre 

azyl, migráciu a integráciu, Fond pre vnútornú bezpečnosť a Nástroj finančnej podpory 

na riadenie hraníc a vízovú politiku, t. j počas obdobia 5 rokov od 31. decembra roka, 

v ktorom riadiaci orgán vyplatil prijímateľovi poslednú platbu. 

9. Spracovatelia osobných údajov dotknutej osoby: 

K osobným údajom majú prístup výlučne osoby v štátnozamestnaneckom pomere alebo v 

pracovnoprávnom vzťahu s ministerstvom, ktoré sú viazané mlčanlivosťou a školené 

v oblasti bezpečnosti spracúvania osobných údajov. 

10. Prenos osobných údajov do tretích krajín alebo medzinárodným organizáciám: 

Osobné údaje nebudú prenášané do tretích krajín ani medzinárodným organizáciám. 

11. Profilovanie a automatizované individuálne rozhodovanie: 

Osobné údaje dotknutej osoby nebudú použité na automatizované individuálne 

rozhodovanie vrátane profilovania. 

12. Informácia o zákonnej alebo zmluvnej požiadavke: 

Poskytovanie osobných údajov nie je zmluvnou požiadavkou ani požiadavkou, ktorá je 

potrebná na uzavretie zmluvy. Poskytovanie osobných údajov je zákonnou požiadavkou, 

ktorá vyplýva ministerstvu z Nariadenia Európskeho parlamentu a Rady (EÚ) č. 

2021/1060 a zo zákona č. 121/2022 Z. z. o príspevkoch z fondov Európskej únie a o 

zmene a doplnení niektorých zákonov. 

13. Práva dotknutej osoby: 

V súlade s čl. 15 až čl. 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných 

údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 



219 
 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov (právo namietať spracúvanie 

osobných údajov sa neuplatňuje, ak je spracúvanie založené na súhlase dotknutej 

osoby; dotknutá osoba má však právo na odvolanie súhlasu), 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené 

na automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

14. Žiadosť o výkon práv dotknutej osoby: 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

15. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na ochranu 

osobných údajov Slovenskej republiky (DOCX.20,51 KB) 
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