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ITMS II. 

Informácie pre dotknutú osobu pri získaní osobných údajov 

Podľa čl. 13 a čl. 14 Nariadenia Európskeho parlamentu a Rady (EÚ) č. 2016/679 z 27. apríla 

2016 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takých 

údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov) (ďalej 

len „GDPR“) Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej 

republiky (ďalej ako „ministerstvo“, „MIRRI SR” alebo „prevádzkovateľ”) ako subjekt, 

ktorý spracúva osobné údaje dotknutej osoby, poskytuje dotknutej osobe nasledovné 

informácie: 

1. Identifikačné a kontaktné údaje prevádzkovateľa:  

Ministerstvo investícií, regionálneho rozvoja a informatizácie Slovenskej republiky 

Pribinova 25, 811 09 Bratislava, IČO: 50349287 

2. Kontaktné údaje zodpovednej osoby pre oblasť ochrany osobných údajov 

MIRRI SR: 

• telefónne číslo: +421 2 2092 8425 

• e-mail: zodpovedna.osoba@mirri.gov.sk 

3. Kategórie osobných údajov: 

Ministerstvo spracúva bežné osobné údaje. Osobné údaje osobitnej kategórie osobných 

údajov ani osobné údaje týkajúce sa uznania viny za trestné činy a priestupky ministerstvo 

nespracúva.  

4. Rozsah spracúvaných osobných údajov: 

Ministerstvo spracúva bežné osobné údaje dotknutých osôb v rozsahu: 

a) povinné: 

• titul, meno, priezvisko,  

• e-mailová adresa, 

• telefónne číslo, 

b) nepovinné: 

• funkcia, pracovná pozícia, 

• adresa trvalého pobytu, 

• adresa prechodného alebo iného pobytu,  

• podpis (vlastnoručný, elektronický), 

c) iné údaje, ktoré môže ministerstvo spracúvať: 

• záznamy o činnosti – logy, 
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• IP adresa používateľa, 

• log in, 

• cookies, 

• typ zariadenia, 

• iné údaje uvedené v oznámení/vo formulári/v prihláške 

5. Kategórie dotknutých osôb: 

Ministerstvo spracúva osobné údaje: 

• fyzických osôb – osôb zapojených do implementácie fondov Európskeho 

spoločenstva, a to najmä žiadateľov/prijímateľov nenávratného finančného 

príspevku, fyzických osôb v pracovnoprávnom vzťahu a/alebo zmluvnom vzťahu 

so žiadateľom/prijímateľom nenávratného finančného príspevku, s riadiacim 

orgánom, sprostredkovateľským orgánom, orgánom auditu, centrálneho 

koordinačného orgánu, certifikačným orgánom, platobnou jednotkou a pod. (najmä 

v zmysle zákona č. 502/2001 Z. z. o finančnej kontrole a audite a o zmene a 

doplnení niektorých zákonov), 

• fyzických osôb – administrátorov zabezpečujúcich správu a prevádzku systému 

ITMS II. 

6. Účel spracúvania osobných údajov:  

Prevádzkovateľ spracúva osobné údaje na účely prevádzky informačného systému ITMS 

II. v rámci výkonu svojich činností ako centrálneho koordinačného orgánu podľa § 6 

zákona č. 528/2008 Z. z. o pomoci a podpore poskytovanej z fondov európskeho 

spoločenstva v znení neskorších predpisov: 

a) koordinuje a usmerňuje subjekty v oblasti systému riadenia, 

b) zabezpečuje tvorbu informačného monitorovacieho systému a plní úlohy 

súvisiace s prevádzkou a správou informačného monitorovacieho systému; to 

neplatí pre operačný program Interact, 

c) zabezpečuje publicitu a informovanosť o referenčnom rámci a o operačnom 

programe, 

d) monitoruje a hodnotí výsledky pri dosahovaní cieľov v referenčnom rámci, 

e) zabezpečuje prípravu stanovísk a pozícií Slovenskej republiky a proces 

vyjednávaní k legislatívnym a strategickým dokumentom Európskej únie pre 

politiku súdržnosti vrátane prípravy legislatívnych a strategických dokumentov 

na zabezpečenie implementácie politiky súdržnosti v Slovenskej republike, 

f) plní ďalšie úlohy v oblasti systému riadenia, 
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g) poskytovať služby používateľom súvisiace s ovládaním aplikácie ITMS cez 

Centrum podpory používateľov (CPU), najmä poskytovať podporu 

používateľom ITMS II, 

h) zabezpečiť zber prevádzkových a auditných záznamov a prevádzku nástroja pre 

ich monitorovanie. 

Medzi účely spracúvania osobných údajov patrí aj registrácia užívateľa do systému vrátane 

overenia jeho totožnosti, spravovanie registrácie užívateľa, zabezpečenie správy, 

prevádzky a údržby technických prostriedkov ITMS II. a riešenie technických problémov. 

7. Právny základ spracúvania: 

Právnym základom pre spracúvanie osobných údajov je výkon verejnej moci podľa čl. 6 

ods. 1 písm. e) GDPR: „spracúvanie je nevyhnutné na splnenie úlohy realizovanej vo 

verejnom záujme alebo pri výkone verejnej moci zverenej prevádzkovateľovi“. Úlohy 

vyplývajú prevádzkovateľovi z § 6 ods. 2 písm. b) a § 31 zákona č. 528/2008 Z. z. o pomoci 

a podpore poskytovanej z fondov európskeho spoločenstva v znení neskorších predpisov a 

článku 48 a 60 Nariadenia Rady (ES) č. 1083/2006 z 11. júla 2006, ktorým sa ustanovujú 

všeobecné ustanovenia o Európskom fonde regionálneho rozvoja, Európskom sociálnom 

fonde a Kohéznom fonde a ktorým sa zrušuje nariadenie (ES) č. 1260/1999.  

8. Sprostredkovateľ, ktorý spracúva osobné údaje v mene prevádzkovateľa: 

DataCentrum, IČO: 00 11 564, Cintorínska 5, 814 88 Bratislava  

9. Sub-sprostredkovateľ, ktorý spracúva osobné údaje v mene sprostredkovateľa: 

DataCentrum využíva ďalších sub-sprostredkovateľov len so súhlasom MIRRI SR, pričom 

o zapojení nového sub-sprostredkovateľa informuje MIRRI SR v zmysle platnej zmluvy o 

spracúvaní osobných údajov sprostredkovateľom. 

10. Príjemcovia osobných údajov: 

Osobné údaje môžu byť poskytnuté: 

• na účely výkonu auditu, kontroly a riešenia nezrovnalostí Ministerstvu financií 

Slovenskej republiky a iným orgánom kontroly, auditu a dohľadu. 

11. Doba spracúvania (vrátane uchovávania) osobných údajov: 

Ukončenie spracúvania údajov je podmienené uzavretím všetkých operačných programov, 

vysporiadaním všetkých finančných tokov ako sú pohľadávkové doklady a nezrovnalosti, 

ktoré vznikli pochybeniami/rozhodnutím súdu a pod. Po uplynutí účelu spracúvania 

osobných údajov ministerstvo spracúva osobné údaje ešte po dobu 5 rokov (lehota 

uloženia). 
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12. Prenos osobných údajov do tretej krajiny alebo medzinárodným 

organizáciám: 

Osobné údaje nebudú prenášané do tretích krajín ani medzinárodným organizáciám. 

13. Informácia o automatizovanom individuálnom rozhodovaní a profilovaní: 

Osobné údaje nebudú použité na automatizované individuálne rozhodovanie ani 

na profilovanie. 

14. Práva dotknutej osoby: 

V súlade s čl. 15 až čl. 22 GDPR je dotknutá osoba oprávnená prostredníctvom žiadosti si 

uplatniť nasledovné práva dotknutej osoby: 

a) právo na získanie prístupu k osobným údajom, vrátane relevantných informácií 

týkajúcich sa ich spracúvania a právo na potvrdenie o spracúvaní osobných údajov, 

b) právo na opravu nesprávnych a na doplnenie neúplných osobných údajov, ktoré sa 

jej týkajú, 

c) právo na vymazanie osobných údajov, ktoré sa jej týkajú, 

d) právo na obmedzenie spracúvania osobných údajov, 

e) právo na prenosnosť osobných údajov,  

f) právo namietať spracúvanie osobných údajov, 

g) právo na to, aby sa na dotknutú osobu nevzťahovalo rozhodnutie založené 

na automatizovanom spracúvaní vrátane profilovania, ktoré má na dotknutú osobu 

právne účinky alebo osobu významne ovplyvňujú. 

15. Žiadosť o výkon práv dotknutej osoby: 

Dotknutá osoba je oprávnená podať žiadosť o výkon práv dotknutej osoby 

u prevádzkovateľa alebo u jeho zodpovednej osoby listom na adresu prevádzkovateľa, e-

mailom na zodpovedna.osoba@mirri.gov.sk alebo osobne na podateľni prevádzkovateľa. 

16. Informácia o zákonnej alebo zmluvnej požiadavke: 

Poskytovanie osobných údajov vyplýva zo zákona č. 528/2008 Z. z. o pomoci a podpore 

poskytovanej z fondov európskeho spoločenstva v znení neskorších predpisov. 

Prevádzkovateľ je zodpovedný za plnenie povinností ako správca informačného systému 

verejnej správy v zmysle § 2 ods. 5 zákona č. 95/2019 Z. z. o informačných technológiách 

vo verejnej správe a o zmene a doplnení niektorých zákonov v znení neskorších predpisov. 

V prípade neposkytnutia nevyhnutných osobných údajov nebolo možné získať príspevok 

z fondov európskeho spoločenstva. 

17. Zdroj, z ktorého pochádzajú osobné údaje: 
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Osobné údaje získal prevádzkovateľ na základe plnenia zákonných povinností podľa 

zákona č. 528/2008 Z. z. o pomoci a podpore poskytovanej z fondov európskeho 

spoločenstva v znení neskorších predpisov, napr. konanie o žiadosti o poskytnutie 

nenávratného finančného príspevku. MIRRI SR získalo osobné údaje buď priamo od 

dotknutých osôb alebo od ich zamestnávateľa. 

18. Návrh na začatie konania o ochrane osobných údajov: 

Ak sa dotknutá osoba domnieva, že pri spracúvaní osobných údajov boli porušené jej 

práva, má právo podať návrh na začatie konania o ochrane osobných údajov Úradu 

na ochranu osobných údajov SR v súlade s ustanoveniami zákona č. 18/2018 Z. z. 

o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení neskorších 

predpisov. Návrh na začatie konania o ochrane osobných údajov | Úrad na ochranu 

osobných údajov Slovenskej republiky (DOCX.20,51 KB) 

 

https://dataprotection.gov.sk/sk/ine/vzory-formulare-stiahnutie/navrh-zacatie-konania-ochrane-osobnych-udajov/
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